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FOREWORD (

Among the responsibilities assigned to the Office of the Manager, National
Communications System, is the management of the Federal Telecommunication
Standards Program, which is an element of the overall GSA Federal Standard-
ization Program. Under this program, the NCS, with the assistance of the
Federal Telecommunication Standards Committee, identifies, develops, and coor-
dinates proposed Federal Standards which either contribute to the inter-
operability of functionally similar Federal telecommunication systems or to
the achievement of a compatible and efficient interface between computer and
telecommunication systems. In developing and coordinating these standards a
considerable amount of effort is expended in initiating and pursuing joint
standards developmenft efforts with appropriate technical committees of the
Electronic Industries Association, the American National Standards Institute,
the International Organization for Standardization, and the International
Telegraph and Telephone Consultative Committee of the International Tele-
communication Union. This Technical Information Bulletin presents an overview
of an effort in the international telecommunication standards arena on common
chdnnel signalling. It has been prepared to inform interested Federal act-
ivities of the progress of this effort. Any comments, inputs or statements of
requirements that could assist in the advancement of this work are welcome and
should be addressed to:

Office of the Manager
National Communications System

ATTN: NCS-TS
Washington, D.C. 20305
(202) 692-2124



International Telegraph and Telephone Docum.:-:, AP VII-No. 18-E
Consultative Committee Published in July 1980

(CCITT)

VIIth Plenary Assembly Original: English

Geneva, 1980 This document is the same as:
COM XI-No. 393

VIIth PLENARY ASSEMBLY - DOCUMENT No. 18

STUDY GROUP XI - CONTRIBUTION No. 393
m ~m ~ilmu 8IBm m s mmimmiumBm

SOURCE: STUDY GROUP XI

TITLE : SPECIFICATIONS OF CCITT COM14ON CHANNEL SIGNALLING SYSTEM No. 7
(PART III B. OF THE REPORT OF STUDY GROUP XI TO THE
PLENARY ASSEMBLY)

CONTENTS

Introduction 14

Message Transfer Part (NTP)

Recommendation (Q.701) - Functional description of the
signalling system (MTP) 15

Recommendation (Q.702) - Signalling data link 35

Recommendation (Q.703) - Signalling link 43

Recommendation (Q.704) - Signalling network functions
and messages 99

Recommendation (Q.705) - Signalling network structure 220

Recommendation (Q.706) - Signalling system performance 245

Recommendation (Q.707) - Testing and maintenance 268

Telephone User Part (TUP)

Recommendation (Q.721) - Functional description of the
sig, alling system (TUP) 272

Recommendation (Q.722) - General function of telephone
measges and signals 276

Recommendation (Q.723) - Formats and codes 285

(3854) It



-2-

AP VII-No. 18-E

Recommendation (Q.724) - Signalling procedures 310

Recommendation (Q.725) - Signalling performance in the
telephone application 350

Data User Part (IUP)

Recommendation X.61 (Q.741) - Signalling System No. 7 -
Data User Part (see
Document AP VII-No. 8/
COM VII-11o. 490)

Glossary 358

Abbreviations 367

lecomendation Q.701

FUNCTIONAL DESCRIPTION OF THE SIGNALLING SYSTEM (MTP)

General 15

1.1 Objectives and fields of application 15
1.2 General characteristics 15
1.3 Modularity 16

2 Signalling system structure

2.1 Basic functional division 16
2.2 Functional levels 17
2.3 Signalling message 20
2.4 Functional interface 21

3 Signalling network

3.1 Basic concepts and features 22

3.2 Signalling message handling functions 25
3.3 Signalling network management functions 26

3.4 Testing and maintenance functions 28

3.5 Use of the signalling network 28

4 Message transfer capability

4.1 General 29

4.2 User location in system structure 30
4.3 Message content 30

4.4 User accessibility 31

4.5 Transport service performance 31

(3854)



-3
AP VII-No. 18-E

leemndation Q.702

SINU&LLDIG DAU LIM

1 General 35

2 Signalling bit rate

2.1 General 37
2.2 Use of bit rates lower than 64 kbit/a 37

3 Error characteristics and availability 37

4 Interface specification points 37

5 Digital signalling data link

5.1 Signalling data link derived from the 2048 kbit/s
digital path 38

5.2 Signalling data link derived from the'848 kbit/a
digital path 38

5.3 Signalling data link derived from the 1544 kbit/s
digital path 39

5.4 Signalling data link established over a digital
path made up by digital sections based on different (A, i )
encoding laws 39

5.5 Signalling data link established over data circuits 40

6 Analogue signalling data link

6.1 Signalling bit rate Acc 0',5 'Vor 40
6.2 Interface requirements 40

Reconeodation Q.703

SIGRALLING LI.K

I General

1.1 Introduction .. . . . . . 43
1.2 Signal unit delimitation and alignment 43
1.3 Error detection 44
1.4 Error correction 44
1.5 Initial alignment 45
1.6 Signalling link error monitoring 45
1.7 Link state control functions 45

(3854)



-4-

AP VII-No. 18-E

2 Basic signalling format 48

2.1 General 48
2.2 Signal unit format 48
2.3 Function and codes of the signal unit fields SO
2.4 Order of bit cransmission 51

3 Signal unit delimination 52

3.1 Flags 52
3.2 Zero insertion and deletion 52

4 Acceptance procedure 52

4.1 Acceptance of alignment 52
4.2 Error detection 53

5 "Basic" error correction method 53

5.1 General 53
5.2 Acknowledgements (positive acknowledgement and negative

acknowledgement) 54
5.3 Retransmission 56

6 Error correction by preventive cycle retransmission 58

6.1 General 58
6.2 Acknowledgements 58
6.3 Preventive cyclic retransmission 60
6.4 Forced retransmission 61

7 Initial alignment procedure 62

7.1 General 62
7.2 Initial alignment status indications 62
7.3 Initial alignment procedure 63
7.4 Proving periods 63

8 Processor outage 61

9 Signalling link error monitoring 66

9.1 General 66
9.2 Signal unit error rate monitor 66
9.3 Alignment error rate monitor 67

10 Level 2 codes and priorities 6q

10.1 Link status signal unit 69
10.2 Transmission priorities within Level 2 69

11 State transition diagrams 71

(3854)



-5-
AP VII-No. 18-E

Ieeomedatio Q.704

SIU&LLING HMRr VMCTIONS AND WESSAES

Page

Introduction 99

1.1 General characteristics of the signalling network functions 99
1.2 Signalling message handling 99
1.3 Signalling network management 100

2 Signalling message handling 103

2.1 General 103
2.2 Routing label 104
2.3 Message routing function 106
2.4 Message discrimination and distribution 108

3 Signalling network management 108

3.1 General 108
3.2 Status of signalling links 110
3.3 Procedures used in connection with status changes 112
3.4 Status of signalling routes 114
3.5 Procedures used in connection with route status changes 115

4 Signalling traffic management 120

4.1 General 120
4.2 Normal routing situation 120
4.3 Signalling link unavailability 121
4.4 Signalling link availability 122
4.5 Signalling route unavailability 122
4.6 Signalling route availability 122

5 Changeover 123

5.1 General 123
5.2 Network configurations for changeover 123

* 5.3 Changeover initiation and actions 125
* 5.4 Buffer updating procedure 1:6

5.5 Retrieval and diversion of traffic 127
5.6 Emergency changeover procedures 127
5.7 Procedures in abnormal conditions 128

6 Changeback 129

6.1 General 129
6.2 Changeback initiation and actions 129
6.3 Sequence control procedure 130
6.4 Time-controlled diversion procedure 132
6.5 Procedures in abnormal conditions 132

(3854)



-6-
AP VII-No. 18-E

Page

7 Forced rerouting 133

7.1 General 133
7.2 Forced rerouting initiation and actions 133

8 Controlled rerouting 134

8.1 General 134
8.2 Controlled rerouting initiation and actions 134

9 Signalling traffic flow control 135

9.1 General 135
9.2 Flow control indications 135

10 Signalling link management 136

10.1 General 136
10.2 Basic signalling link management procedure 137
10.3 Signalling link management procedure based on automatic

allocation of signalling links 139

10.4 Signalling link management procedure based on automatic
allocation of signalling links and signalling terminals 143

10.5 Automatic allocation of signalling terminals 146

10.6 Automatic allocation of signalling data links 147

11 Signalling route management 149

11.1 Ceneral 149
11.2 Transfer-prohibited 149
11.3 Transfer-allowed 151
11.4 Signalling-route-set-test 152

12 Common characteristics of message signal unit formats 154

12.1 General 154
12.2 Service information octet 154
12.3 Label 155

13 Formats and codes of signalling network management messages 156

13.1 General 156
13.2 Label 156
13.3 Heading code 157
13.4 Changeover message 157
13.5 Changeback message 158
13.6 Emergency changeover message 159
13.7 Transfer-prohibited message 159
13.8 Transfer-allowed message 160
13.9 Signalling-route-set-test message 161
13.10 Signalling-data-link-connection-order message 161
13.11 Signalling-data-link-connection-acknowledgement message 162

(3854)



-7-

AP VII-No. 18-E

Page

14 State transition diagrams 165

14.1 General 165
14.2 Drawing conventions 165
14.3 Signalling message handling 166
14.4 Signalling traffic management 166
14.5 Signalling route management (SRC) 167

14.6 Signalling link management 167

Annex A Signalling link management by the switchover method 198

A.l General 198
A.2 Principles of the svitchover method 198

A.3 Switchover procedure 200
A.4 Standby data link selection procedure 201
A.5 Procedure for management blocking of a signalling link 202
A.6 Impact on message transfer part functions 203

Recoimendation Q.705

SIAGLLING NETWK STRUCTURE

I Introduction 220

2 Network components 220

2.1 Signalling Links 220
2.2 Signalling Points 221

3 Structural independence of international and national signalling
networks 221

4 Considerations common to both international and national signalling
networks 222

4.1 Availability of the Network 222

4.2 Nessage Transfer Delay 222
4.3 Message Sequence Control 223

4.4 Number of Signalling Links used in Load Sharing 223

5 International signalling network 223

5.1 General 223

5.2 Number of Signalling Transfer Points in Signalling Relations 223

5.3 Number of Signalling Points 224

5.4 Routing Rules 224

6 National signalling networks 224

(Requires further study.)

ANNEX A - MESH NETWORK EXAMPLES 225

A.1 General 225

A.2 Basic Network Structures 225

A.3 Routing 227

A.4 Actions Related to Failure Conditions 236

(3854)



-8-
AP VII-No. 18-E

Recommndation Q.706

MSSAGE TRANSFER PART S IGHALLIG PKIFOEXIaNC

1Basic parameters related to message transfer part signalling
per formance 245

1.1 Unavailability of a signalling route set 245
1.2 Unavoidable message transfer part malfunction 246
1.3 Message transfer times 246
1.4 Signalling traffic throughout capability 246

2 Signalling traffic characteristics 247

2.1 abelingpotntia 24
2.1 Laeling potential 247

2.2.1 Queueing delay 247
2.2.2 Security requirements 247
2.2.3 Capacity of sequence numbering 247
2.2.4 Signalling channels using lower bit rates 247

2.3 Structure of signalling traffic 248

3 Parameters related to transmission characteristics 248

3.1 Application of Signalling System No. 7 to 64 kbit/s links 248
3.2 Application of Signalling System No. 7 to links

using lover bit rates 248

4 Parameters of influence on signalling performance 249

4.1 Signalling network 249
4.1.1 International signalling network 249
4.1.2 National signalling network 249

4.2 Queueing delays 249

4.2.1 Assumptions for derivation of the formulae 24 9
4.2.2 Factors and parameters 250
4.2.3 Forulae 252
4.2.4 Examples 254

4.3 Message transfer times 260

4.3.1 Message transfer time components and functional reference
points 260

4.3.2 Definitions 262
4.3.3 Overall message transfer times 263
4.3.4 Estimates for message transfer times 264

4.4 Error control 264.

(3854)



-9-
AP VII-No. 18-E

4.5 Security arrangements 265

4.5.1 Types of security arrangements 265
4.5.2 Security requirements 265
4.5.3 Time to initiate changeover 266

4.6 Failures 266

4.6.1 Link failures 266
4.6.2 Failures in signalling points 266

4.7 Priorities 266

5 Performance under adverse conditions 267

5.1 Adverse conditions 267
5.2 Influence of adverse conditions 267

lecomndation Q.707

ThSTING AND MAINTENUC

I General 268

2 Testing 268

2.1 Signalling data link test 268

2.2 Signalling link test 268

2.3 Signalling route test 269

3 Fault location 270

4 Signalling network monitoring 270

5 Formats and codes of signalling network testing and maintenance
messages 270

5.1 General 270

5.2 Label 270

5.3 Heading code Ho 270

5.4 Signalling link test messages 271

6 State transition diagram 272

(3854)



- 10-

AP VII-No. 18-E

Recomendation Q.721

FUNCIORAL DESCRIPTION OF THE SI(GALLING SYSTK (T1P)

I General 275

2 Telephone User Part 275

3 Message Transfer Part 276

Recomendat ion Q.722

GENERAL FUNC IO OF TgK1FBON MESSAGES AND SIGNALS

1 Telephone signalling messages 276

1.1 Forward address message group 276
1.2 Forward set-up message group 277
1.3 Backward set-up request message group 277
1.4 Successful backward set-up information message group 277
1.5 Unsuccessful backward set-up information message group 278

1.6 Call supervision message group 278
1.7 Circuit supervision message group 278

2 Service information 278

2.1 Service indicator 278

2.2 National indicator 278

3 Signalling information 278

3.1 Label components 278
3.2 Message format identifiers 279
3.3 Forward set-up telephone signals 279
3.4 Backward set-up telephone signals 281
3.5 Call supervision signals 283
3.6 Circuit supervision signals 284

(3854)



~- 11 -

AP VII-No. 18-E

Eecoendation Q.723

FOIAMTS AND CODES

Page

I Basic format characteristics 285

1.1 General 285
1.2 The Service Information Octet 285
1.3 Format Principles 286

2 Label 287

2.1 General 287
2.2 Standard Telephone Label 288
2.3 Optional National Labels 291

3 Telephone signal message formats and codes 291

3.1 General 291
3.2 Heading Code HO 291
3.3 Forward Address Messages 291
3.4 Forward Set-up Messages 299
3.5 Backward Set-up Request Messages 301
3.6 Successful Backward Set-up Information Messages 302
3.7 Unsuccessful Backward Set-up Information Messages 304

3.8 Call Supervision Messages 305
3.9 Circuit Supervision Messages 306

Recomndation Q.724

SIGNALL ING PROCEURES

Normal call set-up 310

1.1 Initial address message 310
1.2 Subsequent address message 310
1.3 End-of-pulsing (ST) signal 311
1.4 Continuity-check of the telephone circuits 311
1.5 Cross-office check 312
1.6 Address-complete signals 312
1.7 Address-incomplete signal 313
1.8 Congestion signals 314

1.9 Called-party's-line-condition signals 314
1.10 Answer signals 314
1.11 Clear-back signal 314
1.12 Reanswer and clear-back signal sequences 315

(3854)



-12

AP VII-No. 18-E

1.13 Forward-transfer signal 315
1.14 Clear-forward and release-guard sequence 315
1.15 Reset-circuit signal 315
1.16 Diagrams showing signal sequence 316

2 Dual seizure with both-vay operation 321

2.1 Dual seizure 321
2.2 Unguarded interval 321
2.3 Detection of dual seizure 321
2.4 Preventive action 321
2.5 Action to be taken on detection of dual seizure 322

3 Automatic repeat attempt -322

4 Speed of switching and signal transfer in international exchanges 322

4.1 Outgoing international exchange 122
4.2 International transit exchange 323
4.3 Incoming international exchange .323

5 Blocking and unblocking sequences 323

6 Release of international connections and associated equipment 324

6.1 Normal release conditions 324
6.2 Abnormal release conditions - Clear-forward, release-guard

sequences 326
6.3 Call-failure signal 326
6.4 Abnormal release condition - Other sequences 326
6.5 Receipt of unreasonable signalling information 328

7 Continuity-check for four-wire speech circuits 329

7.1 General 329
7.2 Transmission requirements 329
7.3 Continuity-check procedure 331
7.4 Continuity-check timing 332

7.5 Continuity-check test calls 334

8 Continuity-check for two-wire speech circuits 334

9 Interruption control for FDM-circuits 334

9.1 General 334

9.2 Blocking and unblocking of speech circuits 335

10 State transition diagrams 335

10.1 General 335

10.2 Draughting conventions 335

(3854)



-13-
AP VII-No. 18-E

Reconmadation Q.725

SINALLING ?KIFOUWAOE IN TU TELEPUKOE APPLICATION

1 Introduction 350

2 Unsuccessful calls due to signalling malfunction 350

3 Unavailability of a signalling route set 350

4 Labelling potential 350

5 Cross-office transfer time 351

5.1 Functional reference points and transfer time components 351
5.2 Definitions 351
5.3 Queueing delay 352
5.4 Estimates for message transfert times 357
5.5 Effect of retransmission 357

GLOSSARY OF TERMS SPECIFIC TO SIGNALLING SYSTEM No. 7 358

ABBREVIATIONS SPECIFIC TO SIGNALLING SYSTEM No. 7 367

(3854)



-14-

AP VII-No. 18-E

Introduction

Signalling System No. 7 consists of:

- the Message Transfer Part, specified in

Recommiendations Q.701 to Q.707

- the Telephone User Part, specified in Recommendations Q.721
to Q.725

- the Data User Part, specified in
Recommendation X.61 Q.741.

An overall description of the signalling system and the division of
functions and intertactions between the Message Transfer Part and the user
parts is given in Recommendation Q.701.

General signalling network considerations are contained in
Recommendation Q.705.

The user of Signalling System No. 7 in call control applications of
the telephone service is recommended in Recommendations Q.7 and Q.110,
Volume VI.I.

The use of Signalling System No. 7 in call control applications of
the circuit switched data transmission service is recommended in
Recoummendation X.60, Volume VIII... The call control and signalling procedures
applicable for international data transmission user facilities and network
utilities are defined in Recommendation X.87.

(3854)
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Reccnendat ion Q. 701

FUNCYOIW. MSCIIPTION OF THE SI1GUIXING SYSYVI

1 General

*1.1 Objectives and fields of application

The overall objective of Signalling System No. 7 is to provide an
* internationally standardized general purpose common channel signalling (CCS)

system:

- optimized for operation in digital telecommunications netvorks
in conjunction with stored program controlled exchanges;

- that can meet present and future requirements of information
transfer for inter-processor transactions within
telecommunications networks for call control, remote control,
and management and maintenance signalling;

- that provides a reliable means for transfer of information
in correct sequence and without loss or duplication.

The signalling system meets requirements of call control signalling
for telecommunication services such as the telephone and circuit switched data
transmission services. It can also be used as a reliable transport system for
other types of information transfer between exchanges and specialized centres
in telecommunications networks (e.g. for management and maintenance purposes).
The system is thus applicable for multi-purpose uses in networks that are
dedicated for particular services and in multi-services networks. The
signalling system is intended to be applicable in international and national
networks.

The signallinig system is optimized for operation over 64 kbit/s
digital channels. It is also suitable for operation over analogue channels and
at lower speeds. The system is suitable for use on point-to-point terrestrial
and satellite links. It does not include the special features required for use
in point-to-multipoint operation but can, if required, be extended to cover
such an application.

1.2 General characteristics

Common channel signalling is a signalling method in which a single
* channel conveys, by means of labelled messages, signalling information relating
* to, for example, a multiplicity of circuits, or other information such as that

used for network management. Common channel signalling can be regarded as a
form of data communication that is specialized for various types of signalling
and information transfer between processors in telecommunications networks.

The signalling system uses signalling links for transfer of signalling
messages between exchanges or other nodes in the teleconmmunicat ion network
served by the system. Arrangements are provided to ensure reliable transfer of
signalling information in the presence of transmission disaturbances or network
failures. These include error detection and correction on each signalling link.

(3854)
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The system is normally applied with redundancy of signalling links and it
includes functions for automatic diversion of signalling traffic to alternative

paths in case of link failures. The capacity and reliability for signalling may
thus be dimensioned by provision of a multiplicity of signalling links
according to the requirements of each applications.

1.3 Modularity

The wide scope of the signalling system requires that the total system
includes a large diversity of functions and that further functions can be added
to cater for extended future applications. As a consequence only a sub-set of
the total system may need to be used in an individual application.

A major characteristic of the signalling system is that it is
specified with a functional structure to ensure flexibility and modularity for
diverse applications within one system concept. This allows the system to be
realized as a number of functional modules which could ease adaptation of the
functional content of an operating Signalling System No. 7 to the requirements
of its application.

The CCITT specifications of the signalling system specify functions
and their use for international operation of the system. Many of those
functions are also required in typical national applications. Furthermore, the
system to some extent includes features that are particular to national
applications. The CCITT specifications thus form an internationally
standardized base for a wide range of national applications of common channel
signalling.

System No. 7 is one co.mon channel signalling system. However, as a
consequence of its modularity and its intended use as a standard base for
national applications the system may be applied in many forms. In general, to
define the use of the system in a given national application, a selection of
the CCITT specified functions must be made and the necessary additional
national functions must be specified depending on the nature of the
application.

2 Signalling systm structure

2.1 Basic functional division

The fundamental principle of the signalling system structure is the
division of functions into a common Message Transfer Part (MTP) on one hand
and separate User Parts for different users on the other. This is illustrated
by Figure 2-1 (Q.701) below.

Usrcmo.Link i r,al 1i n r lin J o'r'nrcn '

mesag trnf r1--rl1aa otrl transfer V1e :
processine function S lunti j I irk fui'ctiorll functions

user Uft

Message transfer part 3s.t-o

Figure 2-1 ( F ) - Punctional diagram for the common ctianyel siinal]in r Frvcr
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The overall function of the Message Transfer Part is to serve as a
transport system providing reliable transfer of signalling messages between the
locations of commnunicating user functions.

The term user in this context refers to any functional entity that
utilizes the transport capability provided by the Message Transfer Part. A User
Part comprises those functions of, or related to, a particular type of user

* that are part of the common channel signalling system, typically because those
functions need to be specified in a signalling context.

The basic commonality in signalling for different services resulting
from this concept is the use of a comon transport system, i.e. the Message
Transfer Part. Also, a degree of commonality exists between certain User Parts,
e.g. the Telephone User Part (TUP) and the Data User Part (TD3P).

2.2 Functional levels

2.2.1 General

As a further separation, the necessary elements of the signalling

system are specified in accordance with a level concept in which:

- the functions of the Message Transfer Part are separated into
three functional levels, and

- the User Parts constitute parallel elements at the fourth
functional level.

The level structure is illustrated in Figure 2-2 (Q.701).

The system structure shown in Figure 2-2 (Q.701) is not a
specification of an implementation of the system. The functional boundaries B,
C and D may or may not exist as interfaces in an implementation. The
interactions by means of controls and indications may be direct or via other
functions. However, the structure shown in Figure 2-2 (Q.701) may be regarded
as a possible model of an implementation.

(3854)
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2.2.3 Signalling link functions (Level 2)

Level 2 defines the function. and procedure. for and relating to the
transfer of signalling messages over one individual signalling data link. The
level 2 functions together with a level 1 signalling data link as a bearer
provides a signalling link for reliable transfer of signalling pessages between
two points.

-A signalling message delivered by the higher levels is transferred
over the signalling link in variable length signal units. For proper
operation of the signalling link the signal unit comprises transfer control
information in addition to the information content of the signalling message.

The signalling link functions include:

- delimitation of signal unit by means of flags,

- flag limitation prevention by bit stuffing,

- error detection by means of check bits included in each signal
unit,

- error correction by retransmission and signal unit sequence
control by means of explicit sequence numbers in each signal unit
and explicit continuous acknowledgements,

- signalling link failure detection by means of signal unit error
rate monitoring and signalling link recovery by means of special
procedures.

The detailed requirements for signalling link functions are given in
Recommendation (Q.703) C:23.

2.2.4 Signalling network functions (Level 3)

Level 3 in principle defines those transport functions and procedures
that are common to and independent of the operation of individual signalling
links. As illustrated in Figure 2-2 (Q.701) these functions fall into two major
categories:

a) Signalling message handling functions - these are functions
that, at the actual transfer of a message, direct the message to
the proper signalling link or User Part.

b) Signalling network management functions - these are functions
that, on the basis of predetermined data and information about
the status of the signalling network, control the current message
routing and configuration of signalling network facilities. In the
event of changes in the status they also control reconfigurations
and other actions to preserve or restore the normal message
transfer capability.
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The different level 3 functions interact with each other and with the
functions of other levels by means of indications and controls as illustrAted
in Figure 2-2 (Q.701). This Figure also shows that the signalling network
management as well as the testing and maintenance actions may include exchangi.
of signalling messages with corresponding functions located at other signalling
points. Although not User Parts these parts of level 3 can be seen as serving
as "User Parts of the Message Transfer Part". As a convention in these
specifications, for each of description, general references to User Parts as
sources or sinks of signalling message implicitly include these parts of
level 3 unless the opposite is evident from the context or explicitly stated.

A description of the level 3 functions in the context of a signalling
network is given in Section 3 below. The detailed requirements for signalling
network functions are given in Recommendation (Q.704) C33. Some means for
testing and maintenance of the signalling network are provided and the detailed
requirements are given in Recommendation (Q.707) C43.

2.2.5 User Part functions (Level 4)

Level 4 consists of the different User Parts. Each User Part defines
the functions and procedures of the signalling system that are particular to a
certain type of user of the system.

The extent of the User Part functions may differ significantly between
different categories of users of the signalling system, such as:

- Users for which most user communication functions are defined
within the signalling system. Examples are telephone and data
call control functions with their corresponding Telephone and
Data User Parts.

- Users for which most user communication functions are defined
outside the signalling system. An example is the use of the
signalling system for transfer of information for some management
or maintenance purpose. For such an "external user" the User Part
may be seen as a "mailbox" type of interface between the external
user system and the message transfer function in which for example
the user information transferred is assembled and disassembled
to/from the applicable signalling message formats.

2.3 Signalling message

A signalling message is an assembly of information, defined as level 3
or 4, pertaining to a call, management transaction, etc., that is transferred
as an entity by the message transfer function.

Each message contains service information including a service
indicator identifying the source User Part and possibly additional
information such as an indication whether the message relates to international
or national application of the User Part.
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The signalling information of the message includes the actual user
information, such as one or more telephone or data call control signals,
management and maintenance information, etc., and information identifying the
type and format of the message. It also includes a label that provides
information enabling the message:

- to be routed by the level 3 functions and through a signalling
• network to its destination, and

- to be directed at the receiving User Part to the particular
* circuit, call, management or other transaction to which the

message is related.

On the signalling link, each signalling message is packed into Message
Signal Units (MSU's) which also includes transfer control information related
to the level 2 functions of the link.

2.4 Functional interface

The following functional interface between the Message Transfer Part
and the User Parts can be seen as a model illustrating the division of
functions between these parts. The interface Esee Figure 2-3 (Q.701)J is purely
functional and need not appear as such in an implementation of the system.

1'ssEFe deli-.i*atior.
7 i Service i r.forr ation

I Sipr.ali ng, ,Jr.frmationT

User I'es Fact
part Messae deliritation trar.fr

-I 1I Service irnformEicn 1p ar-.

ii-a i in7 ir. fL,.- i icr.-

-7 Flow control

CCITT -

Figure 2-3 ( . ) - Functional interfac-e betweer. the
message transfer p&rt and the user parts

The main interaction between the Message Transfer Part and the User
Parts is the transfer of signalling messages across the interface; each message
consisting of service information and signalling information as described
above. Message delimitation information is also transferred across the
interface with the message.

In addition to the transfer of messages and associated information the
interaction may also include flow control information, e.g. an indication from
the Message Transfer Part that it is unable to serve a particular destination.

A description of tne characteristics of the Message Transfer Part as
seen from the functional interface and the requirements to be met by potential
users of the message transfer function is given in Section 4.
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3 Signalling network

3.1 Basic concepts and features

3.1.1 Signalling network components

A telecommunication network served by common channel signalling is
composed of a number of switching and processing nodes interconnected by
transmission links. The nodes in the telecomunnication network that are
provided with common channel signalling are in the context of signalling
referred to as signalling points.

In specific cases there may be a need to partition the common channel
signalling functions at such a (physical) node into logically separate entities
from a signalling network point of view; i.e. a given (physical) node may be
defined as more than one signalling point. One example is an exchange at the
boundary between the international and a national signalling network.

Any two signalling points, for which the possibility of commnunication
between their corresponding User Part functions exists, are said to have a
signalling relation.

An example is when two telephone exchanges are directly connected by a
bundle of speech circuits. The exchange of telephone signalling relating to
these circuits then constitutes a signalling relation between the telephone
User Part functions in those exchanges in their role as signalling points.

Another example is when administration of customer and routing data in
a telephone exchange is remotely controlled from an operation and maintenance
centre by means of commnunication through the common channel signalling system.
This commiunication then constitutes a signalling relation between the
applicable operation and maintenance User Part functions at the telephone
exchange and the corresponding functions at the operation and maintenance
centre.

The common channel signalling system uses signalling links to convey
the signalling messages between two Signalling Points. A number of signalling
links that directly interconnect two signalling points which are used as a
module constitute a signalling link set. Although a link set typically
includes all parallel signalling links it is possible to use more than one link-
set in parallel between two signalling points. A group of links within a link
set that have identical characteristics (e.g. the same data link bearer rate)
are called a link group.

Two signalling points that are directly interconnected by a signalling
link set are, from a signalling network structure point of view, referred to as
adjacent signalling points. Correspondingly, two signalling points that are
not directly interconnected are non-adjacent signalling points.
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3.1.2 Signalling modes

The term signalling mode refers to the association between the path
taken by a signalling message and the signalling relation to which the message
refers.

In the associated mode of signalling the messages relating to a
particular signalling relation between two adjacent signalling 1points are
conveyed aver a link set directly interconnecting those signalling points.

In the non-associated mode of signalling the messages relating to a
particular signalling relation are conveyed over two or more link sets in
tandem passing through one or more signalling points other than those which are
the origin and the destination of the messages.

The quasi-associated mode of signalling is a limited case of the
non-associated mode where the path taken by a message through the signalling
network is predetermined and, at a given paint in time, fixed.

Signalling System No. 7 is specified for use in the associated and
quasi-associated modes. The Message Transfer Part does not include features to
avoid out-of-sequence arrival of messages or other problems that would
typically arise in a fully non-associated mode of signalling with dy-namic
message routing.

Examples of signalling modes are illustrated in Figure 3-1 (Q.701).

3.1.3 Signalling point modes

A signalling point at which a message is generated, i.e. the location
of the source User Part function, is the originating point of that message.

A signalling point to which a message is destined, i.e. the location
of the receiving User Part function, is the destination point of that
message.

A signalling point at which a message received on a signalling link is
transferred to another link, i.e. neither the location of the source nor the
receiving User Part function, is a signalling transfer point (STP).

For a particular signalling relation the two signalling points thus
function both as originating and destination points for the messages exchanged
in the two directions between them.

In the quasi-associated mode the function of a signalling transfer
point is typically located in a few signalling points which may be dedicated to
this function or may combine this function with some other (e.g. switching)
function. A signalling point serving as a signalling transfer point functions
as an originating and a destination point for the messages generated and
received by the level 3 function of the Message Transfer Part also in cases
when no User functions are present.
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3.1.4 Message labelling

Each message contains a label. In the standard label the portion that
is used for routing is called the routing label. This routing label
includes:

a) Explicit indications of destination and originating point. of
the message, i.e. identification of the signalling relation
concerned.

b) A code used for load sharing which may be the least
significant part of a label component that identifies a user
transaction at level 4.

The standard routing label assumes that each signalling point in a
signalling network is allocated a code according to a code plan, established
for the purpose of labelling, that is unambiguous within its domain. Messages
labelled according to international and national code plans are discriminated
by means of an indication in the service information included in each message.

The standard routing label is suitable for national applications also.
However, the signalling system includes the possibility for using different
labels nationally.

3.2 Signalling message handling functions

Figure 3-2 (Q.71) illustrates the signalling message handling

functions.

3.2.1 Message routing

Message routing is the process of selecting, for each signalling
message to be sent, the signalling link to be used. In general, message routing
is based on analysis of the routing label of the message in combination with
predetermined routing data at the signalling point concerned.

Message routing is destination code dependent with typically an
additional load sharing element allowing different portions of the signalling
traffic to a particular destination to be distributed over two or more
signalling links. This traffic distribution may be limited to different links
within a link set or applied to links in different link sets.

Each succession of signalling links that may be used to convey a
* message from the originating point to the destination point constitutes a

mesg rue Signalling route is the corresponding concept for a possible
path, refer'ring to a succession of link sets and signalling transfer points,

* between the originating and destination points.

In Signalling System No. 7 message routing is made in a manner by
which the message route taken by a message with a particular routing label is
predetermined and, at a given point in time, fixed. Typically, however, in the
event of failures in the signalling network, the routing of messages,
previously using the failed message route, is modified in a predetermined
manner under control of the signalling traffic management function at
level 3.
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Although there are in general advantages in using a uniform routing of
messages belonging to different User Parts, the service indicator included in
each message provides the potential for using different routing plans for
different User Parts.

3.2.2 Message distribution

Message distribution is the process which, upon receipt of a message
at its destination point, determines to which User Part the message is to be
delivered. This choice is made on analysis of the service indicator.

3.2.3 Message discrimination

Message discrimination is the process which, upon receipt of a
message at a signalling point, determ~ines whether or not the point is the
destination point of that message. This decision is based on analysis of the
destination code in the routing label in the message. If the signalling point
is the destination point the message is delivered to the message distribution
function. If it is not the destination point, i.e. in the case when it serves
as a signalling transfer point for that message, the message is delivered to
the message routing function for further transfer to a signalling link. Message
discrimination thus is a function required only at a signalling point that acts
as a signalling transfer point.

3.3 Signalling network management functions

Figure 2-3 (Q.701) illustrates the signalling network management
functions.

3.3.1 Signalling traffic management

The tasks of the signalling traffic management function are:

a) to control message routing; this includes modification of
message routing to preserve, when required, accessibility of all
destination points concerned or to restore normal routing;

b) in conjunction with modifications of message routing, to
control the resulting transfer of signalling traffic in a
manner that avoids irregularities in message flow;

c) flow control.

Control of message routing is based on analysis of predetermined
information about all allowed potential routing possibilities in combination
with information, supplied by the signalling link management and
signalling route management functions, about the status of the signalling
network' (i.e. current availability of signalling links and routes).

Changes in the status of the signalling network typically result in
modification o,. , rrent mebsage routing and thus in transfer of certain
portions of the signalling traffic from one signalling link to another. The
transfer of signalling traffic is performed in accordance with specific
procedures. These procedures - changeover, changeback, forced rerouting and
controlled rerouting - are designed to avoid, as far as the circumstances
prit, such irreglarities in message transfer as loss, mis-sequencing or
multiple delivery of messages.
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The changeover and changeback procedures involve coimmunication with
other signalling point(s). For example, in the case of changeover from a
failing signalling link, the two ends of the failing link exchange information
(via an alternative path) that normally enables retrieval of messages that
otherwise would have been lost on the failing link. However, as further
explained later, theme procedures cannot guarantee regular messoge transfer in
all circumstances.

A signalling network has to have a signalling traffic capacity that is
* higher than the normal traffic offered. However, in overload conditions
* (e.g. due to network failures or extremely high traffic peaks) the

signalling traffic management function takes flow control actions to minimize
the problem. An example is provision of an indication to the local user
functions concerned that the Message Transfer Part is unable to transport
messages to a particular destination in the case of total breakdown of all
signalling routes to that destination point. If such a situation occurs at a
signalling transfer point a corresponding indication is given to the signalling
route management function for further dissemination to other signalling points
in the signalling network.

3.3.2 Signalling link management

The task of the signalling link management function is to control the
locally connected link sets. In the event of changes in the availability of a
local link set it initiates and controls actions aimed at restoring the normal
availability of that link set.

The signalling link management function also supplies information
about the availability of local links and link sets to the signalling traffic
management function.

The signalling link management function interacts with the signalling
link function at level 2 by receipt of indications of the status of signalling
links. It also initiates actions at level 2 such as, for example, initial
alignment of an out-of-service link.

The signalling system can be applied with different degrees of
flexibility in the method of provision of signalling links. A signalling link
may for example consist of a permanent combination of a signalling terminal
device and a signalling data link. It is also possible to employ an arrangement
in which any switched connection to the remote end may be used in combination
with any local signalling terminal device. It is the task of the signalling
link management function in such arrangements to initiate and control
reconfigurations of terminal devices and signalling data links to the extent
such reconfigurations are automatic. In particular, this involves interaction,
not necessarily direct, with a switching function at level 1.

3.3.3 Signalling route management

Signalling route management is a function that relates to the
quasi-associated mode of signalling only. Its task is to transfer information
about changes in the availability Of signalling routes in the signalling
network to enable remote signalling points to take appropriate signalling
traffic management actions. Thus a signalling transfer point may, for example,
send messages indicating inaccessibility of a particular signalling point via
that signalling transfer point thus enabling other Signalling Points to stop
routing messages into an incomplete route.
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3.4 Tepting and mainte-nance functions

Figure 2-3 (Q.701) illustrates that the signalling system includes
some standard testing and maintenance procedures that use level 3 messages.
Furthermore, any implementation of the system typically includes various
implementation dependent means for testing and maintenance of equipment
concerned with the other levels.

3.5 Use of the signalling network

3.5.1 Signalling network structure

The signalling system may be used with different types of signalling
network structures. The choice between different types of signalling network
structures may be influenced by factors such as the structure of the
telecouminication network to be served by the signalling system and
administrative aspects.

In the case when the provision of the signalling system is planned
purely on a per signalling relation basis, the likely result is a signalling
network largely based on associated signalling, typically supplemented by a
limited degree of quasi-associated signa'ling for low volume signalling
relations. The structure of such a signalling network is mainly determined by
the patter'ns of the signalling relations. international signalling is an
example of an application for which this approach is suitable.

Another approach is to consider the signalling network as a common
resource that should be planned according to the total needs for common channel
signalling. The high capacity of digital signalling links in combination with
the needs for redundancy for reliability then typically leads to a signalling
network based on a high degree of quasi-associated signalling with some
provision for associated signalling for high volume signalling relations. The
latter approach to signalling network planning is more likely to allow
exploitation of the potential of common channel signalling to support network
features that require communication for purposes other than the switching of
connections.

Further considerations about the use of a signalling network are given
in Recoimmendation (Q.705) E53.

3.5.2 Provision of signalling facilities

In general, the most important factor for the dimensioning of the
signalling network is the need for reliability by means of redundancy.
Depending on the signalling network structure and the potential for
reconfiguration of signalling equipment the required redundancy may be provided
by different combinations of:

- redundancy in signalling data links (e.g. nominated reserves or
switched connections),

- redundancy in signalling terminal devices (e.g. a common pool
of terminals for the whole signalling point),

- redundancy of signalling links within a link set (typically
operating with load sharing),
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- redundancy in signalling routes for each destination (possibly
operating with load sharing),

The loading capacity of a digital signalling link is high in relation
to the signalling traffic generated for call control signalling. Therefore, in

maany typical applications the links will be lightly loaded 
and signalling

traffic volume will be a secondary factor for the dimensioning of the

signalling network. However, in high signalling traffic applications or when4

analogue links with lower speeds are used it may be nece~,sary o dimension the
traffic capacity by provision of additional signalling links. The message
routing principles adopted for the signalling system allow partitioning of the
total signalling traffic into different portions based on load sharing,
destination point code and service information. Such partitioning provides a
useful means of controlling the load and dimensioning of the capacity of
different sections of a signalling network, as it allows distribution of
different portions of the signalling traffic. It can also be used to dedicate
certain parts of a signalling network to signalling traffic related to a
particular user.

3.5.3 Application of signalling network functions

The signalling network functions provided by the signalling system are
designed to cater for a range of signalling network configurations. All of
those functions need not necessarily be present at all signalling points. The
necessary functional content at level 3 at a particular signalling point
depends for example on what signalling mode(s) are used, whether or not it is a
signalling transfer point, what type of signialling equipment redundancy is
employed, etc. It is thus feasible to implement level 3 functions with
modularity for different capabilities corresponding to different signalling
network configurations. As a special case it is even possible to apply the
signalling system without using the level 3 element at all, e.g. in a small
exchange or private automatic branch exchange which can only be reached via one
primary pulse code modulation system.

4 Message transfer capability

4.1 General

The Message Transfer Part recoimmendations specify methods by which
different forms of signalling networks can be established. The requirements for
the Message Transfer Part have primarily been determined by the requirements of
call control signalling for the telephone and circuit switched data
transmission services. However, the Message Transfer Part is also intended to
have the ability to serve as a transport system for other types of information
transfer. The following summarises the typical characteristics of the transport
service that may be offered by the Message Transfer Part to a potential user of
this ability.

All information to be transferred by the Message Transfer Part must be
assembled into messages. The linking of the source and sink of a message is
inherent in the label in combination with the signalling routes existing
between the two locations. From a transportation point of view each message is

self-contained and handled individually. The nature of the transport service
offered by the Message Transfer Part is therefore similar to that offered by
a packet switched network. In addition, all messages containing the same label
constitute a se!t of messages that is handled in a uniform manner by the Message
Transfer Part, thus ensuring, in normal circumstances, regular delivery in the

correct sequence.
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4.2 User location in system structure

A potential user of tne transport service is typically included in the
system structure by provision of a separate User Part. This requires allocation
of a service indicator code, the specification of which is part of both the
Message Transport Part and User Part concerned.

As an alternative, a potential user may be catered for, together with
other similar users, by an already existing or new User Part. In such a case
the discrimination between messages belonging to this and the other is an
inter-nal matter within the User Part concerned. It then follows that all
messages belonging to such a User Part are necessarily handled, e.g. as regards
routing, in a uniform manner by the Message Transfer Part.

4.3 Message content

4.3.1 Code transparency

Information with any code combination generated by a user can be
transferred by the Message Transfer Part provi.*ed that the message respects the
requirements described in the following sections

4.3.2 Service information

Each message must contain service information coded in accordance with

the rules specified in C63.

4.3.3 Message label

Each message must contain a label consistent with the routing label of
the signalling network concerned. See also C7:3.

4.3.4 Message length

The information content of a message should be an integral number of

octets.

The total amount of signalling information transferable in one message
is lim;1 by some parameters of the signalling system; although normally
limited to about 60 octets the signalling system can, if required in certain
national applications, accept transfer of user information blocks in the orde-
of 256 octets in single messages.

Depending on the signalling traffic characteristics of a user and of
other users sharing the same signalling facilities, there may be a need to
limit message lengths below the system limit based on queueing delay
conisiderat ions.

In the case when information blocks generated by a user function
exceed the allowed message length, it is necessary to implement means for
segmentation and blocking of such information blocks within the User Part
concerned.
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4.4 User accessibility

The accessibility of user functions through a signalling network
depends on the signalling modes and routing plan employed in that network.

In the case when only the associated mode of signalling is employed,
only user functions located at adjacent signalling points may be accessed.

& In the case when quasi-associated signalling is employed, user
functions located at any signalling point may be accessed provided that the
corresponding message routing data is present.

4.5 Transport service performance

Further detailed information is provided in

Recomendation (Q.706) C83.

4.5.1 Message transfer delay

The normal delay for transfer of messages between user locations
depends on factors such as distance, signalling network structure, signalling
data link type and bit rate and processing delays.

A small proportion of messages will be subject to additional delay

because of transmission disturbances, network failures, etc.

4.5.2' Message transfer failures

The Message Transfer Parts has been designed to enable it to transfer
messages in a reliable and regular manner even in the presence of network
failures. However, inevitably some failures will occur the consequences of
which cannot be avoided with economic measures. Below, the types of failures
that may occur and some typical probabilities of their occurrence are
described. C83 provides further detailed information that can be used to
estimate failure rates for particular cases.

In the case when a potential user function requires a reliability of
the transport service that cannot be guaranteed by the Message Transfer Part,
the reliability for that user may be enhanced by adoption of appropriate
levei 4 procedures, possibly including some means of supplementary end-to-end
error control.
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The following types of message transfer failures are possible, and
expected probabilities for such failures in typical applications are indicated,
see also C83:

a) Unavailability of the transport service to one or more
locations - the availability of the message transfer capability
depends on the redundancy provided in the signalling network; the
availability can therefore be dimensioned.

-b) Loss of messages - the probability of loss of messages mainly
depends on the reliability of signalling equipment; typically
it is expected to be lower than 10-7.

c) Mis-sequencing of messages - may in certain configurations of
quasi-associated signalling occur with rare combinations of
independent failures and disturbances. The probability, in
such configurations, of a message being delivered out-of-sequence
depends on many factors but is expected to be lower than 10-10.

d) Delivery of false information - undetected errors may lead to
delivery of false information; the possibility of an error in
a message delivered is expected to be lover than 1O-10.
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Recoendation Q. 702

BI(NALINC DATA LINK

General

1.1 A signalling data link is a bidirectional transmission path for
signalling, comprising two data channels operating together in opposite
directions at the same data rate. It constitutes the lowest functional level
(level 1) in the Signalling System No. 7 functional hierarchy.

1.2 Functional configuration of a signalling data link is shown in
Figure 1-1 (Q.702).

1.3 A digital signalling data link is made up of digital
transmission channels 1) and digital switches or their terminating
equipment providing an interface to signalling terminals. The digital
transmission channels may be derived from a digital stream having a frame
structure as specified for digital exchanges and for pulse code modulation
multiplex equipment (Recommendations C.732 Cl, 0.733 C23, G.734 C33,
G.744 C43, G.746 C53, G.73A C5 bis3, G.73B C63, C.73C C6 bis)
G.73Y C73, etc.), or from digitalstreams having a frame structure
specified for data circuits (Recommendations X.50 E83, X.51 C93,
X.50 bis C103, X.51 bis Ell3).

1.4 An analogue signalling data link is made up of voice-frequency
analogue transmission channels either 4 kHz or 3 kHz spaced, and modems.

1.5 Signalling System No. 7 is capable of operating over both
terrestrial and satellite transmission links 1).

1.6 The operational signalling data link shall be exclusively
dedicated to the use of a Signalling System No. 7 signalling link between two
signalling points. No other information should be carried by the same channel
together with the signallin, information.

1.7 Equipment such as echo suppressors, digital pads, or A/W law
convertors attached to the transmission link must be disabled in order to
assure full duplex operation and bit integrity of the transmitted data stream.

1.8 64 kbit/s digital signalling channels entering a digital exchange
via a multiplex structure shall be switchable as semi-permanent channels in the
exchange.

1) The terms transmission channel and transmission link are
used in Signalling System No. 7 instead of transfer channel and transfer
link used in Signalling System No. 6.
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2 Signalling bit rate

2.1 General

2.1.1 The standard bit rate on a digital bearer will be 64 kbit/s.

2.1.2 Lower bit rates may be adopted for each application, taking into
account the user part requirements and the capability of available transmission

links.

*2.1.3 Minimum signalling bit rate for telephone call control
*applications will be 4.8 kbit/s. For other applications such as network

management, bit rates lower than 4.8 kbit/s can also be used.

2.2 Use of bit rates lower than 64 kbit/s

2.2.1 For national telephone call control applications, use of
Signalling System No. 7 at bit rates lower than 64 kbit/s shall take account
of the requirement to minimize the answer signal delay when in-band line
signalling systems are involved (Recommendation Q.27 C12:3).

2.2.2 Signalling System No. 7 can be used for direct international
application at bit rates lower than 64~ kbit/s between countries which have c
in-band line signalling systems in their national extension networks (see
Section 2.1.3).

2.2.3 The possible use of Signalling System No. 7 at bit rates lower
than 64 kbit/s between countries which have in-band line signalling systems
in their national extension networks is for further study.

3 Error characteristics and availability

Error characteristics and availability requirements will conform to
relevant Recommendations (for example, Recommendation G.SXZ C13J) on digital
circuits). No additional characteristics or requirements will be specified
in this Recommendation.

4 Interface specification points

4.1 Interface requirements may be specified at one of three points, A,
B or C in Figure 4-1 (Q.702). The appropriate point depends on the nature of
transmission links used and the approach toward the implementation of intertace
equipment adopted by each Administration.

4.2 For the international application, interface requirements at
either Point B, or Point C will apply.

4.3 interface requirements for an international digital signalling
data link will be specified at Point C in accordance with the specific

* structure used. (See Section 5.)

4.4 interface requirements for an international analogue signalling
* data link will be specified at Point B on a single channel basis, and thus are

independent of multiplex equipment used. (See Section 6.)

(3854)
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4.5 Interface at Point A may or may not appear in particu'i,
implementations, as each Admin'istration may adopt different approachec
towards the implenejitation of interface equipment. If it does app.ar in
implementations, then the interface requirements specified in
Recommendations V.10 [143, V.11 C153, V.24 C163, V.28 C173, V.39 C183,
V.36 C193, X.24 C203 and G.703 C213 (for 64 kbit/s interface) should be
followed as appropriate.

4.6 Implementations which do not follow all the requirements in the
relevant RecoImendation cited above should nevertheless take into account thosf,
requirements that are specified for testing and maintenance actions which
require communication between the two ends of a data link. Interface
requirements for testing and maintenance are specified in
Recommendation (Q.707) C223.

5 Digital signalling data link

5.1 Signalling data link derived from the 2048 kbit/s digital path

When a signalling data link is to be derived from a 2048 kbit/s
digital path, the following shall apply:

a) The interface requirements, specified at Point C in
Figure 4-1 (Q.702), should comply with Recommendations G.703 £21D
for the electrical characteristics and G.732 [ID and G.734 [33
for the frame structure.

b) The signalling bi' rate shall be 64 kbit/s.

c) The standard channel imeslot for the use of a signalling
data link is timeslot 16. When Timeslot 16 is not available,
any channel timeslot available for 64 kbit/s user transmission
may be used.

d) No bit inversion is performed.

5.2 Signalling data link derived from the 8448 kbit/s digital path

When a signalling data link is to be derived from a 8448 kbit/s
digital path, the following shall apply:

a) The interface requirements, specified at Point C in
Figure 4-1 (Q.702), should comply with Recommendations G.703 [213

for the electrical characteristics and G.744 C43 and G.746 [5)
for the frame structure.

b) The signalling bit rate shall be 64 kbit/s.

c) The standard channel timeslots for the use of a signalling
data link are timeslots 67 to 70 in descending order of priority.
When they are not available, any channel timeslot available for
64 kbit/s user transmission may be used.

d) No bit inversion is performed.

(3854)
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Point C

aSEapeI iia ignalling daaDn~ i igital sic lc

terminal switch
block [

Multiplexed
transmission link

a. Example I Digital signalling daa link via a digital switch block

Point A Point B Poi t C

Sinlln Inerac

terminal equipment

4 - Multiplexed
i C transmission link

Other channels[ C T1- U "0

b. Example 2 :Signalling data link (digital or analogue) via interface
equipment

Figure 4-1 ( 0 ) - Interface specification points

5.3 Signalling data link derived from the 1544 kbit/s digital path

(For further study.)

Note - When a signalling bit rate of 64 kbit/s is adopted, the
values of bits should be inverted within the signalling terminal or the
interface equipment in order to meet the minimum mark density requirements
of the Recomnendation G.733 C23 based PCM systems.

5.4 Signalling data link established over a digital path made up
by digital sections based on different (A,) encoding laws

(For further study.)

(3854)
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5.5 Signallin data link established over data circuit,

When a signalling data link is to be established over data circuits
derived from a 64 Kbit/s digital stream having a frame structure as specified
in such Recommendations as X.50 C8), X.51 [93, X.50 bis C10) and

X.51 bis II the following shall apply:

a) The interface requirements, specified at Point C in
Figure 4-1 (Q.702), should comply with relevant requirements
in one of the above mentioned Recommendations, applicable to

the environment of the intended use.

b) When 64 kbit/s multiplexed streams are carried on 2048 kbit/s
or 1544 kbit/s digital path, Recotmendations G.73A C5 bis),
G.73b [6), G.73C [6 bis) and G.73y [73 should apply.

6 Analogue signalling data link

6.1 Signalling bit rate

6.1.1 Applications of the analogue signalling data link must take

account of the delay requirements described in Section 2.2.

6.1.2 For telephone call control applications, signalling bit rate over
an analogue signalling data link shall be higher or equal to 4.8 kbit/s.

6.2 Interface requirements

In case of 4.8 kbit/s operation, interface requirements specified at

the interface point B in Figure 4-1 (Q.702) should comply with relevant

requirements specified for 4.8 kbit/s modems in Recommendations V.27 [23] and

V.27 bis [24]. In addition, the following shall apply:

a) Application of either Recommendations V.27 E23:) or

V.27 bis [24) depends on the quality of the analogue
transmission channels used. Recommendation V.27 [23) shall

apply only to transmission channels conforming to
Recommendation M.1020 [253, while Recommendation V.27 bis C24)
to transmission channels conforming to Recommendation F.1020 [29]

or of lower quality.

b) Full duplex operation over a four-wire transmission link
should be adopted.

c) If a separate modem is to be used, the interface requirements
specified in Recoimmendations V.10 [14), V.11 [15), V.24 C16)

and V.28 [173, applicable at Point A in Figure 4-2 (Q.702),

should be followed as much as possible.

(3854)
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3.ecinndation Q.703

SIGM&ULIG LINK

* 1 General

1.1 Introduction

1.1.1 This Recomendation describes the functions and procedures for and
relating to the transfer of signal messages over one signalling data link. The

ignalling link functions, together with a signalling data link as bearer,
provide a signalling link for reliable transfer of signalling messages between
two directly connected signalling points.

Signalling messages delivered by superior hierarchical levels are
transferred over the signalling link in variable length signal units. The
signal units include transfer control information for proper operation of the
signalling link in addition to the signalling information.

1.1.2 The signalling link functions comprise:

a) Signal unit delimitation.

b) Signal unit alignment.

C) Error detection.

d) Error correction.

e) Initial alignment.

f) Signalling link error monitoring.

All these functions are coordinated by the link state control, see

Figure 1-1 (Q.703).

1.2 Signal unit delimitation and alignment

The begiming and end of a signal unit are indicated by a unique 8 bit
pattern, the flag. Measures are taken to ensure that the pattern cannot be
imitated elsewhere in the unit.

Loss of alignment occurs when a bit pattern disallowed by the
delimitation procedure (mote than six consecutive ones) is received, or when a
certain maximum length of signal unit is exceeded.

Loss of alignment will cause a change in the mode of operation of the
signal unit error rate monitor.
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1.3 Error detection

The error detection function is performed by means of 16 check bits
provided at the end of each signal unit. The check bits are generated by the
transmitting signalling link terminal by operating on the preceding bits of the
signal unit following a specified algorithm. At the receiving signalling link
terminal 1) the received check bits are operated on using specified
rules, which correspond to that algorithm.

If consistency is not found between the received check bits and the
preceding bits of the signal unit, according to the algorithm, the~n the
presence of errors is indicated and the signal unit is discarded.

1.4 Error correction

1.4.1 Two forms of error correction are provided, the basic method -
the preventive cyclic retransmission method. The following criteria sh, * be
used for determining the international fields of application for the two
methods:

a) the basic method applies for signalling links using
non-intercontinental terrestrial transmission means and for
intercontinental signalling links wfiere the one-way propagation
delay is less than 15 ins,

b) the preventive cyclic retransmission method applies for
intercontinental signalling links where the one-way propagation
delay is greater than at equal to 15 ms and foT all signalling
links established via satellite.

In cases where one signalling link within an international link set is
established via satellite, the preventive cyclic retransmission method should
be used for all signalling links of that link set.

1.4.2 The basic method is a non-compelled, positive/negative
acknowledgement, retransmission error correction system. A signal unit which
has been transmitted is retained at the tr Mitting signalling link terminal
until a positive acknowledgement is receivcj. If a negative acknowledgement is
received then the transmission of new signal units is interrupted and those
signal units which have been transmitted but not yet positively acknowledged
starting with that indicated by the negative acknowledgement will be
retransmitted once, in the order in which they were first transmitted.

1.4.3 The preventive cyclic retransmission method is a non-compelled,
positive acknowledgement, cyclic retransmission, forward error correction
system. A signal unit which has been transmitted is retained at the
transmitting signalling link terminal until a positive acknowledgement for that
signal unit is received. During the period when there are no new signal units
to be transmitted all the signal units which have not yet been positively
acknowiedged are retransmitted cyclically.

1) A signalling link terminal refers to the means of performing
allof he uncInsdfeda level 2 regardless of their implementation.

(3854)
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The forced retransmission procedure is defined to ensure that
forward error correction occurs in adverse conditions (e.g. high error rate
and/or high traffic loading).

When a predetermined number of retained, unacknowledged signal units
exist the transmission of new signal units is interrupted and the retained

* signal units are retransmitted cyclically until the number of unacknowledged
signal units is reduced.

*1.5 Initial alignment

The initial alignment procedure is appropriate to both first time
initialization (e.g. after "switch-on") and alignment in association with
restoration after a link failure. The procedure is based on the compelled
exchange of status information between the two signalling points concerned
and the provision of a proving period. No other signalling link is involved in
the initial alignment of any particular link, the exchange occurs only on the
link to be aligned.

1.6 Signalling link error monitoring

Two signalling link error rate monitor functions are provided; one
which is employed whilst a signalling link is in service and which provides
one of the criteria for taking the link out of service, and one which is
employed whilst a link is in the proving state of the initial alignment
procedure. These are called the signal unit error rate monitor and the
alignment error rate monitor res pectively. The characteristics of the signal
unit error rate monitor are based on a signal unit error count incremented and
decremented using the "leaky bucket" principle whilst the alignment error rate
monitor is a linear count of signal unit errors. During loss of alignment the
signal unit error rate monitor error count is incremented in proportion to the
period of the loss of alignment.

1.7 Link state control functions

Link state control is a function of the signalling link which
provides directions to the other signalling link functions. The interfaces with
link state control are shown in Figure 1-1 (Q.703) and Figure 1-2 (Q.703). The
split into the functional blocks shown in the Figures is made to facilitate
description of the signalling link procedures and should not be taken to imply
any particular implementation.

The link state control function is shown in the overview diagram,
Figure 1-2 (Q.703), and the detailed state transition diagram,
Figure 11-2 (Q.703).

(3854)



-46-

AP VII-No. 18-E

4-'

G)

r.4

& -1 4 .,-

4- --

I 4-

0 r

C

0 to 4-O

+) +-+) 8

-i 40C

-. $- 0

$44

-4)

U-'C P4 CC-

4-)- '

00

1) C-.
4)4

0) -

Q.. ul

(3654)



-47-

AP VII-No. 18-E

00

IfI

l zj to

.4 C4

-00

+ t"-4 5

Ow0

a 5--

0v

(3854)



AP VII-Ko. 18-E

2 basic signal unit format

2.1 General

Signalling and other information originating from a user part is

transferred over the signalling link by means of signal units.

A signal unit is constituted of a variable length signalling
information field which carries the information generated by a user part
and a mimber of fixed length fields which carry information required for
message transfer control. In the case of link status signal units the
signalling information field is replaced by a status field which is generated
by the signalling link terminal.

2.2 Signal unit for-mat

Three types of signal unit are differentiated by means of the length
indicator contained in all signal units, i.e.: Message Signal Units, link
status signal units and fill in signal un~ts. Message signal units are
retransmitted in case of error, link status signal unit and fill in signal
units are not. The basic formats of the signal units are shown in Figure 2-1
(Q.703).

(3854)
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a. Basic format of a Message Signal Unit (MSU)

F CK SIF SbOL FSN I BAN F

8 16 8n, n >.2 8 2 6 1 71 1' 8
First bit
tran smitted

b. Format of a Link Status Signal 
Unit (LSSU)

F CK SF LlI {FSN I BSN F

8 16 8 or 16 2 6 1 7 1 7 8
First bit

c. Format of a Fill In Signal Unit (FISU) transmitted

F CK LII FNI BSN F

[BL ~ S B

First bit

8 16 2 6 1 7 1 7 8 transmittej

F - Flag
CK - Check bits

SIF - Signalling information field

SIO - Service information octet
LI - Length indicator

FIB - Forward indicator bit

FSN - Forward sequence number
BIB - Backward indicator bit
BSN - Backward sequence number
SF - Status field

Figure 2-1 (Q.703) - Signal unit formats

(3854)
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2.3 Function and codes of the signal unit fields

2.3.1 General

The message transfer control information ervzompasses 8 fixed length
fields in the signal unit which contain information required for error control
and message alignment.

2.3.2 Flg

The opening flag indicates the start of a signal unit. The opening
flag of one signal unit is normally the closing flag of the preceding signal
unit, The closing flag indicates the end of a signal unit. The bit pattern for
the flag is 01111110.

2.3.3 Length indicator

The length indicator is used to indicate the number of octets
following the length indicator octet and preceding the check bits and is a
number in binary code in the range 0-63. The length indicator differentiates
between the three types of signal unit as follows:

Length indicator - 0 fill in signal unit

Length indicator -1 or 2 link status signal unit

Length indicator -2 :message signal unit

In national signalling networks, in the case that a signalling
information field spanning more than 62 octets is included in a message signal
unit, the length indicator is set to 63.

2.3.4 Service information octet

The service information octet is divided into the service
indicator and the sub-service field.

The service indicator is used to associate signalling information with
a particular user part and is present only in message signal units,

The content of the sub-service field is described in
Recoimmendation Q.704, Section 12.2.2 C13.

Note - The Message Transfer Part may handle messages for different
users (i.e. messages with different service indicators) with different
priorities. These priorities are for further study.

(3 514)
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2.3.5 Sequen - numbering

The forward sequence number is the sequence number of the signal

unit in which it is carried.

The backward sequence number is the sequence number of a signal unit
* being acknowledged.

The forward sequence number and backward sequence number are numbers

Zin binary code from a cyclic sequence ranging from 0 to 127 (see Sections 5

and 6).

2.3.6 Indicator bits

The forward indicator bit and backward indicator bit together with

the forward sequence number and backward sequence number are used in the

basic error control method to perform the signal unit sequence control and

acknowledgement functions. (See Sections 5.2 and 6.)

2.3.7 Check bits

Every signal unit has 16 check bits for error detection. (see

The signalling information field consists of an integral number of

octets, greater than or equal to 2 and less than or equal to 62.

In national signalling networks it may consist of up to

272 octets 1).

The format and codes of the signalling information field are defined

for each user part.

2.3.9 Status field

The formats and codes of the status field are described in

Section 9.

2.4 Order of bit transmission

Each of the fields mentioned in Section 2.3 will be transmitted in the

order indicated in Figure 2-1 (Q.703).

Within each field or sub-field the bits will be transmitted with the

least significant bit first. The 16 check bits are transmitted in the order

generated (see Section 4).

1) The value 272 allows a single message signal unit to

accoimmodate information blocks of up to 256 octets in length accompanied

by a label and possible additional housekeeping information which may, for

example, be used by level 4 to link such information blocks together.

(3854)
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3 Signal unit delimitation

3.1 Flags

A signal unit includes an opening flag (see Section 2.2). The opening
flag of a signal unit is normally considered to be the closing flag of the
preceding signal unit (however, see Note to Section 5). in certain conditions
(e.g. signalling link overload) a number of flags may be generated between two
consecutive signal units.

3.2 Zero insertion and deletion

To ensure that the flag code is not imitated by any other part of the
signal unit the tiansmitting signalling link terminal inserts a zero after
every sequence of five consecutive ones before the flags are attached and the
signal unit is transmitted. At the receiving signalling link terminal, after
flag detection and removal, each zero which directly follows a sequence of five
consecutive ones is deleted.

4 Acceptance procedure

4.1 Acceptance of alignment

4.1.1 A flag which is not followed immnediately by another flag is
considered an opening flag. Whenever an opening flag is received the beginning
of a signal unit is assumed. When the next flag (a closing flag) is received it
is assumed to be the termination of the signal unit.

4.1.2 If seven or more consecutive ones are received the signal unit
error rate monitor enters the "octet counting" mode (see Section 4.1.4) and the
next valid flag searched for.

4.1.3 After deletion of the zeroes inserted for transparency the
received signal unit length is checked to be a multiple of 8 bits and at least
6 octets. If it is not then the signal unit is discarded and the signal unit
error rate monitor is incremented. If more than m + 7 octets are received
before a closing flag the "octet counting" mode is entered Lsee Figure 9-2
(Q.703)3 and the signal unit is discarded. m is the maximum length of the
signalling information field (in octets) allowed on a particular signalling
link. m takes the value 62 or 272 depending on the maximum message length
restrictions of the signalling network concerned. 1) In the case of the
basic error control method a negative acknowledgement may be sent according
to the rules set out in Section 5.2.

4.1.4 When the "octet counting" mode is entered all the bits received
after the last flag and before the next flag are discarded. The "octet
counting" mode is left when the next correctly checking Signal Unit isj

received, this signal unit is accepted.

1) The value 272 may apply in national signalling networks (seeI
Section 2.3.8) and it allows a single message signal unit to accoimodate

information blocks of up to 256 octets in length accompanied by a label
and possible additional housekeeping information which may, for example,
be used by level 4 to link such information blocks together. It remins
for further study to determine if a unique value for the number of octets
to be received before entering the "octet counting" mode is acceptable
from an operational point of view.

(3854)
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4.2 Error detection

The error detection function is performed by means of 16 check bits
provided at the end of each signal unit.

The check bits are generated by the transmitting signalling link
terminal. They are the ones complement of the sum (Modulo 2) of:

i) the remainder of xk (15 + x1 4  + x13

z +~ x12 ... ... . x2 + x +41) divided (Modulo 2) by 'the
generator polynomial x16 + 012 + x5 + 1, where k
is the number of bits in the signal unit existing between, but
not including, the final bit of the opening flag and the first
bit of the check bits, excluding bits inserted for transparency,
and

ii) the remainder after multiplication by x16 and then
division (Modulo 2) by the generator polynomial
16+ 01 2 + x5 + I of the content of the signal

unit, existing between but not including, the final bit of the
opening flag and the first bit of the check bits, excluding bits
inserted for transparency.

As a typical implementation, at the transmitting signalling link
terminal, the initial remainder of the division is preset to all ones and is
then modified by division by the generator polynomial (as described above) on
all the fields of the signal unit; the ones complement of the resulting
remainder is transmitted as the 16 check bits.

At the receiving signalling link terminal, the correspondence between
the check bits and the remaining part of the signal unit is checked; if a
complete correspondence is not found the signal unit is discarded.

As a typical implementation at the receiving signalling link terminal,
the initial remainder is preset to all ones, and the serial incoming protected
bits including the check bits (after the bits inserted for transparency are
removed) when divided by the generator polynomial will result in a remainder of
o~oO1l0lOOO0lll (x15 through x0, respectively) in the absence of
transmission errors.

5 Basic error correction stbod

5.1 General

The basic error correction method is a non-compelled method in which
correction is performed by retransmission. In normal operation the method
ensures correct transfer of message signal units over the signalling link, in
sequence and with no double delivery. As a consequence, no resequencing or
eliminating of the received information is required within the user parts.

Positive acknowledgements are used to indicate correct transfer of a
message signal units. Negative acknowledgements are used as explicit requests
for retransmission of signal units received in a corrupt form.

(3854)
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To minimize the number of retransmissions and the resulting message
signal unit delay a request for retransmission is made only when a messagf-
signal unit (not another signal unit) has been lost because of, for example,
transmission errors or disturbances.

The method requires that transmitted but not yet positively
acknowledged message signal units remain available for retransmission. To
maintain the correct message signal unit sequence when a retransmission is
made, the message signal unit, the retransmission of which has been requested,
and any subsequently transmitted message signal units are retransmitted in tile
order in which they were originally transmitted.

As part of the error correction method each signal unit carries a
forward sequence number, a forward indicator bit, a backward sequence number
and a backward indicator bit. The error correction procedure operates
independently in the two transmission directions. The forward sequence number
and forward indicator bit in one direction together with the backward sequence
number and backward indicator bit in the other direction are associated with
the message signal unit flow in the first direction. They function
independently of the message signal unit flow in the other direction and its
associated forward sequence number, forward indicator bit, backward sequence
number and backward indicator bit.

The transm.'ssion of new message signal units is temporarily stopped,
during retransmissions or when no forward sequence number valttes are available
to be assigned to new message signal units (due to a high momentary load or
corruption of positive acknowledgements) (see Section 5.2.2).

Under normal conditions, when no message signal units are to be
transmitted or retransmitted, fill in signal units are sent continuously. In
some particular cases link status signal units, continuous fill-in signal units
or flags may be sent as described in Sections 7, 8 and 10.

5.2 Atcknowedgements (positive adknowledgement and negative
acknowledgement)

5.2.1 Sequence numbering

For the purposes of acknowledgement and signal unit sequence control,
each signal unit carries two sequence numbers. The signal unit sequence control
is performed by means of the forward sequence number. The acknowledgement
function is performed by means of the backward sequence number.

The value of the forward sequence number of a message signal unit is
obtained by incrementing (Modulo 128, see Section 2.3.5) the last assigned
value by 1.

This forward sequence number value uniquely identifies the message
signal unit until its delivery is accepted without errors and in correct
sequence, by the receiving terminal. The forward sequence number of a signal
unit other than a message signal unit assumes the value of the forward sequence
number of the last transmitted message signal unit.
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5.2.2 Signal unit sequence control

Information regarding the service information octet, signalling
information field and forward sequence number and the length of each message
signal unit is retained at the transmitting signalling link terminal until an
acknowledgement is received (see Section 5.2.3). In the meantime the same
forward sequence number cannot be used for another message signal unit (see

* Section 5.2.3).

*A forward sequence number value can be assigned to a new message
* signal until it is sent when a positive acknowledgement concerning that value

incremented by at least one (Modulo 128) is received (see Section 5.2.3).

This means that not more than 127 signal units may be available for
retransmission.

The action to be taken at the receiving signalling link terminal upon
receipt of a correctly checking signal unit is determined by comparison of the
received forward sequence number with the forward sequence number of the last
previously accepted signal unit and on comparison of the received forward
indicator bit with the latest sent backward indicator bit. In addition as the
appropriate action differs for a message signal unit and another signal unit,
the length indicator of the received signal unit mus be examined.

a) If the signal unit is a fill-in sign, unit then:

i) If the forward sequence amber v_,uc equals the forward
sequence number value of cne last accepted message signal
unit then the signal unit is proc~-ssed within the message
transfer part.

ii) If the forward sequence number value is 'jifferent from the
forward sequence number value of the last accepted message
signal unit, then the signal uniit is processed within the
message transfer part. If the received forward indicator
bit is in the same state as the last sent backward
indicator bit, a negative acknowledgement is sent.

b) If the signal unit is a link status signal unit then it
is processed within the message transfer part.

i) If the forward sequence number value is the same as that of
the last accepted signal unit then the signal unit is
discarded, regardless of the state of the indicator bits.

ii) If the forward sequence number value is one more (Modulo 128
see Section 2.3.6) than that of the last accepted signal
unit and if the received forward indicator bit is in the
same state as the last sent backward indicator bit, then
the signal unit is accepted and delivered to level 3.

Explicit positive acknowledgements to the accepted signal
units are sent as specified in Section 5.2.3.

If the forward sequence number is one more than that of
the last accepted signal unit and if the received forward
indicator bit is not in the same state as the last sent

(3854) backward indicator bit then the signal unit is discardedt.



AP VII-No. 18-E

iii) If the forward sequence number value is different fror those
values mentioned in Wi and (ii) above, then the signal
unit is discarded. If the received forward indicator bit
is in the same state as the last sent backward indicator
bit a negative acknowledgement is sent.

Monitoring of the backward sequence number value and

backward indicator bit value is performed even for those
signal units that are discarded by the signal unit sequence
control as described in Section 5.3.

5.2.3 Positive acknowledgement

The receiving signalling link terminal acknowledges the acceptance of
one or more message signal units by assigning the forward sequence number value
of the latest accepted message signal unit to the backward sequence number of
the next signal unit sent in the opposite direction. The backward sequence
numbers of subsequent signal units retain this value until a further message
signal unit is acknowledged, which will cause a change of the backward sequence
number sent.

The acknowledgement to an accepted message signal unit also representsc
an acknowledgement to all, if any, previously accepted, though not yet
acknowledged, message signal units.

5.2.4 Negative acknowledgement

If 8 negative acknowledgement is to be sent (see Section 5.2.2) then
the backward indicator bit value of the signal units transmitted is inverted.
The new backward indicator bit value is maintained in subsequently sent signal
units until a new negative acknowledgement is to be se nt. The backward sequence
numbers assume the value of the forward sequence numter of the last accepted
message signal unit.

5.3 Retransmission

5.3.1 Response to a positive acknowledgement

The transmitting signalling link terminal examines the backward
sequence number value of the received message signal units and fill-in signal
units that have satisfied the polynomial error check. The previously sent
message signal unit, which has a forward sequence number value identical to
the received backward sequence number value will no longer be available for
transmission.

When an acknowledgement of a message signal unit having a given
forward sequence number value is received, all other message signal units
which preceded that messagp signal unit are considered to be acknowledged even
though the corresponding backward sequence numbers have not been received.

In the case that the same acknowledgement is consecutively received a
number of times no furthe- action is taken.

In the case that a signal unit is received having a backward sequence
number value which is not the same as the previous one or one of the forward
sequence number values of the signal units available for retransmission, the
signal unit is discarded. The following signal unit is discarded.

(3854)
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If any two backward sequence number values in three consecutively
received signal units are not the same as the previous one or any of the
forward sequence number values of the signal units in the retransmission
buffer at the time that they are received, then level 3 is informed that the
link is faulty.

In the case of excessive delay in the reception of a link failure
indication is given to level 3.

____________________________________
5.3.2 Response to a negative acknowledgement

When the received backward indicator bit is not in the same state as
the last sent forward indicator bit all the message signal units available for
retransmission are transmitted in correct sequence starting with the signal
unit which has a forward sequence number value of one more (Modulo 128, see
Section 2.3.6) than the backward sequence number associated with the received
backward indicator bit.

New message signal units can only be sent when the last message signal
unit available for retransmission has been transmitted.

At the start of a retransmission the forward indicator bit is
inverted, it thus becomes equal to the backward indicator bit value of the
received signal units. The new forward indicator bit value is maintained in
subsequently transmitted signal units until a new retransmission is started.
Thus, under normal conditions the forward indicator bit included in the
transmitted signal units is equal to the backward indicator bit value of the
received signal units. If a retransmitted message signal unit is lost then this
is detected by a check on the forward sequence number and forward indicator bit
(see Section 5.2.2) and a new retransmission request is made.

In the case that a signal unit is received having a forward indicator
bit value indicating the start of a retransmission when no negative
acknowledgement has been sent then that signal unit is discarded.

If any two forward indicator bit valueR in three consecutively
received signal units indicate the start of a retransmission when no negative
acknowledgement has been sent at the time that they are received, then level 3
ia informed that the link is faulty.

Note - Repetition of message signal units

The signal unit sequence control makes it possible to repeat a message
signal unit which has not yet been acknowledged without affecting the basic
error correction procedure. Thus a form of forward error correction by means of
repetition of message signal units is possible as a national option (for
example to reduce the effective signalling link speed in special national
applications, and in long loop delay applications to lower the retransmission
rate and thus reduce the average message delay). In the case of repetition each
signal unit should be defined by its own opening and closing flags (i.e. there
should be at least two flags between signal units) to ensure that the repeated
signal unit is not lost by the corruption of only a single flag.
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6 Error correction by preventive cyclic retransmission

6.1 General

The preventive cyclic retransmission method is essentially a
non-compelled forward error correction method, whereby positive
acknowledgements are needed to support the forward error correction.

Each message signal unit must be retained at the transmitting
signalling link terminal until a positive acknowledgement arrives from the
receiving signalling link terminal.

Error correction is effected by preventive cyclic retransmission of
the message signal units already sent, though not yet acknowledged, preventive
cyclic retransmission takes place whenever there are no new message signal
units or link status signal units available to be sent.

To complement preventive cyclic retransmission, the message signal
units available for retransmission are retransmitted with priority when a limit
of the number of message signal units or a limit of the number of message
signal unit octets available for retransmission has been reached.

Under normal conditions, when no message signal units are to be
transmitted or cyclically retransmitted, fill-in signal units are sent. In some
particular cases link status signal units, continuous fill-in signal units or
flags may be sent as described in Sections 7, 8 and 10.

6.2 Acknowledgements

6.2.1 Sequence numbering

For the purposes of acknowledgement and signal unit sequence control,
each signal unit carries 2 sequence numbers. The signal unit sequence control
is performed by means of the forward sequence number. The acknowledgement
function is performed by means of the backward sequence number.

The value of the forward sequence number of a message signal unit is
obtained by incrementing (Modulo 128, see Section 2.3.6) the last assigned
value by 1. This forward sequence number value uniquely identifies the message
signal unit until its delivery is accepted without errors and in correct
sequence, by the receiving signalling link terminal. The forward sequence
number of a signal unit other than a message signal unit assumes the value of
the forward sequence number of the last transmitted message signal unit.

6.2.2 Signal unit sequence control

Information regarding the service information octet, signalling
information field and forward sequence number of each message signal unit is
retained at the transmitting signalling link terminal until the related
acknowledgement is received (see Section 6.2.3). In the meantime the same
forward sequence number value cannot be used for another message signal unit
(see Section 6.2.3).

A forward sesylence number value can be assigned to a new message
signal unit to be sent when an acknowledgement concerning that value
incremented by at least one (Modulo 128) is received (see Section 6.2.3).
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The action to be taken at the receiving signalling link terminal upon
receipt of a correctly checking signal unit is determined by comparison of the
received forvard sequence number with the forward sequence number of the last
previously accepted signal unit.

In addition, as the appropriate action differs for a message signal
* unit and another signal unit, the length indicator of the received signal unit
* must be examined. The forward indicator bit and the backward it~icator bit are

not used and are set to one.

a) If the signal unit is not a message signal unit then the

signal unit is processed within the message transfer part.

b) If the signal unit is a message signal unit then:

i) If the forward sequence number value is the same as that
of the last accepted signal unit then the signal unit is
discarded.

ii) If the forward sequence number value is one more
(Modulo 128, see Section 2.3.6) than that of the last
accepted signal unit then the signal unit is accepted and
delivered to level 3.

Explicit positive acknowledgements for the accepted signal
units are sent as specified in Section 5.2.3.

iii) If the forward sequence number value is different from
the values mentioned in i0 and ii) above then the signal
unit is discarded. Monitoring of the backward sequence
number value is performed even for those signal units that
are discarded by the signal unit sequence control, as
described in Section 6.3.1.

6.2.3 Positive acknowledgement

The receiving signalling link terminal acknowledges the acceptance of
one or more message signal units by assigning the forward sequence number value
of the latest accepted message signal unit to the backward sequence number of
the next signal unit sent. The backward sequence numbers of subsequent signal
units retain this value until a further message signal unit is acknowledged,
which will cause a change of the backward sequence number sent. The
acknowledgement to an accepted message signal unit also represents an
acknowledgement to all, if any, previously accepted though not yet ackatowledged
signal units.
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6.3 Preventive cyclic retransmissionl

6.3.1 Response to a po2sitive acknowledgement

All message signal units sent for the first time are retained until

they have been positively acknowledged.

The transmitting signalling link terminal examines the backward
sequence number value of the received message signal units and fill-in signal
units that have satisfied the polynomial error check. The previously sent
message signal unit, the forward sequence number value of which is the same
as the backward sequence number value, will no Linger be available for
retransmission.

When an acknowledgement for a message signal unit having a given
forward sequence number value is received all other message signal units, if
any, having forward sequence number values preceding that value (Modulo 128)
are considered to be acknowledged, even though the corresponding backward
sequence number has not been received.

In the case that the same acknowledgement is consecutively received a
number of times no further action is taken.

In the case that a signal unit is received having a backward sequence
number value which is not the same as the previous one or one of the forward
sequence number values of the signal units in the retransmission buffer the
signal unit is discarded. The backward sequence number of the following signal
unit is not used as an acknowledgement to signal units in the retransmission
buffer.

If any two backward sequence number values in three consecutively
received signal units are not the same as the previous one or any of the
forward sequence number values of the signal units in the retransmission buffer
at the time that they are received, then level 3 is informed that the link is
faulty.

6.3.2 Preventive cyclic retransmission procedure

i) If no new signal units are available to be sent, the message
signal units available for retransmission are retransmitted
cycl1icall1y.

ii) If new signal units are available, the retransmission cycle,
if any, must be interrupted and the signal units be sent with
priority.

iii) Under normal conditions, when no message signal units are
to be transmitted or cyclically retransmitted, fill-in signal
units are sent continuously. In some particular cases link status
signal units or flags may be sent as described in Sections 7
and 10.
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6.4 Forced retransmission

To maintain the efficiency of error correction in those cases where
automatic error correction by preventive cyclic retransmission alone is made
impossible (by, for example, high signalling load) the preventive cyclic
retransmission procedures must be complemented by the forced retransmission
procedure.

6.4.1 Forced retransmission procedure

Both the number of message signal units available for retransmission
(NJ) and the number of message signal unit octets available for
retransmission (ND) are monitored continuously.

If one of them reaches its set limit, no new message signal units or
fill-in signal units are sent and all the message signal units available for
retransmission are retransmitted once with priority, in the order in which
they were originally transmitted. If all message signal units available for
retransmission have been sent once and neither NJ nor N2 is at its limit
value, the normal preventive cyclic retransmission procedure can be resumed. If
not, all the message signal units available sent again with priority.

6.4.2 Limitation of the values Ni andJIN

Ni is limited by the maximum numbering capacity of the forward
sequence number range which dictates that not more than 127 message signal
units can be available for retransmission.

In the absence of errors N2 is limited by the signalling link loop
delay Ti.. It must be ensured that not more than TL/Teb + 1 message
signal unit octets are available for retransmission.

Where:

TL. is the signalling link loop delay, i.e. the time between the
sending of a message signal unit and the reception of the
acknowledgement for this message signal unit in undisturbed
operation;

and

Teb is the emission time of one octet.
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7 Initial alig nmt procedure

7.1 General

The procedure is applicable to activation and to restoration of the
link. The procedure provides a "normal" proving period for "normal" initial
alignment and an "emergency" proving period for "emergency" initial alignment.
The decision to apply either the "normal" or the "emergency" procedures is made
unilaterally at level 3 (see Recoimmendation Q.704 C33). Only the signalling
link to be aligned is involved in the initial alignment procedure (i.e. no
transfer of alignment information over other signalling links is required).

7.2 Initial alignment status indications

The initial alignment procedure employs four different alignment
status indications:

- Status indication "0" (out of alignment)

- Status indication "IN" ("normal" alignment status)

- Status indication "E" ("emergency" alignment status)

- Status indication "OS" (out of service)

These indications are carried in the status field of the link status
signal units (see Section 2.2).

Status indication "0" is transmitted when initial alignment has been

started and none of the status indications "0", "IN", "E"l or "OS" are received
from the link. Status indication "IN" is transmitted when, after having started
initial alignment status indication "0", "N"l, "E" or "OS" is received and the
terminal is in the "normal" alignment status. Status indication "E"l is
transmitted when, after having started initial alignment status indication "0"%
"N", "E"l or "OS" is received and the terminal is in the "emergency" alignment
status, i.e. it must employ the short "emergency" proving period.

Status indications "IN" and "E"l indicate the status of the transmitting
signalling link terminal-, this is not changed by reception of status
indications indicating a different status at the remote signalling link
terminal. Hence, if a signalling link terminal with a "normal" alignment status
receives a status indication "E" it continues to send status indication "IN" but
initiates the short "emergency" proving period.

Status indication "Os" informs the remote signalling link terminal

that for reasons other than processor outage (e.g. on link failure) the
signalling link terminal can neither receive nor transmit message signal
units.
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7.3 Initial alignment procedure

The alignment procedure passes through a number of states during the
initial alignment:

- State 00, the procedure is suspended.
I

- State 01, "not aligned"; the signalling link is not aligned and
the terminal is sending status indication "0". Timeout T2
is started on entry to State 01 and stopped when State 01
is left. 1).

- State 02, "aligned"; the signalling link is aligned and the
terminal is sending status indication "N" or "E", status
indications "N", "E" or "OS" are not received. Timeout T3
is started on entry to State 02 and stopped when State 02 is
left.

- State 03, "proving"; the signalling link terminal is sending
status indication "N" or "E", status indication "0" or "OS"
are not received, the backward indicator bit and the backward
sequence number transmitted are set to the received forward
indicator bit and forward sequence number, proving has been
started.

The procedure itself is described in the overview diagram, Figure 7-1
(Q.703), and in state transition diagram, Figure 11-3 (Q.703).

7.4 Proving periods

The values of the proving periods are:

Pn - 216 octets Pe -212 octets for both 64 kbit/s
and lower bit rates. These values correspond to times of 8.2s and 0.5s
respectively at 64 kbit/s, and l0s and 7s at 4.8 kbit/s.

Processor outage

The procedure for dealing with local and/or remote processor outage is
described in Figure 1-4 (Q.703).

A processor outage situation occurs when, due to factors at a
functional level higher than level 2, use of the link is precluded.

In this context, processor outage refers to a situation when
signalling messages cannot be transferred to functional levels 3 and/or 4. This
may be because of, for example, a central processor failure. It may also be due
to a manually initiated blocking of an individual signalling link (see C4J).
A processor outage condition may thus not necessarily affect all signalling
links in a signalling point, nor does it exclude the possibility that level 3
is able to control the operation of the signalling link.

1) It muist be ensured that the values of this timeout are
different at each end of a signalling link (see Recommendation Q.704,
Section 10 C33).
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When level 2 identifies a local processor outage condition, either by
receiving an explirit indication from level 3, (i.e. local signalling link
blocking, see Recommnendation Q.704, Section 3.2.6 C4:3), or by recognizing a
failure of level 3, it transmits link status signal units indicating processor
outage. Provided that the level 2 function at the far end of the signalling
link is in its normal operating stage (i.e. transmitting message signal units
or fill-in signal units), upon receiving link status signal units indicating
processor outage it notifies level 3 and begins to continuously transmit
fill-in signal units. As soon as it correctly receives a message signal unit or
a fill-in signal unit it notifies level 3 and returns to normal operation.

When the local processor outage condition ceases, normal transmission
of message signal units and fill-in signal units is resumed (provided that no
local processor outage condition has arisen also at the remote end); as soon as
the level 2 function at the remote end correctly receives a message signal unit
or fill-in signal unit, it notifies level 3 and returns to normal operation.
Format and code of link status signal units indicating processor outage (status
indication 'P0') appear in Section 10.



-65-

AP VII-No. 18-E

SI ~ ~ N srv

-- E0r, Slot u D

l'1ir 7- (4.7j3 Overview ditwrw., o! in,*,ial aligiai:;i~-ur

(3854)



- 66 -
AP VII-No. 18-E

9 Signalling link error monitoring

9.1 General

Two link error rate monitor functions are provided; one which is
employed whilst a signalling link is in service and which provides one of the
criteria for taking the link out of service, and one which is employed whilst a
link is in the proving state of the initial alignment procedure (see
Section 7.3). These are called the signal unit error rate monitor and the
alignment error rate monitor respectively.

9.2 Signal unit error rate monitor

9.2.1 The characteristics of the signal unit error rate monitor are
described by the curve of an orthogonal hyperbola which gives the time to cause
a link failure indication to Level 3 (expressed in terms of messages) as a
function of the signal unit error rate. The two parameters which determine the
curve are; the number of consecutive Signal Units received in error that will
cause an error rate high indication to Level 3, T (signal units), and the
lowest signal unit error rate which will ultimately cause an error rate high
indication to level 3, lI/D (signal unit errors/signal unit), Esee Figure 9-1
(Q.703)3.

9.2.2 The signal unit error rate monitor may be implemented in the forr.
of an up/down counter decremented at a fixed rate (for every D received signal
units or signal unit errors indicated by the acceptance procedure), but not
below zero, and incremented every time a signal unit error is detected by the
signal unit acceptance procedure (see Section 4), but not above the threshold
LT (signal units)]. An excessive error rate will be indicated whenever the
threshold CT (signal units)] is reached.

9.2.3 In the "octet counting" mode (see Section 4.1) the counter is
incremented for every N octets received until a correctly checking signal unit
is detected (causing the "octet counting" mode to be left).

9.2.4 When the link is brought into service the monitor count should
start from zero.

9.2.5 The values of the three parameters are:

T - 64 signal units

D - 256 signal units/signal unit error For 64 kbit/s

N - 16 octets

T - 16 signal units

D - 256 signal units/signal unit error For lover bit rates

N - 16 octets

In the case of loss of alignment these figures will give times of
approximately 128 = and 854 ms to initiate changeover for 64 kbit/s and
4.8 kbit/a respectively.
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9.3 Alignment error rate monitor

9.3.1 The alignment error rate monitor is a linear counter which is
operated during normal and emergency proving periods.

9.3.2 The counter is started from zero whenever the proving state
i-State 03 of Figure 11-3 (Q.703)3 of the alignment procedure i# entered and is
then incremented for every signal unit error detected. it is also incrementedI
for every N octets received while in the octet counting mode, as described in

~' Section 9.2.3.

9.3.3 When the counter reaches a threshold Ti, that particular proving
period is aborted; on receipt of a correct signal unit or the expiry of the
aborted proving period the proving state is re-entered. If proving is aborted M
times then the link is returned to the out of service state. A threshold is
defined for each of the two types of proving period (normal and emergency, see
Section 7). These are Tin and Tie and apply to the normal proving
period and the emergency proving period respectively.

Proving is successfully completed when a proving period expires
without an excessive error rate being detected and without the receipt of

status indication "0" or "OS".

9.3.4 The values of the 4 parameters for both 64 kbit/s and lover bit
rates are:

Tin - 4

Tie - 1

M 5

N -16

(3854)
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10 Level 2 codes and priorities

10.1 Link status signal unit

10.1.1 The link status signal unit is identified by a length indicator
value equal to I or 2. If the length indicator has a value of 1 then the status

* field consists of one octet, if the length indicator has a valuj of 2 then the
status field consists of two octets.

? 10.1.2 The format of the one octet status field is as follows:

CBA

Spare Status
indications

_____________________________First bit

transmitted

CITT - 3 620

Figure 10-1 (Q.703) - Status field format

10.1.3 The use of the link status indications is described in Section 7;

they are coded as follows:

CBA

000 - Status indication "0"

001 - Status indication "N"

010 - Status indication "E"

011 - Status indication "OS"

100 - Status indication "P0"

10.2 Transmission priorities within level 2

10.2.1 Five different items can be transmitted:

i) New message signal unit.

ii) Message signal units which have not yet been acknowledged.

iii) Link status signal units.

iv) Fill-in signal units.

V) Flags.

In certain failure conditions it may only be possible to send flags or

nothing at all.
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10.2.2 For the basic error control method, two different priority
situations may exist:

A: Transmission B: Retransmission

The priorities for each of these cases are shown in Figure 10-2
(Q.703).

rklOxIT¥ CA$T

A B

HICILST ili iii
i Li

iv iv

V V

LO!£ST

Figure 10-2 ( .70 ) - Level 2 Priorities for the
Basic Error Control Method

10.2.3 For the preventive cyclic retransmission methods two priority
situations may exist:

A: Normal case. B: Forced retransmission case.

The priorities for each of these cases are shown in Figure 10-3
(Q.703).

PRIORIlY CASE

A B

IICHEST III iII
I I

IV IViv iv

V V

LOWEST

Figure 10-3 (k-j ) - Level 2 Priorities for the
Preventive Cyclic Retransmission
Method

Note - In the basic error control method, where the repetition of
message s'l units is employed as a national option, the repeated message
signal unit will have a priority immediately below that of link status signal
units.
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11 State transition diagr as

This section contains the description of the signalling link control
functions, described in this Recomendation, in the form of state transition
diagrams according to the CCITT Specification and Description Language (SDL).

- Detailed functional block diagram: Figure 11-1 0L.703).

4 - Link state control: Figure 11-2 (Q.703).

- Initial alignment control: Figure 11-3 (Q.703).

- Process or outage control: Figure 11-4 (Q.703).

- Delimitation, alignment and error control (receiving):

Figure 11-5 (Q.703).

- Delimitation, alignment and error control (transmitting):
Figure 11-6 (Q.703).

- Basic transmission control: Figure 11-7 (Q.703).

- Basic reception control: Figure 11-8 (Q.703).

- Preventive cyclic retransmission transmission control:

Figure 11-9 (Q.703).

- Preventive cyclic retransmission reception control:

Figure 11-10 (Q.7fl ).

- Alignment error rate monitor: Figure 11-11 (Q.703).

- Signal unit error rate monitor: Figure 11-12 (Q.703).

The detailed functional breakdown shown in the following diagrams is
intended to illustrate a reference model and to assist interpretation of the
text in the earlier sections. The state transition diagrams are intended to
show precisely the behaviour of the signalling system under normal and abnormal
conditions as viewed from a remote location. It must be emphasized that the
functional partitioning shown in the following diagrams is used only to
facilitate understanding of the system behaviour and is not intended to specify
the functional partioning to be adopted in a practical implementation of the
signalling system.

In the following figures the term signal unit refer. to units which
do not contain all error control information.
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ABBREVIATIONS USED IN FIGURE 11-1 (Q.703)

TB - Transmission buffer

RTB - Retransmission buffer

LSC - Link state control

AERM - Alignment error rate monitor

SU - Signal unit

FSNT - FSN of the last MSU transmitted

NACK - Negative acknowledgement

FSNX - FSN expected

BSNR - BSN received

BIBR - BIB received

BIBX - BIB expected

SIO - Status indication "0"

SIN - Status indication "N"

SIE - Status indication "E"

SIOS - Status indication "out of service"

SIPO - Status indication "processor outage"

FISU - Fill-in signal unit

MSU - Message signal unit

BIBT - BIB to be transmitted

BSNT - BSN to be transmitted

DAEDR - Delimination, alignment and error detection (receiving)

RC - Reception control

Ti - AERM threshold

Tin - Normal AERM threshold

SUERM - Signal unit error rate monitor

K . _ .. ... .... ...(. . .. .. ..)
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Recoendatiou Q.704

SIGALLING KEViE3X FumCTIOWS AND XESSACES

I Introduction

1.1 General characteristics of the signalling network functions

1.1.1 This Recommnendation describes the functions and procedures for and

relating to the transfer of messages between the signalling points, which are
the nodes of the signalling network. Such functions and procedures are
performed by the Message Transfer Part at level 3, and therefore they assume
that the signalling points are connected by signalling links, incorporating the
functions described in Recommendations Q.702 13 and Q.703 C23. The signalling
network functions must ensure a reliable transfer of the signalling messages,
according to the requirements specified in Recommendation Q.706 C33 even in the
case of the failure of signalling links and signalling transfer points;
therefore they include the appropriate functions and procedures necessary both
to inform the remote parts of the signalling network of the consequences of a
fault, and to appropriately reconfigure the routing of messages through the
signalling network.

1.1.2 According to these principles, the signalling network functions
can be divided into two basic categories, namely:

- signalling message handling, and

- signalling network management.

The signalling message handling functions Rre briefly st arised in
Section 1.2, the signalling network management functions in Section 1.3. The
functional inter-relations between these functions are indicated in Figure 1-1
(Q.704).

1.2 Signalling message handling

1.2.1 The purpose of the signalling message handling functions is to
ensuire that the signalling messages originated by a particular User Part at a
signalling point (originating point) are delivered to the same User Part at the
destination point indicated by the sending User Part.

Depending on the particular circumstances, this delivery may be made
through a signalling link directly interconnecting the originating and
destination points, or via one or more intermediate signalling transfer
points.

1.2.2 The signalling message handling functions are btsed on the label
contained in the messages which explicitly identifies the destinatiur and

originating points.

The label part used for signalling message handling by the Message
Transfer Part is called the routing label; its characteristics are described
in Section 2.

(3854)
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1.2.3 As illustrated in Figure 1-1 (Q.704), the signalling message hand] ins'
functions are divided into:

- the message routing function, used at each signalling point
to determine the outgoing signalling link on which a message has
to be sent towards its destination point; 1

- the message discrimination function, used at a signallikg
apoint to determine whether a received message is destined to the
V point itself or has to be transferred to the message routingt function (i.e. when the concerned point acts as a signalling
3 transfer point);

- the message distribution function, used at each signalling
point to deliver the received messages (destined to the point
itself) to the appropriate User Part.

The characteristics of the message routing, discrimination and
distribution functions are described in Section 2.

1.3 Signalling network management

1.3.1 The purpose of the signalling network management functions is to
provide reconfiguration of the signalling network in the case of failures. Such
a reconfiguration is effected by use of appropriate procedures to change the
routing of signalling traffic in order to by-pass the faulty links or
signalling points; this requires ccxnunication between signalling points (and,
in particular, the signalling transfer points) concerning the occurrence of the
failures. Moreover, in some circumstances it is necessary to activate and align
new signalling links, in order to restore the required signalling traffic
capacity between two signalling points. When the faulty link or signalling
point is restored the opposite actions and procedures take place, in order to
re-establish the normal configuration of the signalling network.

1.3.2 As illustrated in Figure 1-1 (Q.704), the signalling network
management functions are divided into:

- signalling traffic management,

- ignalling link management, and

- signalling route management.

These functions are used whenever an event (such as the failure or
restoration of a signalling link) occurs in the signalling network; the list of
the possible events and the general criteria used in relation to each
signalling network management function are specified in Section 3.

(3854)
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1.3.3 Sections 4 to 9 specify the procedures pertaining to signalling
traffic management. In particular, the rules to be followed for the
modification of signalling routing appear in Section 4. The diversion of
traffic according to these rules is made, depending on the particular
circumstances, by means of one of the following procedures: changeover,
changeback, forced rerouting and controlled rerouting. They are specified
in Section 5 to B respectively. koreover in the case of congestion at
signalling points the signalling traffic management may need to slow down
signalling traffic on certain routes by using the signalling traffic flow
control procedure specified in Section 9.

1.3.4 The different procedures pertaining to signalling link management
are: restoration, activation and inactivation of a signalling link,
link set activation and automatic allocation of signalling terminals and
signalling data links. These procedures are specified in Section 10. An
alternative to these procedures which may be used within national networks is
described in Annex A.

1.3.5 The different procedures pertaining to signalling route management
are: the transfer-prohibited, transfer-allowed and signalling-route-set
test procedures specified in Section 11.

1.3.6 The format characteristics, commo to all message signal units
which are relevant to the Message Transfer Part, level 3, are specified in
Section 12.

1.3.7 Labelling, formatting and coding of the signalling network management
messages are specified in Section 13.

1.3.8 The description of signalling network functions in form of state
transition diagrams according to the CCITT Specification and Description
Language (SDL) is given in Section 14.

(3854)
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2 Signalling message handling

2.1 General

2.1.1 Signalling message handling comprises message routing, discrimination
and distribution functions which are performed at each signalling point in the
signalling network.

h Message routing is a function concerning the messages to be sent,
while message distribution is a function concerning the received messages. The

3 functional relations between message routing and distribution appear in
Figure 2-1 (Q.704).

To/from Level I bution nationev.
(up level) IRoutinr 'Cn $,

Figure P-I . ) - Message routing, discrimination an

distribution

2.1.2 When a message comes from level 4 (or is originated at level 3, in the
case of Message Transfer Part-level 3 messages), the choice of the particular
signalling link on which it has to be sent is made by the message routing
fun tion. When two or more links are used at the same time to carry traffic
having a given destination, this traffic is distributed among them by the load
shhring function, which is a part of the message routing function.

2.1.3 When a message comes from level 2, the discrimination function is
activated, in order to determine whether it is destined to this signalling
point (acting as a destination point), or it is destined to another signalling
point in which case it has to be transmitted on an outgoing link according to
the routing function (signalling point acting as a signalling transfer point).

2.1.4 In the case that the message is destined to the receiving signalling
point, the message distribution function is activated in order to deliver it to
the appropriate User Part (or to the local Message Transfer Part-level 3
functions).

2.1.5 Message routing, discrimination and distribution are based on the part
of the label called the routing label, on the service indicator and, in
national networks, also on the national indicator. They can also he influenced
by different factors, such as a request (automatic or manual) obtained from a
management system.

(3854)
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2.1.6 The position and coding of the service indicator and of the nation,'

indicator are described in Section 12.2. The characteristics of thi, labtl nf
the messages pertaining to the various User Parts are described in the
specification of each separate User Part and in Section 13 for the signallin

network management messages. The label used for signalling network Wanager...

messages is also used for testing and maintenance messages Esee
Recommendation Q.707 ()3. Moreover the general characteristics of the r,.utin.

label are described in Section 2.2.

A description of the detailed characteristics of the message rout irig
tunction, including load sharing, appears in Section 2.3; principles concprn.n,
the number of load shared links appear in Recommendation Q.705,
Section 2.3 E53.

A description of the detailed characteristics of the message.

discrimination and distribution functions appears in Section 2.4.

2.2 Routing label

2.2.1 The label contained in a signal message, and used by the relevant

User Part to identify the particular task to which the message refers (e.g. a
telephone circuit), is also used by the Message Transfer Part to route the

message towards its destination point.

The part of the message label that is used for routing is callec' tht
routing label and it contains all the information necessary to deliver tht
message to its destination point.

Normally the routing label is common to all the services and
applications in a given signalling network (national or international)

(however, if this is not the case, the particular routing label of a message is
determined by means of the service indicator).

The standard routing label is specified in the following. This label
should be used in the international signalling network and is applicable also

in national applications.

Note - There may be applications using a modified label having the
same ordeT"rad function, but possibly different sizes, of sub-fields as the
standard routing label.

(3854)
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2.2.2 The standard routing label has a length of 32 bits and is placed at
the beginning of the Signalling Information Field. Its structure appears in
Figure 2-2 (Q.704).

SLS OPC DPC

L n g t h I s ! 1 'bth Routing label

(bit) n x 8rarsn: t f-

Label

DPC a Destination Point Code
OPC a Originating Point Code
SLS a Signalling Link Selection

Figure ?-2 (.--) - Routing 13bel structure

2.2.3 The destination point code (DPC) indicates the destination point of

the message. The originating point code (OPC) indicates the originating

point of the message. The coding o 'these codes is pure binary. Within each
field the least significant bit occupies the first position and is transmitted
first.

A unique numbering scheme for the coding of the fields will be used
for the signalling points of the international network, irrespective of the
User Parts connected to each signalling point.

2.2.4 The signalling link selection (SLS) field is used, where
appropriate, in pertorming load sharing, see Section 2.3. This field exists in
all types of messages and always in the same position. The only exception to
this rule is some Message Transfer Part-level 3 (e.g. the changeover order),
for which the message routing function in the signalling point of origin of the
message is not dependent on the field: in this particular case the field does
not exist as such, but it is replaced by other information (e.g. in the case of
the changeover order, the identity of the faulty link).

In the case of circuit related messages, the field contains the least
significant bits of the circuit identification code (or bearer identification
code, in the case of the Data User Part), these are not repeated elsewhere.

In the case of Message Transfer Part-level 3 messages, the signalling
link selection field exactly corresponds to the signalling link code (SLC)
which indicates the signalling link between the destination point and
originating point to which the message refers.

(3854)
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2.2.5 From the rule stated in 2.2.4 above it follows that the signalling
link selection of messages generated by any User Parts will be used in th,-I aI

sharing mechanism. As a consequence, in the case of User Parts which are nt
specified (e.g. transfer of charging information) but for which there is th.
requirement to maintain the order of transmission of the message's, the field

should be coded with the same value for all messages belonging to t e sar,.

transaction, sent in a given direction.

2.2.6 The above principles should also apply to midified label structur,-
!hat may be used nationally.

2.3 Message routing function

2.3.1 The message routing function is based on the information contain,.d
in the routing label; moreover in some circumstances the service indicator May

also need to be used for routing purposes.

Note - A possible case for the use of the service indicator is th:

which wouT"arise from the use of messages supporting the signalling routp

management function (i.e. transfer-prohibited, transfer-allowed and

signalling-route-set-messages) referring to a destination more restrictivw thar

a single signalling point (e.g. an individual User Part) (see Section 11.

Another case may be in relation to signalling-route-test procedures which may

be defined for testing and maintenance purposes Csee (4)3.

The number of such cases should be kept to a minimum in order to app:y
the same routing criteria to as many User Parts as possible.

Each signalling point will have routing information that allows it to

determine the signalling link over which a message has to be sent on the basis
of the destination point code and signalling link selection field and, in sor:.-

cases, of the national indicator (see Section 2.4.3). Typically the destinatio.
point code is associated with more than one signalling link that may be used to

carry the message; the selection of the particular signalling link is made by

means of the signalling link selection field, thus effecting load sharing.

2.3.2 Two basic cases of load sharing are defined, namely;

a) load sharing between links belonging to the same link set,

b) load sharing between links not belonging to the same link

set.

The capability to operate in load sharing according to both these

cases is mandatory for any signalling point in the international network.

In case a) the traffic flow carried by a link set is shared (on the

basis of the signalling link selection field) between different signalling

links belonging to the link set. An example of such a case is given by a link
jet directly interconnecting the originating and destination points in the

associated mode of operation, such as represented in Figure 2-3 (Q.704).

(35A
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- SLS a XXXO

SLS * XXXI L l

Figure 2-3 (70 ) - Example of load shari4
within a link. set

* S

* In case b) traffic relating to a given destination is shared (on the
basis of the signalling link selection field) between different signalling
links not belonging to the same link set, such as represented in Figure 2-4
(Q.704). The load sharing rule used for a particular signalling relation may or
may not apply to all the signalling relations which use one of the signalling
links involved (in the example, traffic destined to B is shared between
signalling links DE and DF with a given signalling link selection field
assignment, while that destined to C is sent only on link DF, due to the
failure of link EC).

As a result of the message routing function, in normal conditions all
the messages having the same routing label (e.g. call set-up messages related
to a given circuit) are routed via the same signalling links and signalling
transfer points.

Principles relating to the number of load shared links appear in C53.

A D raf XXXd t B

= traffic destined to B 4C

-41P - traffic destined 'to C

a faulty linkF

Figure ?-4 (Q ) - Example of load sharing between
link sets

2.3.3 The routing information mentioned in Section 2.3.1 should be
appropriately updated when sone event happens in the signalling network, which
is relevant to the concerned signalling point (e.g. failure of a signalling
link or unavailability of a signalling route). The updating of the routing
information is made according to the particular event (see Section 3) and to
the signalling routing modification rules specified in Section 4.

(3854)
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2.4 Message discrimination and distribution functions

2.4.1 The routing criteria and load sharing method described in the
previous section imply that a signalling point, sending messages pertaininr t,,

a given signalling transaction on a given link, should be able to receive and
process messages pertaining to that transaction, e.g. in response toithe sent
oqes, coming from any (but only one) link.

The destination point code field of the received messages is examin,-d
by the discrimination function in order to determine if they are destined to
the receiving signalling point or, in the case of a signalling point haivni tl.

signalling transfer point capability, they are not; in the latter case the. av,,
directed to the routing function, as described in the previous sections, ir

order to be sent on the appropriate outgoing link towards the message
destination point.

When a signalling point detects that a received message cannot be

delivered to its destinat.Jon point, it sends in response a transfer-prohibited

message as specified in Section 11.2.

2.4.2 If the destination point code of the message identifies the
receiving signalling point, the service indicator is examined by the message.

distribution function and the message is delivered to the corresponding User

Part (or to the Message Transfer Part-level 3).

2.4.3 In the case of a signalling point handling both international and
national signalling traffic (e.g. an international gateway exchange) the

national indicator is also examined in order to determine the relevant

ntmbering scheme (international or national) and possibly the label structure.
Moreover within a national network the national indicator may be examined to

discriminate between different label structures or between different signalling

point numbering if dependent on the network levels, see Section 12.2.

3 Signalling network management

3.1 General

3.1.1 The signalling network management functions provide the actions

and procedures required to maintain signalling service and to restore normal
signalling conditions in the event of disruption in the signalling network,
either in signalling links or at signalling points. For example, in the case of
a link failure the traffic conveyed over the faulty link should be diverted to

one or more alternative links. The link failure may also result in unavailable

signalling routes and this, in turn, may cause diversion of traffic at other

signalling points in the signalling network (i.e. signalling points to which no

faulty links are connected).

(3.54)
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3.1.2 The occurrence of or recovery from failures generally results in a
change of the status of the affected signalling link(s) and route(s). A
signalling link may be considered by level 3, either as "available" or
"unavailable" to carry signalling traffic; in particular, an available

signalling link becomes unavailable if it is recognised as "fliled",
"deactivated" or "blocked" 1) and it becomes once again avairiable if it

is recognized as "restored", "activated" or "unblocked" respeitively. A
signalling route may be considered by level 3 as "available" or "unavailable"
too. The detailed criteria for the determination of the changes in the status
of signalling links and routes are described in Sections 3.2 and 3.4
respectively.

3.1.3 Whenever a change in the status of a signalling link or route
occurs, the three different signalling network management functions (i.e.
signalling traffic management, link management and route management) are
activated, when appropriate, as follows:

a) the signalling traffic management function is used to divert
signalling traffic from a link or route to one or more different
links or routes, or to temporarily slow down signalling traffic

in the case of congestion at a signalling point; it comprises
the following procedures:

- changeover (see Section 5),

- changeback (see Section 6),

- forced rerouting (see Section 7),

- controlled rerouting (see Section 8),

- signalling traffic flow control (see Section 9).

b) The signalling link management function is used to restore
failed signalling links, to activate idle (not yet aligned)
links and to de-activate aligned signalling links; it comprises
the following procedures (see Section 10):

- signalling link activation, restoration and deactivation,

- link set activation,

- automatic allocation of signalling terminals and signalling
data links.

1) The "blocked" condition arises when the unavailability of a
signalling link does not depend on a failure in the link itself, but
on other causes, such as a "processor outage" condition in a signalling
point.

(3854)
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C) The signalling route management function is used to
distribute information about the signalling network status, in
order to block or unblock signalling routes; it comprises the
following procedures:

- transfer-prohibited procedure (see Section 11.1),

- transfer-allowed procedure (see Section 11.3),'

- signalling-route-set-test procedure (see Section 11.4).

3.1.4 An overview of the use of the procedures relating to the different
management functions on occurrence of the link and route status changes is
given in Section 3.3 and 3.5 respectively.

3.2 Status of signalling links

3.2.1 A signalling link is always considered by level 3 in one of two
possible major states: available and unavailable. Depending on the cause of
unavailability, the unavailable state can be subdivided into three possible
cases as follows Esee also Figure 3-1 (Q.704)3:

- unavailable, failed or inactive,

- unavailable, blocked,

- unavailable, failed or inactive and blocked.

The concerned link can be used to carry signalling traffic only if it
is available. Six possible events can change the status of a link: signalling
link failure, restoration, deactivation, activation, blocking and unblocking;
they are described in Sections 3.2.2 to 3.2.7.

3.2.2 Signalling link failure

A signalling link (in service or blocked, see 3.2.6) is recognised by
level 3 as failed when:

a) A link failure indication is obtained from level 2. The
indication may be caused by:

- intolerably high signal unit error rate, see
Recoimmendation Q.703, Section 9 C63;

- excessive length of the realignment period, see
Recommendation Q.703, Section 4.1 C73 and 9 C103;

- excessive delay of acknowledgements, see

Recommendation Q.703, Section 5.3 C83 and 6.3 E93;

- failure of signalling terminal equipment;

- two out of three unreasonable backward sequence numbers or
forward indicator bits (see Recommnendat ion Q.703,
Sections 5.3 C83 and 6.3 C93);
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- reception of consecutive link status signal
units indicating out of alignment, out of servI":',
normal or emergency terminal status (see
Recommendation Q.703, Section 1.7 E:10)).

The first two conditions are detected by the signal unit error rate
monitor (see Recommnendation Q.703, Section 8 C113).

b) A request (automatic or manual) is obtained from aI

management or maintenance system.

Moreover a signalling link which is available (not blocked) i,

recognized by level 3 as failed when a changeover order is received.

3.2.3 Signalling link restoration

A signalling link previously failed is restored when both ends of the
signalling link have successfully completed an initial alignment procedure
(see C:103).

3.2.4 Signalling link deactivation

A signalling link (in service, failed or blocked) is recognized by

level 3 as deactivated (i.e. removed from operation) when:

a) A request is obtained from the signalling link management

function (see Section 10).

b) A request (automatic or manual) is obtained from an external
management or maintenance system.

3.2.5 Signalling link activation

A signalling link previously inactive is recognized by level 3 ac;
activated when both ends of the signalling link have successfully completed an~
initial alignment procedure (see 1:10)).

3.2.6 Signalling link blocking

A signalling link (which is not failed or inactive) is recognized n
blocked when:

a) An indication is obtained from the signalling terminal that
a processor outage condition exists at the remote terminal
(i.e. link status signal units with processor outage indication
are received, see Recommendation Q.703, Section 81132.

b) A request (automatic or manual) is obtained f roji a
management system.

Note - A link become. unavailable when it is failed or dt'a(tivate'
and/or blocked, see Figure 3-1 (Q.704).

(3854)
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3.2.7 Signalling link unblocking

A signalling link previously blocked is unblocked when

a) An indication is obtained from the signalling terminal that
the processor outage condition has ceased at the remote tern<'
(Applies in the case when the processor outage condition wa,
initiated by the remote terminal.)

b) A request from a management system is obtained. (Applies in
the case when tf.e blocking was initiated by the managomcn!
system).

Note - A link becomes available when it is restored or activatod
and/or unblocked see Figure 3-1 (Q.704).

3.3 Procedures used in connection with link status changes

In this section the procedures relating to each signalling management
function, which are applied in connection with link status changes are listed.
tSee also Figures 3-1, 3-2 and 3-3 (Q.704)]. Typical examples of the
application of the procedures to the particular network cases appear in
Recommendation Q.705 -123.

3.3.1 Signalling link failed

a) Signalling traffic management: the changeover procedure (see
Section 5) is applied, if required, to divert signalling traffic from the
unavailable link to one or more alternative links with the objective of
avoiding message loss, repetition or mis-sequencing, it includes determinati, M
of the alternative link or links where the affected traffic can be transferred
and procedures to retrieve messages sent over the failed link but not receive
by the far end.

b) Signalling link management: the procedures described in
Section 10 are used to restore a signalling link and to make it available for
signalling. Moreover, depending on the link set status the procedures can a1q,
be used to activate another signalling link in the same link set to which th,
unavailable link belongs and to make it available for signalling.

c) Signalling route management: in the case when the failure
of a signalling link causes a signalling route set to become unavailable
the signalling transfer point which can no longer route the concerned
signalling traffic applies the transfer-prohibited procedures described
in Section 11.

(3854)
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3.3.2 Signalling link restored

a) Signalling traffic management: the changeback procedure
(see Section 6) is applied, if required, to divert signalling traffic from one
or more links to a link which has become available; it includes determination
of the traffic to be diverted and procedures for maintaining the correct
message sequence.

b) Signalling link management: the signalling link
de-activation procedure (see Section 10) is used if during the signalling link
failure, another signalling link of the sme link set was activated, it is used
to assure that the link set status is returned to the samne state as before the
failure. This requires that the active link activated during the link failure,
is deactivated and considered no longer available for signalling.

C) Signalling route management: in the case when the
restoration of a signalling link causes a signalling route set to become
available, the signalling transfer point which can once again route the
concerned signalling traffic applies the transfer-allowed procedures described
in Section 11.

3.3.3 Signalling link deactivated

a) Signalling traffic management: as specified in
Section 3.3.1 (a).

Note - The signalling traffic has normally already been removed when
signallinglink deactivation is initiated.

b) Signalling link management: if the number of active
signalling links in the link set to which the deactivated signalling link
belongs has become less than the normal number of active signalling links in
that link set, the procedures described in Section 10 may be used to activate
another signalling link in the link set.

C) Signalling route management: as specified in
Section 3.3.1 (c).

3.3.4 Signalling link activated

a) Signalling traffic management: as specified in
Section 3.3.2 (a).

b) Signalling link management: if the number of active

signalling links in the link set to which the activated signalling link belongq
has become greater than the normal number of active signalling links in that
link set, the procedures described in Section 10 may be used to deact ivat.'
another signalling link in the link set.

C) Signalling route management: as specified in
Section 3.3.2 (c).

(3854)
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3.3.5 Signalling link blocked

a) Signalling traffic management: will be the sme as in
Section 3.3.1 (a).

b) Signalling route management: if the blocking of the link
causes a signalling route set to become unavailable the signalling transfer
point whi,-h can no longer route 'the concerned signalling traffic applies the
transfer-prohibited procedures described in Section 11.

Note - in the case when the blocking is initiated by a managemo .:
system, an indication should be given to the signalling terminal in order to
stop transmission of Message Signal Units and start contiguous transmissio'n
link status signal units indicating processor outage (see C83). In the ca-~
when the blocking was initiated by the receipt of a changeover order, an
indication should be given to the terminal in order to start contiguous
trsnsmis~ion of fill in signal units (see ClO3). :
3.3.6 Signalling link unblocked

a) Signalling traffic management: the actions will be the

saxne as in Section 3.3.2 (a).

b) Signalling route management: if the link unblocked
causes a signalling route set to become available the signalling transfer
point which can once again route the signalling traffic in that route set
applies the transfer-allowed procedures described in Section 11.

Note - In the case when the blocking and thus the unblocking
was initi-a-ted by a management system, an indication should be
given to the signalling terminal in order to stop any
transmission of link status signal units indicating processor
outage.

3.4 Status of signalling routes

A signalling route can be either available or unavailable, for
signalling traffic having the concerned destination Esee also
Figure 3-1 (Q.704):].

3.4.1 Signalling route unavailability

A signalling route becomes unavailable when a transfer-prohibited
message, indicating that signalling traffic towards a particular destination
cannot be transferred via the signalling transfer point sending the concerned
message, is received, see Section 11.

3.4.2 Signalling route availability

A signalling route becomes available when a transfer-allowed message,
indicating that signalling traffic towards a particular destination can be
transferred via the signalling transfer point sending the concerned message, is
received, see Section 11.

(3854)
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3.5 Procedures used in connection with route status changes

In this section the procedures relating to each signalling management
function which in general are applied in connection with route status changes
are listed. CSee also Figures 3-1 and 3-3 (Q.704).3 Typical examples of the
application of the procedures to particular network cases appear in E123.

3.5.1 Signalling route unavailable

a) Signalling traffic management: the forced rerouting
procedure (see Section 7) is applied; it is used to transfer signalling
traffic to the concerned destination from the link set, belonging to the
unavailable route, to an alternative link set which terminates in another
signalling transfer point. It includes actions to determine the alternative
route.

b) Signalling route management: because of the unavailability
of the signalling route the network is reconfigured; in the case that a
signalling transfer point can no longer route the concerned signalling traffic,
it applies the procedures described in Section 11.

3.5.2 Signalling route available

a) Signalling traffic management: the controlled rerouting
procedure (see Section 8) is applied; it is used to transfer signalling traffic
to the concerned destination from a signalling link or link set belonging to
an available route, to another link set which terminates in another signalling
transfer point. It includes the determination of which traffic should be
diverted and procedures for maintaining the correct message sequence.

b) Signalling route managenent: because of the restored
availability of the signalling route the network is reconfigured; in the case
that a signalling transfer point can once again route the concerned signalling
traffic, it applies the procedures described in Section 11.

(3854)
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4. Signalling traffic management

4.1 General

4.1.1 The signalling traffic management function is used, as indicated
in Section 3, to divert signalling traffic from signalling links or routes, or
to temporarily reduce it in quantity in the case of congestion.

4.1.2 The diversion of traffic in the cases of unavailability or
availability of signalling links and routes is typically made by means of the

following basic procedures, included in the signalling traffic management
function:

- signalling link unavailability (failure, deactivation or

blocking): the changeover procedure (see Section 5) is used tr,
divert signalling traffic to one or more alternative links (if

any);

- signalling link availability (restoration, activation or

unblocking): the changeback procedure (see Section 6) is used
to divert signalling traffic to the link made available;

- signalling route unavailability: the forced rerouting
procedure (see Section 7) is used to divert signalling traffic

to an alternative route (if any);

- signalling route availability: the controlled rerouting
procedure (see Section 8) is used to divert signalling traffic

to the route made available.

Each procedure includes different elements of procedure, the
application of one or more of which depends on the particular circumstances, as

indicated in the relevant Sections. Moreover these procedures include a

modification of the signalling routing, which is made in a systematic way, ac

described in Sections 4.2 to 4.6.

4.1.3 The signalling traffic flow control procedures are used in the

case of signalling traffic congestion in a signalling point, in order to
request a temporary interruption of the signalling traffic sent to it by one or

more adjacent signalling points. These procedures are specified in Section Q.

4.2 Normal routing situation

4.2.1 Signalling traffic to be sent to a particular signalling point in
the network, is normally routed to one or, in the case of load sharing between

link sets, two links sets. Within a link set, a further routing may be

performed in order to load share the traffic over the available signalling

links, see Section 2.

To cater for the situations when signalling links or routes

become unavailable, alternative routing data is defined.

(3854)
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For each destination which may be reached from a signalling
point, one or more alternative link sets are allocated. The possible link sets
appear in a certain priority order. The link set having the highest priority is
used whenever it is available. It is defined as the normal link set for traffic
to the concerned destination. In case of load sharing between link sets, a
normal link set exists for each portion of the divided signalling traffic.

For each signalling link, the remaining signalling links in
the link set are alternative links. The signalling links of a link get are
arranged in a certain priority order. Under normal conditions the signalling
link (or links) having the highest priority is used to carry the signalling
traffic. These signalling links are defined as normal signalling links, and
each portion of load shared traffic has its own normal signalling link.
Signalling links other than normal may be active stand-by or inactive
signalling links, see Section 10.

4.2.2 Message routing (normal as well as alternative) is in principle
independently defined at each signalling point. Thus, signalling traffic
between two signalling points may be routed over different signalling links or
paths in the two directions.

4.3 Signalling link unavailability

4.3.1 When a signalling link becomes unavailable (see Section 3.2)
signalling traffic carried by the link is transferred to one or more
alternative links by means of a changeover procedure. The alternative link or
links are determined in accordance with the following criteria.

4.3.2 In the case when there is one or more alternative signalling links
available in the link set to which the unavailable link belongs, the signalling
traffic is transferred within the link set to:

a) an aligned and unblocked signalling link, currently not
carrying any traffic. If no such signalling link exists, the
signalling traffic is transferred to

b) one or possibly more than one signalling link currently
carrying traffic. In the case of transfer to one signalling link, tht-
alternative signalling link is that having the highest priority of th,
signalling links in service.

4.3.3 In the case when there is no alternative signalling link within
the link set to which the unavailable signalling link belongs, the signalling
traffic is transferred to one or more alternative link sets in accordance with
the alternative routing defined for each destination. For a particular
destination, the alternative link set is the link set in service having the
highest priority.

Within a new link set, signalling traffic is distributed over
the signalling links in accordance with the routing currently applicable fo-r
that link set; i.e. the transferred traffic is routed in the same way as th.'
traffic already using the link set.

(3854)
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4.4 Signalling link availability

4.4.1 When a previously unavailable signalling link becomes available

again (see Section 3.2), signalling traffic may be transferred to the available
signalling link by means of the changeback procedure. The traffic to be
transferred is determined in accordance with the following criteria.

4.4.2 In the case when the link set, to which the available signalling lin'
belongs, already carries signalling traftic on other signalling links in the
link set, the traffic to be transferred is the traffic for which the available
signalling link is the normal one.

The traffic is transferred from one or more signalling links,
depending on the criteria applied when the signalling link became unavailablo
(see Section 4.3.2).

4.4.3 In the case when the link set, to which the available signalling lin~r
belongs, does not carry any signalling traffic (i.e. a link set has become
available), the traffic to be transferred is the traffic for which the
available link set has higher priority than the link set currently used.
However, in the case of load sharing between link sets, traffic is not
transferred from a normal link set.

The traffic is transferred from one or more link sets and from
one or more signalling links within each link set.

4.5 Signalling route unavailability

When a signalling route becomes unavailable (see Section 3.4)
signalling traffic carried by the unavailable route is transferred to an
alternative route by means of forced rerouting procedure. The alternative route
(i.e. the alternative link set) is determined in accordance with the
alternative routing defined for the concerned destination, see Section 4.3.3.

4.6 Signalling route availability

When a previously unavailable signalling route becomes
available again (see Section 3.4) signalling traffic may be transferred to the
available route by means of a controlled rerouting procedure. This is
applicable in the case when the available route (link set) has higher priority
than the route (link set) currently used for traffic to the concerned
destination (see Section 4.4.3).

The transferred traffic is distributed over the links of the
new link set in accordance with the routing currently applicable for that link
set.

(3854)
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5 Changeover

5.1 General

5.1.1 The objective of the changeover procedure is to ensure that
signalling traffic carried by the unavailable signalling link is diverted to
the alternative signalling link(s) as quickly as possible while avoiding

* message loss, duplication or mis-sequencing. For this purpose, in the norma!

case the changeover procedure includes buffer up-dating and retrieval, which
* are performed before reopening the alternative signalling link(s) to the

diverted traffic. Buffer updating consists of identifying all those messages in
the retransmission buffer of the unavailable signalling link which have not
been received by the far end. This is done by means of a hand-shake procedure,
based on, changeover messages performed between the two ends of the

unavailable signalling link. Retrieval consists of transferring the concerned
messages to the transmission buffer(s) of the alternative link(s).

5.1.2 Changeover includes the procedures to be used in the case of
unavailability (due to failure or blocking) of a signalling link, in order to
divert the traffic pertaining to that signalling link to one or more
alternative signalling links. These signalling links can be carrying their own

signalling traffic and this is not interrupted by the changeover procedure.

The different network configurations to which the changeover
procedure may be applied are described in Section 5.2.

The criteria for initiation of changeover, as well as the
basic actions to be performed, are described in Section 5.3.

Procedures necessary to cater for equ~ipment failure or other
abnormal conditions are also provided.

5.2 Network configurations for changeover

5.2.1 Signalling traffic diverted from an unavailable signalling link is
routed by the concerned signalling point according to the rules specified in
Section 4. In stimmary, two alternative situations may arise (either for the
whole diverted traffic or for traffic relating to each particular
destination):

i0 traffic is diverted to one or more signalling links of the
same link set,

or

ii) traffic is diverted to one or more different link sets.

(3854)
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5.2.2 As a result of these arrangements, and of the message routing
function described in Section 2, three different relationships between the new
signalling link and the unavailable one can be identifie3, for each
particular traffic flow. These three basic cases may be suamarized as follows:

a) the new signalling link is parallel to the unavailable
one Caee Figure 5-1 (Q.704)3;

CITT - 3S$80

Figure 5-1 (Q.TO'1) - Exanple of changeover tc
a parallel link

b) the new signalling link belongs to a signalling route
other than that to which the unavailable signalling link belongs,
but this signalling route still passes through the signalling
point at the far end of the unavailable signalling link Esee
Figure 5-2 (Q.704)3;

CCITT - )s 8

Figure 5-2 ( . ) - Example of changeover to a signalling rout.
passing through the remote signalling point
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C) the new signalling link belongs to a signalling route other
than that to which the unavailable signalling link belongs, and
this signalling route does not pass through the signalling point
acting as signalling transfer point, at the far end of the

unavailable signalling link Csee Figure 5-3 (Q.704)3.

Figure 5-3 FC . ) -' Example of' changeover to a signallinE route
not passing through the remote signalling poin~t

Only in the case of (c) does a possibility of message
mis-sequencing exist: therefore its use should take into account the overall
service dependability requirements described in C33.

5.3 Changeover initiation and actions

5.3.1 Changeover is initiated at a signalling point when a signalling
link is recognized as unavailable according to the criteria listed in
Sections 3.2.2 and 3.2.6.

The following actions are then performed:

a) transmission and acceptance of message signal units on the
concerned signalling link is terminated;

b) transmission of link status signal units or fill in signal
units, as described in E83, takes place;

c) the alternative signalling link(s) are determined according
to the rules specified in Section 4;

d) a procedure to update the content of the retransmission
buffer of the unavailable signalling link is performed as
specified in 5.4 below;

e) signalling traffic is diverted to the alternative signalling
link(s) as specified in 5.5 below.

In addition, if traffic toward a given destination is diverted
to an alternative signalling link terminating in a signalling transfer point
not currently used to carry traffic toward that destination, a
transfer-prohibited procedure is performed as specified in Section 112..
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5.3.2 In the case when there is no traffic to transfer from the
unavailable signs~lling link action (b) only is required.

5.3.3 If no alternative signalling link exists for signalling traffic
towards one or more destinations; the concerned destination(s) are declared
inaccessible and the following actions apply:

i) the routing of the concerned signalling traffic is blocked

and the concerned messages already stored in the transmission *
and retransmission buffers of the unavailable signalling link,
as well as those received subsequently, are discarded; 1)

i) a coummand is sent to the User Part(s) (if any) in order
to stop generating the concerned signalling traffic;

iii) the transfer-prohibited procedure is performed, as
specified in Section 11.2;

iv) the appropriate signalling link management procedures
are performed, as specified in Section 10.

5.3.4 In some cases of failures or in some network configurations, the
normal buffer updating and retrieval procedures described in 5.4 and 5.5 cannot
be accomplished. In such cases, the emergency changeover procedures described
in Section 5.6 apply.

Other procedures to cover possible abnormal cases appear in
Section 5.7.

5.4 Buffer updating procedure

5.4.1 When a decision to changeover is made a changeover order is sent
to the remote signalling point. In the case that the changeover was initiated
by the reception of a changeover order (see 5.2) a changeover acknowledgement
is sent instead.

A changeovei ler is always acknowledged by a changeover
acknowledgement, even when changeover has already been initiated in accordancf.
with another criterion.

No priority is given to the changeover order or changeover
acknowledgement in relation to the normal traffic of the signalling link on
which the message is sent.

1) The adequacy of this procedure to meet the acceptable
dependability objective in terms of loss of messages requires further
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5.4.2 The changeover order and changeover acknowledgement are signalling
network management messages and contain the following information:

- the label, indicating the destination and originating
signalling points and the identity of the unavailable signalling
link,

- the changeover-order (or changeover-acknowledgement) signal,
and

- the forward sequence number of the last message signal unit
accepted from the unavailable signalling link.

Formats and codes of the changeover order and the changeover
acknowledgement appear in Section 13.

5.4.3 Upon reception of a changeover order or changeover acknowledgement,
the retransmission buffer of the unavailable signalling link is updated
(except as noted in Section 5.6), according to the information contained in
the message. The message signal units successive to that indicated by the
message are those which have to be retransmitted on the alternative signalling
link(s), according to the retrieval and diversion procedure.

5.5 Retrieval and diversion of traffic

When the procedure to update the retransmission buffer content is
completed the following actions are performed:

- the routing of the signal traffic to be diverted is
changed;

- the signal traffic already stored in the transmission buffers
and retransmission buffer of the unavailable signalling link is
sent directly towards the new signalling link(s), according to
the modified routing.

The diverted signalling traffic will be sent towards the new
signalling link(s) in such a way that the correct message 3equence is
maintained. The diverted traffic has no priority in relation to normal traffic
already conveyed on the signalling link(s).

5.6 Emergency changeover procedures

5.6.1 Due to the failure in a signalling terminal it may be impossible for
the corresponding end of the faulty signalling link to determine the
forward sequence number of the last message signal unit accepted over the
unavailable link. In this case, the concerned end accomplishes, if possible,
the buffer updating procedure described in Section 5.4 but it makes use of all
emergency changeover order or an emergency changeover acknowledgement insteadi
of the corresponding normal message; these emergency messages, the format of
which appears in Section 13, do not contain the forward sequence number of th
last accepted message signal unit. Furthermore the signalling link is taken out
of service, i.e. the concerned end initiates, if possible, the sending of
out-of-service link status signal units on the unavailable link (see C83).
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When the other end of the unavailable signalling link receives the
emergency changeover order or acknowledgement, it accomplishes the changeover
procedures described in Sections 5.4 and 5.5, the only difference being that it
does not perform either buffer updating or retrieval. Instead it directly
starts sending the signalling traffic not yet transmitted on the unavailable
link on the alternative signalling link(s).

The use of normal or emergency changeover messages depends on
the local conditions of the sending signalling point only; in particular:

- an emergency changeover order is acknowledged by a changeover
acknowledgement if the local conditions are normal, and

- a changeover order is acknowledged by an emergency changeover
acknowledgement if there are local fault conditions.

5.6.2 It may happen that no signalling path exists between the two ends of
the unavailable link, so that the exchange of changeover messages is
impossible.

When the concerned signalling point decides to initiate changeover in
such circumstances, after the expiry of a time Tl =Is (provisional value) it
starts signalling traffic not yet transmitted on the unavailable signalling
link on the alternative link(s); the purpose of withholding traffic for
the time TI is to reduce the probability of message mis-sequencing.

An example of such a case appears in Recommnendation Q.705,
Annex A 13.

In the abnormal case when the concerned signalling point is not
aware of the situation, it will start the normal changeover procedure and send
a changeover order; in this case it will receive no changeover message in
response and the procedure will be completed as indicated in Section 5.7.2.
Possible reception of a transfer-prohibited message (sent by an involved
signalling transfer point on reception of the changeover order, see
Section 11.2) will not affect changeover procedures.

5.6.3 Due to failures, it may be impossible for an signalling point to
perform retrieval even if it has received the retrieval information from the
far end of the unavailable signalling link. In this case, it starts sending new
traffic on reception of the changeover message (or on time-out expiry, see
Sections 5.6.2 and 5.7.2); no further actions in addition to the other normal
changeover procedures are performed.

5.7 Procedures in abnormal conditions

5.7.1 The procedures described in this section allow the completion of the
changeover procedures in abnormal cases other than those described in

Section 5.6.

5.7.2 If no changeover message in response to a changeover order is
received within a time-out T2 - I a (provisional value), new traffic is started
on the alternative signalling link(s).
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5.7.3 If a changeover order or acknowledgement containing an unreasonable
value of the forward sequence number is received, no buffer updating or
retrieval is performed, and new traffic is started on the alternative
signalling link(s).

5.7.4 If a changeover acknowledgement is received without having previously
sent a changeover order, no action is taken.

5.7.5 If a changeover order is received relating to a particular signalling
link after the completion of changeover from that signalling link, an emergency
changeover acknowledgement is sent in response, without any further action.

6 Changeback

6.1 General

6.1.1 The objective of the changeback procedure is to ensure that signalling
is diverted from the alternative signalling link(s) to the signalling link made
available as quickly as possible, while avoiding message loss, duplication or
mis-sequencing. For this purpose, (in the normal case) changeback includes a
procedure to control the message sequence.

6.1.2 Changeback includes the basic procedures to be used to perform the
opposite action to changeover, i.e. to divert traffic from the alternative
signalling link(s) to a signalling link which has become available (i.e. it was
restored or unblocked). The characteristics of the alternative signalling
link(s) from which changeback can be made are described in Section 5.2. In all
the cases mentioned in Section 5.2 the alternative signalling links can be
carrying their own signalling traffic and this is not interrupted by the
changeback procedures.

Procedures necessary to cater for particular network
configuration or other abnormal conditions are also provided.

6.2 Changeback initiation and actions

6.2.1 Changeback is initiated at a signalling point when a signalling
link is restored or unblocked and therefore it becomes once again available,
according to the criteria listed in Sections 3.2.3 and 3.2.7. The following
actions are then performed:

a) the alternative signalling link(s) are determined, to which
traffic normally carried by the signalling link made available
was previously diverted (e.g. on occurrence of a changeover);

b) signalling traffic is diverted (if appropriate, according to
the criteria specified in Section 4) to the concerned signalling
link by means of the sequence control procedure specified in
Section 6.3; traffic diversion can be performed at the
discretion of the signalling point initiating changeback, a-
follows:

i) individually for each traffic flow (i.e. on
destination basis);

ii) individually for each alternative signalling link (i.c.

for all the destinations previously diverted on tha!

(3854) alternative signalling link);
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iii) at the same time for a number of or for all the
alternative signalling links.

On occurrence of changeback, it may happen that traffic towards
a given destination is no longer routed via a given adjacent signalling
transfer point, towards which a transfer-prohibited procedure was previously
performed on occurrence of changeover (see Section 5.3.1); in this case a

transfer-allowed procedure is performed, as specified in Section 11.3.

In addition, if traffic towards a given destination is diverted

to an alternative signalling link terminating in a signalling transfer point
not currently used to carry traffic toward that destination, a

transfer-prohibited procedure is performed as specified in Section 11.2.

6.2.2 In the case when there is no traffic to transfer to the signallinp

link made available none of the previous actions are performed.

6.2.3 In the case that the signalling link made available can be used to
carry signalling traffic toward a destination which was previously declared
inaccessible, the following actions apply:

i) the routing of the concerned signalling traffic is unblock,,

and transmission of the concerned messages (if any) is

immediately started on the link made available;

ii) a command is sent to the User Part(s) (if any) in order tn
restart generating the concerned signalling traffic;

iii) the transfer-allowed procedure is performed, as specified in

Section 11.3.

6.2.4 If the signalling point at the far end of the linl, made available
currently results inaccessible at the signalling point initiating changebacl.
the sequence control procedure specified in Section 6.3 (which requires

communication between the two concerned signalling points) does not apply;

instead, the time-controlled diversion specified in Section 6.4 is performed
This is made also when the concerned signalling points is accessible, but ther,
is no signalling route to it using the same outgoing signalling link(s) (or on,,
of the same signalling links) from which traffic will be diverted.

6.3 Sequence control procedure

6.3.1 When a decision is made at a given signalling point to divert a given

traffic flow (towards one or more destinations) from an alternative signalling
link to the signalling link made available, the following actions are performed

if possible (see Section 6.4):

i) transmission of the concerned traffic on the alternativ-
signalling link is stopped; such traffic is stored in a

changeback buffer;

ii) a changeback declaration is sent to the remote signalling

point of the signalling link made available via the concerned
alternative signalling link; this message indicates that no more

message signal units relating to the traffic being diverted to
the link made available will be sent on the alternative
signalling link.

(3854)
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6.3.2 The concerned signalling point will restart diverted traffic over the
signalling link made available when it receives a changeback acknowledgement

from the far signalling point of the link made available; this message
indicates that all signal messages relating to the concerned traffic flow and

routed to the remote signalling point via the alternative signalling link have

been received. The remote signalling point will send the changeback
acknowledgement to the signalling point initiating changeback in response to

the changeback declaration; any available signalling route between the two

signalling points can be used to carry the changeback acknowledgement.

6.3.3 The changeback declaration and changeback acknowledgement are
signalling network management messages and contain:

- the label, indicating the destination and originating
signalling points, and the identity of the signalling link to

which traffic will be diverted;

- the changeback-declaration (or changeback-acknowledgement)

signal, and

- the changeback code.

Formats and codes of the changeback declaration and changeback

acknowledgement appear in Section 13.

6.3.4 A particular configuration of the changeback code is autonomously
assigned to the changeback declaration by the signalling point initiating

changeback; the same configuration is included in the changeback

acknowledgement by the acknowledging signalling point. This allows

discrimination between different changeback declarations and acknowledgements
when more than one sequence control procedures are initiated in parallel, as

follows.

6.3.5 In the case that a signalling point intends to initiate changeback
in parallel from more than one alternative signalling links, a sequence control

procedure is accomplished for each involved signalling link, and a changeback
declaration is sent on each of them; each changeback declaration is assigned a

different configuration of the changeback code. Stopped traffic is stored in
one or more changeback buffers (in the latter case, a changeback buffer is

provided for each alternative signalling link). When the changeback

acknowledgement relating to that alternative signalling link is received,
traffic being diverted from a given alternative signalling link can be

restarted on the signalling link made available, starting with the content of

the changeback buffer; discrimination between the different changeback
acknowledgement is made by the changeback code configuration, which is the same

as that sent in the changeback declaration.

This procedure allows either reopening the recovered signalling link

to traffic in a selective manner (provided that different changeback buffers

are used) as soon as each changeback acknowledgement is received, or only wheln

all the changeback acknowledgements have been received.

(3854)
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6.4 Time-controlled diversion piTcedure

6.4.1 The time-controlled diversion procedure is used in the case when

the remote signalling point is inaccessible at the signalling point initiating'
changeback, i.e. cotmmunication between the two ends of the signalling link ma1 -
available is not possible via a signalling route other than that signallin -
link; the sending of changeback declaration is therefore impossible. An
example of such a case appears in Figure 6-1 (Q.704).

Fligure 6-1 ( Q.701 ) - Example of time-contrclea
diversion proceJure

In this example, on failure of signalling link AB, traffic towards the

destination was diverted to signalling link AC. When signalling link AB is mad,-

available, sending of changeback declaration from A to B is impossible, since

no signalling link exists between C and B.

6.4.2 When changeback is initiated, a signalling point unable to send a
changeback declaration stops traffic to be diverted from the alternative

signalling link for a time T3 = I s (provisional value) after which it reopens

traffic on the signalling link made available. The time delay minimizes the

probability of out of sequence delivery to the destination point(s).

6.4.3 In the abnormal case when the concerned signalling point is not awaro

of the situation it will start a normal changeback procedure and send a

changeback declaration; in this case it will receive no changeback

acknowledgement in response and the procedure will be completed as indicated in

Section 6.5.3. Reception of a transfer prohibited message (sent by C, in tht

figure, on reception of the changeback declaration from A, see Section ll.-)

will not affect the above procedures.

6.5 Procedures in abnormal conditions

6.5.1 If a changeback acknowledgement is received by a signalling point

which has not previously sent a changeback declaration, no action is taken.

6.5.2 If a changeback declaration is received after the completion of

the changeback procedure, a changeback acknowledgement is sent in response,
without taking any further action. This corresponds to the normal action

described in 6.3.2 above.

(3854)
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6.5.3 If no changeback acknowledgement is received in response to a
changeback declaration within a time T4 = I s (provisional value), the
changeback declaration is repeated and a new time-out T5 = I s (provisional
value) is started. If no changeback acknowledgement is received before the
expiry of T5, the maintenance functions are alerted and traffic on the link
made available is started. The changeback code contained in the changebacv
acknowledgement message makes it possible to determine in the case of parall:l
changebacks from more than one reserve paths, which changeback declaration is
unacknowledged and has therefore to be repeated.

7 Forced rerouting

7.1 General

7.1.1 The objective of the forced rerouting procedure is to restore, as
quickly as possible, the signalling capability between two signalling points
towards a particular destination, in such a way as minimize the consequences of
a failure. However, since the unavailability of a signalling route is in
general caused by the fact that the concerned destination has become
inaccessible to a signalling transfer point a probability of message loss
exists (see Section 5.3.3). Therefore the structure of the signalling network
should be such as to reduce the probability of signalling route unavailability
to limits compatible with the overall dependability requirements (see C33).

7.1.2 Forced rerouting is the basic procedure to be used in case that a
signalling route towards a given destination becomes unavailable (due to for
example remote failures in the signalling network) to divert signalling traffic
towards that destination to an alternative signalling route outgoing from the
concerned signalling poir . Signalling links pertaining to the alternative
signalling route can be carrying their own signalling traffic (relating to
different signalling routes) and this is not interrupted by the forced
rerouting procedure.

7.2 Forced rerouting initiation and actions

7.2.1 Forced rerouting is initiated at a signalling point when a
transfer-prohibited message, indicating a signalling route unavailability, is
received.

The following actions are then performed:

a) transmission of signalling traffic towards the concerned
destination on the link set(s) pertaining to the unavailable
route is imediately stopped; such traffic is stored in a
forced rerouting buffer;

b) the alternative route is determined according to the rules
specified in Section 4;

c) as soon as action b) is completed, the concerned signalling
traffic is restarted on a link set pertaining to the alternative
route, starting with the content of the forced rerouting buff r;

d) if appropriate, a transfer-prohibited procedure is performeA
(see Section 11.2.2).
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7.2.2 In the case when there is no signalling traf ic to be diverted fr,!

the unavailable routc, action b) and d) only apply.

7.2.3 If no alternative route exists for signalling traffic toward- tl,.
concerned destination, that destination is declared inaccessible and the.
actions specified in Section 5.3.3 apply.

8 Controlled rerouting

8.1 General

8.1.1 The objective of the controlled rerouting procedur,- is to restore t0.
optimal signalling routing and to minimize mis-sequencing of messages.
Therefore controlled re--routing includes a time-controlled traffic diversiin
procedure, which is the same as that used in Ecm cases of changeback (sec.
Section 6.4).

8.1.2 Controlled rerouting is the basic procedure to be used in the case
that a signalling route towards a given destination becomes available (due to
for example recovery of previous remote failures in the signalling network), t

divert back signalling traffic towards that destination from the alternativ6 to
the normal signalling route outgoing from the concerned signalling pcint.
Signalling links pertaining to the alternative signalling route can be carrving
their own signalling traffic (relating to different signalling routes) and
this is not interrupted by the normal rerouting procedure.

8.2 Controlled rerouting initiation and actions

8.2.1 Controlled rerouting is initiated at a signalling point when a
transfer-allowed message, indicating that the signalling route has
become available, is received. The following actions are then performed:

a) transmission of signalling traffic towards the concerned
destination on the link set pertaining to the alternative rout,
is stopped; such traffic is stored in a controlled rerouting

buffer; a time out T6 = 1 s (provisional value) is started;

b) a transfer-prohibited message is sent on the route made
available and a transfer-allowed message on the alternative onc
(see Sections 11.2.2 and 11.3.2 respectively);

c) at the expiry of T6, the concerned signalling traffic is
restarted on an outgoing link set pertaining to the signallinc
route made available, starting with the content of the
controlled rerouting buffer; the aim of the time delay is to
minimize the probability of out of sequence delivery to the
destination point(s).

8.2.2 When there is no signalling traffic to be diverted back to the
route made available, the above actions are not performed and the signalling
point notes the availability of the route, which therefore may be used if
necessary.

8.2.3 If, the destination was inaccessible, when the route is made
available, then the destination is declared accessible and the action!e
specified in Section 6.2.3 apply.
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9 Signalling traffic flow control

9.1 General

The purpose of the signalling traffic flow control functions is to
limit signalling traffic at its source in the case when the signalling
network is not capable of transferring all signalling traffic offered by the

* User Parts because of network failures or overload situations.

Flow control actions may be taken as a consequence of a number
* of events; the following cases have been identified:

- Failures in the signalling network (signalling links or
signalling points) have resulted in route set unavailability.

- Overload of a signalling link or signalling point has resulted
in a situation wheh reconfiguration of traffic is not possible
or appropriate.

- Failure or overload of a User Part has made it impossible for
the User Part to handle all messages delivered by the Message
Transfer Part.

When the normal transfer capability is restored, the flow control

functions initiate resumption of the normal traffic flow.

9.2 Flow control indications

The need for the following indications has been identified, however
other indications are likely to be required (e.g. for User Part overload or
User Part failure).

9.2.1 Signalling route set unavailability

In the case when no signalling route is available for traffic towards
a particular destination (see Sections 5.3.3 and 7.2.3), an indication is
given from the Message Transfer Part to all T'ser Parts, informing them that

s ignalling messages destined to the particular signalling point cannot be
transferred via the signalling network. Each User Part then takes appropriate
actions in order to stop generation of signalling information destined for the
inaccessible signalling point.

9.2.2 Signalling route set availability

In the case when a signalling route becomes available for traffic to a
previously blocked destination (see Sections 6.2.3 and 8.2.3), an indication is
given from the Message Transfer Part to the User Parts, informing them that

s1ignalling messages destined to the particular Signalling Points can be
transferred via the signalling network. Each User Part then takes appropriate
actions in order to start generation of signalling information destined for thc
now accessible signalling point.

(3854)
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10 Signalling link management

10.1 Generai

10.1.1 The signalling link management function is used to control the locally
connected signalling links. The function provides means for establishinF arll
maintaining a certain predetermined capability of a link set. Thus, in the
event of signalling link failures the signalling link management function
controls actions aimed at restoring the capability of the link set.

Three sets of signalling link management procedures are specified in
the following sections. Each set corresponds to a certain level of automati-1r.
as regards allocation and reconfiguration of signalling equipmpnt. Thi ba"ic
set of signalling link management procedures (see Section 10.2) provide. n
automatic means for allocation and reconfiguration of signalling equipet T,
basic set includes the minimun number of functions which must be providv fir

international application of the signalling system.

The two alternative sets of signalling link management procedures art
provided as options and include functions allowing for a more efficient use of

signalling equipment in the case when signalling terminal devices have switched
access to signalling data links.

Note - In Annex A to Recommendation Q.704, a modified set of
signallingTTnk management functions are defined, being an alternative for
national applications to those functions specified in Section 10.4.

10.1.2 A signalling link set consists of one or more signalling links having
a certain order of priority as regards the signalling traffic conveyed by the
link set (see Section 4). Each signalling link in operation is assigned a
signalling data link and a signalling terminal at each end of the signalling
data link.

The signalling link identity is independent on the identities of the
signalling data link and signalling terminals which it comprises. Thus, the
identity referred to by the Signalling Link Code (SLC) included in the label of
messages originated at Message Transfer Part level 3 is the signalling link
identity and not the signalling data link identity or the signalling terminal
identity.

Depending on the level of automation in an application of the
signalling system, allocation of signalling data link and signalling terminals
to a signalling link may be made manually or automatically.

In the first case, applicable for the basic signalling link management
procedures, a signalling link includes predetermined signalling terminals and a
predetermined signalling data link. To replace a signalling terminal or
signalling data link, a manual intervention is required. The signalling data
link to be included in a particular signalling link is determined by bilateral
agreement (see also E13).

In the second case for a givet, signalling point, a signalling link
includes any of the signalling terminals and any of the signalling data links
applicable to a link group. As a result of, for example, signalling link
failure, the signalling terminal and signalling data link included in a
signalling link, may be replaced automatically. The criteria and procedore for
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automatic allocation of signalling terminals and signalling data links are
specified in Sections 10.5 and 10.6 respectively. The implementation of thesp
functions requires that for a given link group any signalling terminal can be
connected to any signalling data link.

Note - A link group is a group of identical signalling links
directly To-necting two signalling points. A link set may include one
or more link groups.

10.1.3 When a link set is to be brought into service, actions are taken to
establish a predetermined number of signalling links. This is made by
connecting signalling terminals to signalling data links and for each
signalling link performing an initial alignment procedure (see C83). The
process of making a signalling link ready to carry signalling traffic is
defined as signalling link activation.

Activation of a signalling link may also be applicable for example
when a link set is to be extended or when a persisting failure makes another
signalling link in the link set unavailable for signalling traffic.

In the case of signalling link failure, actions should be taken to
restore the faulty signalling link, i.e. to make it available for signalling
again. The restoration process may include replacement of a faulty signalling
data link or signalling terminal.

A link set or a single signalling link is taken out of service by
means of a procedure defined as signalling link deactivation.

The procedures for activation, restoration and deactivation are
initiated and performed in different ways depending on the level of automation
applicable for a particular implementation of the signalling system. In the
following, procedures are specified for the cases when:

a) no automatic functions are provided for allocation of
signalling terminals and signalling data links (see
Section 10.2);

b) an automatic function is provided for allocation of signalling
terminals (see Section 10.3);

C) automatic functions are provided for allocation of signalling
terminals and signalling data links (see Section 10.4).

10.2 Basic signalling link management procedures

10.2.1 Signalling link activation

a) In the absence of failures, a link set contains a certain
predetermined number of active (i.e. aligned) signalling links. In additionr,
the link set may contain a number of inactive signalling links, that iq
signalling links which have not been put into operation. Predeterminvci
signalling terminals and a signalling data link are associated with each
inactive signalling link.

The number of active and inactive signalling links in the
absence of failures and the priority order for the signalling links in a ]in],
set, should be identical at both ends' of the link set.

(3854)
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Note - In the typical case, all signalling links in a li'k sft
are active-in the absence of failures.

b) When a decision is t ken to activate an inactive signalling link,
initial alignment starts. If the initial alignment procedure is successful, the
signalling link is active and ready to convey signalling traffic. In thei ca',

when initial alignment is not possible, as determined at Message Transfer Part
level 2 (see Cl0]), new initial alignment procedures are started on the sam,
signalling link until the signalling link is activated or a manual intervention
is made.

10.2.2 Signalling link restoration

After a signalling link failure is detected, signalling link
initial alignment will take place. In the case when the initial alignment
procedure is successful, the signalling link is regarded as restored and thus
available for signalling.

If initial alignment is not possible, as determined at Message
Transfer Part level 2 (see ElO), new initial alignment procedures may be
started on the same signalling link until the signalling link is restored or a
manual intervention is made, for example to replace the signalling data link or
the signalling terminal.

10.2.3 Signalling link deactivation

An active signalling link may be made inactive by means of a
deactivation procedure, provided that no signalling traffic is carried on that

signalling link. When a decision has been taken to deactivate a signalling link
the signalling terminal of the signalling link is taken out of service.

10.2.4 Link set activation

A signalling link set not having any signalling links in service
is started by means of a link set activation procedurc.

Two alternative link set activation procedures are defined:

- link set normal activation,

- link set emergency restart.

a) Link set normal activation

Link set normal activation is applicable when a link set is to
be put into service for the first time (link set initial activation) or when a
link set is to be restarted (link set normal restart); the latter is applicable
for example in the case when:

- all signalling links in a link set are faulty,

- a processor restart in a signalling point makes it necessary to
re-establish a link set,

- a signalling point recognizes other irregularities concerning
the interworking between the two signalling points,

provided that none of the above events create an emergency situation.

(3854)
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When link set normal activation is initiated, signalling link
activation starts on as many signalling links as possible. (All signalling
links in the link set are regarded as being inactive at the start of the
procedure.)

The signalling link activation procedures are performed on each
signalling link in parallel as specified in Section 10.2.1 until the signalling
links are made active.

Signalling traffic may however comaence when one signalling link
is successfully activated.

b) Link set emergency restart

Link set emergency restart is applicable when an innediate
re-establishment of the signalling capability of a link set is required, (i.e.,
in a situation when the link set normal restart procedure is not fast enough).
The precise criteria for initiating link set emergency restart instead of
normal restart, may vary between different applications of the signalling
system. Possible situations for emergency restart are for example:

- when signalling traffic that may be conveyed over the link set
to be restarteJ is blocked,

- when it is not possible to communicate with the signalling
point at the remote end of the link set.

When link set emergency restart is initiated, signalling link
activation starts on as many signal. ing links as possible, in accordance with
the principles specified for normal 'ink set activation. In this case, the
signalling terminals will have emergen v status (see El03) resulting in the
sending of status indications of type "E" when applicable. Furthermore the
signalling terminals employ the emergency proving procedure and short time-out.
values in order to accelerate the procedure.

When the emergency situation ceases, a transition from emergency

to normal signalling terminal status takes place resulting in tic employment of
normal proving procedure and normal time-out values.

c) Time-out values

The initial alignment procedure (specified in E143) includes
time-outs the expiry of which indicates the failure of an activation or
restoration attempt. The values of the time-outs are for further study.

10.3 Signalling link management procedures based on automatic
allocation or signalling terminals

10.3.1 Signalling link activation

a) In the absence of failures a lin). set contains a certain
predetermined number of active (i.e. aligned) signalling linkq. The link -,-

may also contains a number of inactive signalling links.

An inactive signalling link is a signalling link not in
operation. A predetermined signalling data link iq associatd wilh vah,
inactive sigT. Iling !ink, however, signalling terminals miv n t v't b'
allocated.
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The number of active and inactive signalling links in the
absence of failures and the priority order for the signalling links in a lin

set, should be identical at both ends of the link set.

b) Whenever the number of active signalling links is below the

value specified for the link set, actions to activate new inactive signaflin '

links should be taken autownatically. This is applicable, for example, wen a

link set is to be brought into service for the first time (see Section 10.3.4)

or when a lirk failure occurs. In the latter case, activation starts when rh,
restoration attempts on the faulty link are considered unsuccessful (see

Section 10.3.2).

The signalling link(s) to activate is the inactive link(s)
having the highest priority in the link set.

Generally, if it is not possible to activate a signalling link,
an attempt to activate the next inactive signalling link (in priority order) ic

made. In the case when an activation attempt performed on the last signalling

link in the link set is unsuccessful, the "next" signalling link is the first

inactive signalling link in the link set (i.e. there is a cyclic assignment).

Activation of a signalling link may also be initiated manually.

Activation shall not be initiated automatically for a signalling
link previously deactivated by means of a manual intervention.

c) When a decision is taken to activate a signalling link, the
signalling terminal to be employed has to be allocated at each end.

The signalling terminal is allocated automatically by means of

the function defined in Section 10.5.

In the case when the automatic allocation function cannot

provide a signalling terminal the activation attempt is aborted.

The predetermined signalling data link which may be utilized for

other purposes when not co-nected to a signalling te al must be removed from'

its alteriative use (e.g. as a speech circuit) before signalling link

activation can start.

d) The chosen signalling terminal is then connected to the

signalling data link and initial alignment starts (see Cl0J).

If the initial alignment procedure is successful, the signalling

link is active and ready to convey signalling traffic.

If initial alignment is not possible, as determined at Message

Transfer Part level 2 (see ElO]), the activation is unsuccessful and activation

of the next inactive signalling link (if any) is initiated. Successive initial

alignment attempts may however continue on the previous signalling link until

it is activated or its signalling terminal is disconnected (see Section 10. .

(38%)
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In the case when activation attempts take place at both ends of
a link set, it may be that the two ends attempt to activate different

signalling links, thus making initial alignment impossible. By initiating

activation of the next signalling link when an activation attempt fails, and by
having different lengths of the initial alignment time-outs at the two ends of

the link set (see Section 10.3.4, point Ec3) it is ensured that eventually a
signalling data link will be provided with signalling terminals at both ends at
the same time.

10.3.2 Signalling link restoration

a) After a signalling link failure is recognized, signalling link
initial alignment will take place (see EO). In the case when the initial
alignment is successful, the signalling link is regarded as restored and thus
available for signalling. If the initial alignment is unsuccessful, the

signalling terminals and signalling link may be faulty and require

replacement.

b) The signalling terminal may be automatically replaced in

accordance with the principles defined for automatic allocation of signalling

terminals (see Section 10.5). After the new signalling terminal has been
connected to the signalling data link, signalling link initial alignment
starts. If successful, the signalling link is restored.

If initial alignment is not possible or if no alternative
signalling terminal is available for the faulty signalling link, activation of
the next signalling link in the link set (if any) starts. In the case when it

is not appropriate to replace the signalling terminal of the faulty signalling
link (e.g. because it is assumed that the signalling data link is faulty)

activation of the next inactive signalling link (if any) is also initiated. In

both cases successive initial alignment attempts may continue on the faulty

signalling link until a manual intervention is made or the signalling terminal

is disconnected (see Section 10.5).

Note - In the case when a signalling terminal cannot be
replaced,-'tivation of the next signalling link is only initiated if the link

set includes an alternative link group having access to other signalling

terminals than the signalling link for which restoration is not possible.

10.3.3 Signalling link deactivation

In the absence of failures a link set contains a specified
nLnber of active (i.e. aligned) signalling links. Whenever that numbeT i
exceeded (e.g. as a result of signalling link restoration) the activ.

signalling link having the lowest priority in the link set is to be made
inactive automatically provided that no signalling traffic is carried on tha:
signalling link.

Deactivation of a particular signalling link may also he initiat,,,!
manually, for example in conjunction with manual maintenance activities.

When a decision has been taken to deactivate a signalling lin,.
the signalling terminal and signalling data link may be disconnect,,!.

After deactivation, the idle signalling terminal may become pa,!
of other signalling links (see Section 10.5).

(3854)
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10.3.4 Link set activation

A signalling link set not having any signalling links in service
is started by means of a link set activation procedure. The objective of th,
procedure is to activate a specified number of signalling links for the lirK
set. The activated signalling links should, if possible, be the signallinj,
links having the highest priority in the link set.

Two alternative link set activation procedures are defined:

- link set normal activation,

- link set emergency restart.

a) Link set normal activation

Link set normal activation is applicable when a link set is to
be put into service for the first time (link set initial activation) or when a

link set is to be restarted (link set normal restart); the latter is applicable
for example in the case when:

- all signalling links in a link set are faulty,

- a processor restart in a signalling point makes it necessary to
re-establish a link set,

- a signalling point recognizes other irregularities concerning
the interworking between the two signalling points, for examp1 ,li
that a certain signalling data link is associated with different
signalling links at the two ends of the link set,

provided that none of the above events create an emergency situation.

When link set normal activation is initiated, signalling link
activation starts on as many signalling links as possible. (All signalling
links in the link set are regarded as being inactive at the start of the
procedure.) If activation cannot take place on all signalling links in the link
set (for example, because a sufficient number of signalling terminals is nlt
available), then the signalling links to activate are determined in accordanct
with the link priority order.

Note - All idle signalling terminals may not necessarily be
made avai TTe for link set activation. Thus making possible, for example,
restoration of faulty signalling links in other link sets at the same time.

The signalling link activation procedures are performed as
specified in Section 10.3.1.

(3854)
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If the activation attempt for a signalling link is unsuccessful,
(i.e. initial alignment is not possible) activation of the next inactive
signalling link, if any, in the priority order is initiated 1). According
to the principles for automatic allocation of signalling terminals defined in
Section 10.5 the signalling terminal connected to the unsuccessfully activated
signalling link, will typically be connected to the signalling data link of
that signalling link for which the new activation attempt is to be made.

When a signalling link is successfully activated, signalling
traffic may commence.

After the successful activation of one signalling link, the
activation attempts on the remaining signalling links continue in accordance
with the principles defined in Section 10.3.1, in such a way that the
signalling links having the highest priorities are made active. This is done in
order to obtain, if possible, the normal configuration within the link set.
Signalling link activation continues until the predetermined number of active
signalling links is obtained.

b) Link set emergency restart

Link set emergency restart is applicable in the case when the
link set normal restart procedure is not fast enough. Emergency restart is
performed in the same way as link set normal activation except that in the case
of emergency restart, the emergency proving procedure and the short emergency
time-out values (cf C103) are employed in order to accelerate the procedure,
see further Section 10.2.4, point b.

C) Time-out values

The values of the time-outs included in the initial alignment
procedure (see E153) should be different at the two ends of the link set. These
values are for further study.

10.4 Signalling link management procedures based on automatic
allocation of signalling data links and signalling termi .nals

10.4.1 Signalling link activation

a) In the absence of failures a link set contains a certain
predetermined number of active (i.e. aligned) signalling links. The link set
may also contain a number of inactive signalling links.

An inactive signalling link is a signalling link currently not
in operation. It is not associated with any signalling terminal or signalling.
data link, (i.e. the signalling link is only identified by its position in the
link set).

The number of active and inactive signalling links (in thi'
absence of failures) and the priority order for the signalling links in a n
set, should be identical at both ends of the link set.

1) Inactive links exist in the case when the number of signalling,
terminals available is less than the number of signalling links defineAi
for the link set.
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b) Whenever the number of active signalling links is below tlo

value specifiedi fur the link set, actions to activate new inactive signalling
links should be taken automatically. This is for example applicable when a
link set is to be brought into service for the first time (Bee Section 10.4.4)
or when a link failure occurs. In the latter case, activation starts when the
the restoration attempts on the faulty link are considered unsuccessful
(see Section 10.4.2).

The signalling link(s) to activate is the inactive link(s)
having the highest priority in the link set.

If it is not possible to activate a signalling link an attempt
to activate the next inactive signalling link (in priority order) is made. In
the case when an activation attempt performed on the last signalling link in
the link set is unsuccessful, the "next" signalling link is the first inactivr-
link in the link set (i.e. a cyclic assignment).

Note - Activation of the next signalling link is only
initiatedTthe link set includes an alternative link group, having access to

other signalling terminals and/or other signalling data links than the
signalling link for which activation is not possible.

Activation of a particular signalling link may also be initiated
upon receiving a request from the remote signalling point, or by a manual
request.

Activation sla11 not be initiated automatically for a signalling
link previously inactivated by means of a manual intervention.

C) When a decision is taken to activate a signalling link, the
signallin-g terminals and signalling data link to be employed have to hQ
allocated.

A signalling terminal is allocated automatically by means of the
function defined in Section 10.5.

The signalling data link is allocated automatically by means of
the function defined in Section 10.6. However, in conjunction with link set
activation the identity of the si'nall ing data link to use may be predetermine,!
(see further Section 10.4.4). A signalling data link which is not connected to
a signalling terminal may be utilized for other purposes, for example, as a
speech circuit. When the data link is to be employed for signalling, it must be
removed from its alternative use.

In the case when the automatic allocation functions cannot
provide a signalling terminal or a signalling data link, the activation attempt
is aborted.

d) When the signalling data link and signalling terminal to be used
for a particular signalling link are determined, the signalling terminal is
connected to the signalling data link and signalling link initial alignment
starts (see C103). If the initial alignment procedure is successful, the
signalling link is active and ready to convey signalling traffic.

(3854)
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If initial alignment is iot possible, as determined at Message'
Transfer Part level 2 (see CIO]), alternative signalling data links are
automatically connected to the signalling terminal, until an initial alignment
procedure is successfully completed. In the case when the function for
automatic allocation of signalling data links cannot provide an alternative
signalling data link, the activation is regarded as unsuccessful and activation
of the next inactive signalling link (if any) is initiated Esee however th,
note to point b) above). Successive initial alignment attempts may continue on
the previous signalling link until it is activated or its signalling terminal
is disconnected (see Section 10.5).

10.4.2 Signalling link restoration

a) After a signalling link failure is recognized, signalling
link initial alignment will take place (see C103). In the case when the initial
alignment is successful, the signalling link is regarded as restored and thus
available for signalling.

If the initial alignment is unsuccessful, the signalling
terminal and signalling data link may be faulty and require replacement.

b) The signalling data link may be automatically replaced by an
alternative, in accordance with the principles defined in Section 10.6. After
the new signalling data link has been connected to the signalling terminal
signalling link initial alignment starts. If successful, the signalling link is
restored. If not, alternative data links are connected to the signalling
terminal, until an initial alignment procedure is successfully completed.

If the automatic allocation function cannot provide a new
signalling data link, activation of the next inactive signalling link (if any)
is initiated Esee however the note to point b) of Section 10.4.13. Successive
initial alignment attempts may however continue on the faulty signalling link
until it is restored or its signalling terminal is disconnected.

c) The signalling terminal may be automatically replaced in
accordance with the principles defined in Section 10.5. After the new
signalling terminal has been connected to the signalling data link, signalling
link initial alignment starts. If successful, the signalling link is restored.
If not, activation of the next signalling link in the link set (if any)
starts Esee however the note to point b) of Section 10.4.13.

Successive initial alignment attempts may, however, continue on
the faulty signalling link until it is restored or, for example, the signalling

terminal or signalling data link is disconnected.

Note - Activation of the next signalling link in the link set
should not be initiated as long as one of the activities described in pointR b)
and c) above is taking place.
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10.4.3 Signalling link deactivation

In the absence of failures, a link set contains a specified
number of active (i.e. aligned) signalling links. Whenever that number is
exceeded (e.g. as a result of signalling link restoration) the active
signalling link having the lowest priority in the link set is to be made
inactive automatically, provided that no signalling traffic is carried on tha"
signalling link.

Deactivation of a particular signalling link may also be
initiated manually, for example in conjunction with manual maintenance
activities.

When a decision has been taken to deactivate a signalling link.,
the signalling terminal and signalling data link may be disconnected. After
deactivation, the idle signalling terminal and signalling data link may becom>
parts of other signalling links (see Sections 10.5 and 10.6).

10.4.4 Link set activation

Link set activation is applicable in the case when a link set
not having any signalling links in service is to be started for the first tirro
or after a failure (see Section 10.3.4). The link set activation procedure is
performed as specified in Section 10.3.4, also as regards the allocation of
signalling data links, that is, signalling data links are allocated in
accordance With a predetermined list assigning a signalling data link to sor-,P
or all of the signalling links in the link set. This is made in order to cater
for the situation when it is not possible to cormmunicate with the remote end unf

the link set (c.f. Section 10.6). However, when a signalling link has becor.&
active, signalling data link allocation may again be performed autotaatically
(i.e. activation of a signalling link takes place as specified in
Section 10.4.1).

10.5 Automatic allocation of signalling terminals

in conjunction with the signalling link activation and
restoration procedures specified in Sections 10.3 and 10.4, signalling
terminals may be allocated automatically to a signalling link. A signallin'
terminal applicable to the link group is allocated in accordance withi the
following principles:

a) an idle signalling terminal (i.e. a signalling terminal not
connected to a signalling data link) is chosen if possible;

b) if no idle signalling terminal is available, a signalling
terminal is chosen which is connected to an unsuccessfully
restored or activated signalling link.

Note - Activation and restoration is regarded as unsuccessful
when it is not possible to complete the initial alignment procedure
successfully (see Sections 10.3 and 10.4).

Measures should be employed to ensure that signalling terminals
to be allocated to signallivig links are able to function correctly (see
Recommendation Q.707 C43).
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A link set may be assigned a certain number of signalling
terminals. A signalling terminal may be transferred from a signalling link in
one link set to a signalling link in another link set (in accordance with b)
above) only when the remaining number of signalling terminals in the link set
is not below the specified value.

Note - From a link set with a minimum number of signalling
terminals, only one signalling terminal and signalling data link may be removed

at a time (e.g. for testing, see E43).

10.6 Automatic allocation of signalling data links

10.6.1 In conjunction with the signalling link activation and restoration
procedures specified in Section 10.4, signalling data links may be allocated
automatically. Any signalling data link applicable to a link group may be
chosen for a signalling link within that link group.

The signalling data links applicable to a link group are
determined by bilateral agreement and may, for example, include all speech
circuits between two exchanges. A signalling data link may also be established
as a semi-permanent connection via one or more intermediate exchanges.

When a potential signalling data link is not employed for
signalling, it is normally used for other purposes (e.g. as a speech circuit).

The identity of the signalling data link to be used for a
particular signalling link is determined at one of the two involved signalling
points and reported to the remote end by a signalling data link connection
order message. The signalling point controlling the choice of signalling data
link is the signalling point initiating the activation or restoration procedure
or, in the case when both ends initiate the procedure at the same point in
time, the signalling point having the highest signalling point code (included
in the label of the message).

10.6.2 When a signalling data link has been chosen at a signalling point,
the data link is made unavailable for other uses (e.g. as a speech circuit)
and an order to connect the appointed signalling data link to a signalling
terminal is sent to the signalling point at the remote end of the signalling
link.

The signalling-data-link-connection-order 
contains:

- the label, indicating the destination and originating
signalling points and the identity of the signalling link to
activate or restore;

- the signalling-data-link-connection-order;

- the identity of the signalling data link.

Formats and codes for the signalling-data-link-connection-order
message appear in Section 13.
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10.6.3 Upon reception of the signalling-data-link-connertion-ordtr, th,

following applies:

a) In the case when the signalling link to wlhich a received
signalling-data-link-connection-order refers is inactive as sf,.

from the receiving signalling point, the message is regarded a atr

order to activate the concerned signalling link, resulting in, f,r

example, allocation of a signalling terminal. The signalling data
link indicated in the signalling-data-link-connection-order is

then connected to the associated signalling terminal and

signalling link initial alignment starts. An acknowledgemen: ic

sent to the remote signalling point.

In the case when it is not possible to connect the appointed

signalling data link to a signalling terminal (e.g. because

there is no working signalling terminal aveilable), the

acknowledgement contains an indication informing the remote
signalling point whether or not an alternative signalling
data link should be allocated to the concerned signalling line.

b) In the case when the signalling point receives a signalling

data link connection order when waiting for an acknowledgement,

the order is disregarded in the case when the signalling point

code of the receiving signalling point is higher than the

signalling point code of the remote signalling point. If ti.
remote signalling point has the highest signalling point cod,,

the message is acknowledged and the signalling data link

referred to in the received message is connected.

c) In the case when a signalling-data-link-connection-order is

received in other situations, (e.g. in the case of an error

in procedure) no actions are taken.

The signalling-data-link-connection-acknowledgement contains the

label, indicating the destination and originating signalling points and the

identity of the signalling link to activate or restore, and one of the

following signals:

connection-successful signal, indicating that the signallins-

data link has been connected to a signalling terminal;

connection-not-successful signal, indicating that it was not
possible to connect the signalling data link to a signalling

terminal, and that an alternative signalling data link should

be allocated;

connection-not-possible signal, indicating that it was not
possible to connect the signalling data link to a signalling

terminal, and that no alternative signalling data link should

be allocated.

Formats and codes for the signalling-data-link-connection-

acknowledgement message appear in Section 13.
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10.6.4 When the signalling point initiating the procedure receives a message
indicating that signalling data link and signalling terminal have been
connected at the remote end, the signalling data link is connected to the
associated signalling terminal and initial alignment starts (see
Section 10.4).

In the case when the acknowledgement indicates that it was not
possible to connect the signalling data link to a signalling terminal at the
remote end, an alternative signalling data link is allocated and a new
signalling data link connection order is sent (as specified above). However, if
the acknowledgement indicates that no alternative signalling data link should
be allocated, the activation or restoration procedure is terminated for the
concerned signalling link.

If no signalling-data-link-connection-acknowledgement or -order
is received from the remote signalling point within a time-out T7 - 2 s
(provisional value), the signalling-data-link-connection-order is repeated.

10.6.5 When a signalling data link is disconnected in conjunction with
signalling link restoration or deactivation, the signalling data link is made
idle (and available, e.g. as speech circuit).

II Signalling route managemnt

11.1 General

The purpose of the signalling route management function is to
ensure a reliable exchange of information between the signalling points about
the availability of the signalling routes.

The unavailability and availability of a signalling route is
communicated by means of the transfer-prohibited and transfer-allowed procedure
respectively, specified in Sections 11.2 and 11.3.

Recovery of signalling route status information is made by means
of the signalling-route-set-test procedure specified in Section 11.4.

11.2 Transfer-prohibited

11.2.1 The transfer-prohibited procedure is performed at a signalling point
acting as a signalling transfer point for messages relating to a given
destination, when it has to notify one or more adjacent signalling points that
they must no longer route the concerned messages via that signalling transfer
point.
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The transfer-prohibited procedure makes use of the transfer-prohibite2

message and of thc transfer-prohibited-acknowledgement message which contain:

- the label, indicating the destination and originating points;

the transfer-prohibited (or

transfer-prohibited-acknowledgement) signal;

and

the destination for which traffic transfer is no longer

possible. 1)

Formats and codes of these messages appear in Section 13.

11.2.2 A transfer-prohibited message relating to a given destination "X
is sent from a signalling transfer point "Y" in the following cases:

i) When signalling transfer point "Y" starts to route (at

changeover, changeback, forced or normal rerouting) signalling

traffic destined to signalling point "X" via a signalling

transfer point "Z" not currently used by signalling transfer

point "Y" for this traffic. In this case the transfer-prohihitpe'

message is sent to signalling transfer point "Z".

ii) When signalling transfer point "Y" recognizes that it is

unable to transfer signalling traffic destined to signalling

point "X" (see Sections 5.3.3 and 7.2.3). In this case a
transfer-prohibited message is sent to all accessible adjacert

signalling points.

iii) When a message destined to signalling point "X' is received
at signalling transfer point "Y" and signalling transfer

point "Y" is unable to transfer the message. In this case

the transfer-prohibited message is sent to the adjacent

signalling point from which the concerned message was received.

If no transfer-prohibited-acknowledgement is received in response

to a transfer-prohibited message within T8 - I s (provisional value) the

transfer-prohibited message is repeated. During this time, the

transfer-prohibited message will not be sent according to criterion iii)

above.

Examples of the above situation appear in E123.

11.2.3 When a signalling point receives a transfer-prohibited message fror

signalling transfer point "Y" it sends in response to Signalling Transfer

Point "Y" a transfer-prohibited-acknowledgement; moreover it performs the

actions specified in Section 7 (since r.ception of transfer-prohibited messar,

indicates the unavailability of the concerned signalling route, see

Section 3.4.1).

1) The possibility to refer to a more general destination than a
single signalling point (e.g. a signalling region), or more
restrictive than a single signalling point (e.g. an individual

User Part) is for further study.
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11.2.4 In some circumstances it may happen that a signalling point recei,,.
either a repeated transfer-prohibited message or a transfer-prohibited message
relating to a non existent route (i.e. there is no route from that signalling
point to the concerned destination via signalling transfer point "Y", according
to signalling network configuration) or to a destination which is already
inaccessible, due to previous failures; in this case a
transfer-prohibited-acknowledgement is sent, without further actions.

11.3 Transfer-allowed

11.3.1 The transfer-allowed procedure is performed at a signalling point,

acting as signalling transfer point for messages relating to a given

destination, when it has to notify one or more adjacent signalling points that
they may start to route to it, if appropriate, the concerned messages.

The transfer-allowed procedure makes use of the transfer-allowed
message and of the transfer-allowed-acknowledgement which contain:

- the label, indicating the destination and originating points;

- the transfer-allowed (or transfer-allowed-acknowledgement)

signal;

and

- the destination for which tranfer is now possible. l)

Formats and codes of these messages appear in Section 13.

11.3.2 A transfer-allowed message relating to a given destination "X" is
sent from signalling transfer point "Y" in the following cases:

i) When signalling transfer point "Y" stops routing (at
changeback or normal rerouting) signalling traffic destine to
signalling point "X" via a signalling transfer point "Z" (to
which the concerned traffic was previously diverted as a

consequence of changeover or forced rerouting). In this case the
transfer-allowed message is sent to signalling transfer point "7".

ii) When signalling transfer point "Y" recognizes that it is

again able to transfer signalling traffic destined to signallin),
point "X" (see Sections 6.2.3 and 8.2.3). In this cast, a
transfer-allowed message is sent to all accessible adjacent
signalling points.

If no transfer-allowed-acknowledgement is received in response
to a transfer-allowed message within T9 = I s (provisional value), the
transfer-allowed message is repeated.

Examples of the above situations appear in E123.

1) The possibility to refer to more general destination than a single
signalling point (e.g. a signalling region), or more restrictive
than a single signalling point (e.g. an individual User Part) i-
for further study.

(3854)
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11.3.3 When a signalling point receives a transfer-allowed message fro-
signalling transf'-r point "Y", it sends in response a
transfer-allowed-acknowledgement to signalling transfer point; moreover it
performs the actions specified in Section 8 (since reception of a
transfer-allowed message indicates the availability of the concerned signalling
route, see Section 3.4.2).

11.3.4 In some circumstances it may happen that signalling point receiv-s
either a repeated transfer-allowed message or a transfer-allowed message
relating to an existing signalling route (i.e. there is no route from that
signalling point to the concerned destination via signalling transfer point "Y"
according to the signalling network configuration); in this case a
transfer-allowed-acknowledgement is sent, without further actions.

11.4 Signalling-route-set-test

11.4.1 The signalling-route-set-test procedure is used at a signalling
point to test whether or not signalling traffic towards a certain destination
may be routed via an adjacent signalling transfer point.

The procedure make use of the signalling-route-set-test message,
and the transfer-allowed and the transfer-prohibited procedures.

The signalling-route-set-test message contains:

- the label, indicating the destination and originating points;

- the signalling-route-set-test signal, and

- the destination the accessibility of which is to be
tested. 1)

Format and coding of this message appear in Section 13.

11.4.2 A signalling-route-set-test message is sent from a signalling
point in the following cases:

a) When a transfer-prohibited message is received from an
adjacent signalling transfer point. In this case a
signalling-route-set-test message is sent to that signalling
transfer point referring to the destination declared inaccessible
by the transfer-prohibited message every 30 seconds (provisional
value) until a transfer-allowed message, indicating that the
destination has become accessible, is received.

b) When a previously unavailable link set, directly connecting
the signalling point with a signalling transfer point, becomes
available. In this case signalling-route-set-test messages sent
to the signalling transfer point refer to all destinations which
in the absence of failures are accessible via the signalling

transfer point.

1) The possibility to refer to more general destination than a
single signalling point (e.g. a signalling region), or more
restrictive than a single signalling point (e.g. an individual
User Part) is for further study.
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c) When the route status information at a signalling point is
to be updated for example in conjunction with processor restart.
In this case signalling-route-set-test messages, referring to
all destinations which in the absence of failures are accessible
from the signalling point are sent. For a certain destination a
signalling-route-set-test message is sent to each adjacent
signalling transfer point which under normal conditions is
capable of routing signalling traffic to the destination.

In case a) above, the procedure is used in order to recover the
signalling route availability information that may not have been received
because of some signalling network failure.

In cases b) and c) above, the positive or negative responses to
the test messages (i.e. the reception of transfer-allowed messages or
transfer-prohibited messages) are used to update route status information in
the signalling point.

11.4.3 A signalling-route-set-test message is sent to the adjacent
signalling transfer point as an ordinary signalling network management
message.

11.4.4 At the reception of a signalling-route-set-test message, a
signalling transfer point will send in response:

- a transfer-allowed message, referring to the destination the
accessibility of which is tested, if the signalling transfer
point can reach the indicated destination via a signalling link
not connected to the signalling point from which the
signalling-route-set-test message was originated;

- a transfer-prohibited message in all other cases (including the
inaccessibility of that destination).

11.4.5 At the reception of the transfer-allowed or transfer-prohibited
message, the signalling point will perform the procedures specified in
Sections 11.2.3 and 11.3.3 respectively.
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12 Camn characteristics of message signal unit formats

12.1 General

The basic signal unit format which is comon to all message
signal units is described in C153. From the point of view of the Message
Transfer Part level 3 functions, comon characteristics of the message signal
units are the presence of:

- the service information octet;

- the label, contained in the signalling information field, snd,
in particular, the routing label.

12.2 Service information octet

The service information octet of message signal units contains
the service indicator and the sub-service field. The structure of the service
information octet is shown in Figure 12-1 (Q.704).

D C B A D C B A

Sub-service field Service indicator

14 14 st bit transmitted

CT T - 3%9sic

Figure 12-1 ( -.01 Service information octet

12.1.1 Service indicator

The service indicator is used by signalling handling functions
to perform message distribution (see Section 2.4) and, in some special
applications, to perform message routing (see Section 2.3).

The service indicator codes are allocated as follows:

bits D CB A

0 o 0 0 Signalling network management messages

o 0 0 1 Signalling network testing and maintenance
message s

00 101 Spare for international allocation
00 11

o 1 0 0 Telephone User Part

0 1 0 1 Spare for international allocation

o 1 1 0 Data User Part (call and circuit related
messages)
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0 1 1 1 Data User Part (facility registration and
cancellation messages)

1 0 0 1 Spare for international allocation

100100O

1 1 0 1 For national use

11 11100

12.2.2 Sub-service field

The sub-service field contains the national indicator (bits C
and D) anid two spare bits (bits A and B). The national indicator is used by
signalling message handling functions (e.g. in order to determine the relevant
signalling point numbering scheme), see Sections 2.3 and 2.4.

The two spare bits, coded 00, are available for possible future
needs that may require a co on solution for all international User Parts.

The national indicator provides for discrimination between
international and national messages. In the case of national messages it can be
used, for example, for discrimination between different label structures. The
national indicator codes are allocated as follows:

bits D C

0 0 International message

0 1 Spare (for international use only)

1 0 National message

I I Reserved for national use

The international spare code (01) should not be used for
implementing features which are to be provided both internationally and
nationally.

In national applications when the discrimination provided by the
national indicator is not used, the whole sub-service field can be used
independently for different User Parts.

12.3 Label

The structure and content of the label is defined for each User
Part and is defined in the relevant specification. The common part of the labol
used for signalling message handling, the routng label, is specified in
Section 2.2.

(3854)
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13 Formats and codes of signalling network management messages

13.1 General

13.1.1 The signalling network management messages are carried on the
signalling channel in message signal units, the format of which is described in
Recoimmendation Q.703, Section 2 C153, and Section 12 of this Recotmmendat ion. in
particular, as indicated in Section 12.2 these messages are distinguished by
the configuration 0000 of the service indicator (SO). The sub-service field
(SSF) of the messages is used according with the rules indicated in
Section 12.i2.2.

13.1.2 The signalling information field consists of an integral nuimber
of octets and contains the label, the heading code and one or more signals and
indications. The structure and function of the label, and of the heading code,
are described in Sections 13.2 and 13.3 respectively; the detailed message
formats are described in the following sections. For each message the sequence
of fields is shown in the corresponding figure, including fields that may or
may not be present.

In the figures, the fields are shown starting from the right to
the left (i.e. the first field to be transmitted is at the right).

13.2 Label

For signalling network management messages the label coincides
with the routing label and indicates the destination and originating signalling
points of the message; moreover, in the case of messages related to a
particular signalling link, it also indicates the identity of the signalling
link -,t~g those interconnecting the destination and originating points. The
standa- label structure of Message Transfer Part level 3 messages appears
in Figure 13-1 (Q.704); the total length is 32 bits.

SLC OPC DPC

1st lit

Length
(bit) CCITT - 3~S 70

Figure 13-1 k.-7041 Standard label structure

The meaning and use of the destination point code (DPC) and of
the originating point code (OPC) fields are described in Section 2. The
signalling link code (SLC) indicates the signalling link, connecting the
destination and originating points, to which the message is related. If the
message is not related to a signalling link, or another particular code is not
specified, it is coded 0000.
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13.3 Heading code (Ho)

The heading code (Ho) is the 4 bit field following the label and
identifies the message group.

The different heading codes are allocated as follows:

0 0 0 0 Spare

0 0 0 1 Changeover and changeback messages

0 0 1 0 Emergency changeover message

0 0 1 1 Spare (reserved for signalling-traffic-flow-control-
messages

0 1 0 0 Transfer-prohibited and -allowed messages

0 1 0 1 Signalling-route-set-test message

0 1 1 0 Spare

0 1 1 1 Spare

1 0 0 0 Signalling-data-link-connection messages

The remaining codings are spare.

The synopsis of signalling network management messages is given
in Table 13-1 (Q.704).

13.4 Changeover message

13.4.1 The format of the changeover message is shown in Figure 13-2 (Q.70-".

0 DCBA 0001

F ,]! of last leadlnr Heading Label
accepted IV.U code P, code !

Figure 13-Z' ( ) - Chant--over messra-, CITT -J%6

( 5

(3854)
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13.4.2 The changeover message is made up of the following fields:

- Label (32 bits): see Section 13.2.

- Heading code (Ho) (4 bits): see Section 13.3.

- Heading code HI (4 bits): see Section 13.4.3.

- Forward sequence number of last accepted message signal unit
(7 bits).

- A filler bit coded 0.

13.4.3 The Heading code HI contains signal codes as follows:

bit D C B A

0 0 0 1 Changeover order signal

0 0 1 0 Changeover acknowledgement signal

13.5 Changeback message

13.5.1 The format of the changeback message is shown in Figure 13-3 (Q.704).

DCBA 0001

Heading HeadinC

Changeback code code code Label
H H0

I ~ist 1hi:

8 4 32 transmitted

CCITT - 36 S40

Figure 13-3 ( 7 04) - Changeback message

13.5.2 The changeback message is made up of the following fields:

- Label (32 bits): see Section 13.2.

- Heading code Ho (4 bits): see Section 13.3.

- Heading code HI (4 bits): see Section 13.5.3.

- Changeback code (8 bits): see Section 13.5.4.

13.5.3 The Header code HI contains signal codes as follows:

bit C D B A

0 1 0 1 Changeback declaration signal

0 1 1 0 Changeback acknowledgement signal

13.5.4 The changeback code is an 8 bit code assigned by the signalling

point which sends the message according to the criteria described in

Section 6.

(3854)
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13.6 Emergency changeover message

13.6.1 The format of the emergency changeover message is shown in
Figure 13.4 (Q.704).

DC BA 0 010

Heading Heading
code code Label
H H0

1 

t
- -- ist t it

1 32 traszit:

CCITT - JS$7

Figure 13-4 ( ) - Emergency changeover message-

13.6.2 The emergency changeover message is made up of the following fields:

- Label (32 bits): see Section 13.2.

- Heading code Ho (4 bits): see Section 13.3.

- Heading code HI (4 bits): see Section 13.4.3.

13.7 Transfer-prohibited message

13.7.1 The format of the transfer-prohibited message is shown in
Figure 13-5 (Q.704) 1).

SD C hA O i0 0

Heading Heading

Destinat i- code code La
}!i Hj

/r

CClIT - 3$o9.

Fiiurt. 13-, ( T ) Trancf'r-jrhn.r:: ..

13.7.2 The transfer-prohibited message is made up of the following fipld-<

- Label (32 bits): see Section 13.2.

- Heading code Ho (4 bits): see Section 11.3.

- Heading code HI (4 bits): see Section 13.7.3.

- Destination (14 bits): see Section 13.7.4.

- Spare bits (2 bits) code 00.
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13.7.3 The heading code HI contains signal codes as follows:

bit D C B A

0 0 0 1 Transfer-prohibited signal

0 0 1 0 Transfer-prohibited-acknowledgement signal

13.7.4 The destination field contains the identity of the signalling point
to which the message refers.

13.8 Transfer-allowed message

13.8.1 The format of the transfer-allowed message is shown in
Figure 13-6 (Q.704). 1)

0 0 ,CbA lO0

Heading Heading

Destination code code Label
H1  HOK 0 LII

214 3-

Figure 1 -t ( ) - Transfer allowed message CCITT - 3%99C

13.8.2 The transfer-allowed message is made up of the following fields:

- Label (32 bits): see Section 13.2.

- Heading code Ho (4 bits): see Section 13.3.

- Heading code HI (4 bits): see Section 13.8.3.

- Destination (14 bits): see Section 13.7.3.

- Spare bits (2 bits) coded 00.

13.8.3 The heading code HI contains signal codes as follows:

bit D C B A

0 1 0 1 Transfer-allowed signal

0 1 1 0 Transfer-allowed-acknowledgement signal

1) The possibility to refer to more general destination than a single
signalling point (e.g. a signalling region), or more restrictive
than a single signalling point (e.g. an individual User Part) is

for further study.
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13.9 Signa I ing-route-set-test message

13.9.1 The format of the signalling-route-set-test message is shown in
Figure 13-7 (Q.704). 1)

00 000 11 0 0

Heading Heading

Destination code code Label
HI H0

___ ___ _________ _________ ________ it bit

14 4 b 32 transmite j

Figure 13-7 ( 704 ) - Signalling-route-set-test message ccITI-3ss9

13.9.2 This message is made up of the following fields:

- Label (32 bits): see Section 13.2.

- Heading code Ho (4 bits): see Section 13.3.

- Heading code HI (4 bits): is coded 0001.

- Destination (14 bits): see Section 13.7.3.

- Spare bits (2 bits), coded 00.

13.10 Signalling data link connection order messaC-

13.10.1 The format of the signalling data link connection order messag,
is shown in Figure 13-8 (Q.704).

0000 0 0 1 1 0 O0

Signai1n -, da*.ti Healir,,- HeadinC
link. idertit- code cojc Label

L - h3 r an:: t i

CCITT - IS90,

Figure 13-8 (7 ) - Sigialling-data-link-connection-orJer
mess are

1) The possibility to refer to more general destination than a singlo
signalling point (e.g. a signalling region), or more restrictive
than a single signalling point (e.g. an individual User at t .
for further study.
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13.10.2 The signalling-data-link-connection-order messige is made up of
the following fields:

- Label (32 bits): see Section 13.2.

- Heading code Ho (4 bits): see Section 13.3.

- Heading code HI (4 bits): is coded 0001.

- Signalling data link identity (12 bits): see Section 13.10.3.

- Spare bits (4 bits) coded 0000.

13.10.3 The signalling data link identity field contains the circuit
identification code (CIC), or the bearer identification code in case of a
64 kbit/s channel used to carry submultiplexed data streams (BIC), of the
transmission link corresponding to the signalling data link.

13.11 Signalling-data-link-connection-acknowledgement message

13.11.1 The format of the signalling data link connection acknowledgement
message is shown in Figure 13-9(Q.704).

L C b A 1 0 0 0

Heading Heading
code code Label

H0

Ist hit
432 transmitted

CCIT - 3%170

Figure 13-9 ( . 0 ) - Signalling-data-link-connection-acknowledgement-
message

13.11.2 The signalling data link connection acknowledgement message is made
up of the following fields:

- Label (32 bits): see Section 13.2.

- Heading code Ho (4 bits): see Section 13.3.

- Heading code Hi (4 bits): see Section 13.11.3.

13.11.3 The heading code HI contains signal codes as follows:

bit HO D C B A

0 0 1 0 Connection-successful signal

0 0 1 1 Connection-not-successful signal

0 1 0 0 Connection-not-possible signal

(3854)
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APBBEVIATI')N7 US11 IN ~ A:%1~

CB.A - Changeback-acknowleligement. siift

CBD - Changeback-declaratior, signalI

CR14 - Changeover and changeback messai-f

CNP - Connection-not-pocsitle sigr:a,

CNIS - Connection-not-successfal cgnal

COA - Changeover-acknowledgemeunt signz:1

COD - Changeover-order signal

CSS - Connection-successful signal

DLC - Signalling-data-link-connection-order siGrna1

DLM - Signalling-data-link-connection-order messacu

ECA - Emergency-changeover-acknowledgenent signal

ECY - Emergency changeover rnessag_,

ECO - Emergency-changeover-order signia!

FCM~ - Signalling-traffic-flow messages

RSM - Signalling-route-set-test message

RST - Signalling-route-set-test signal

TAA - Transfer-allowed-acknow.ledgement signal

TFA - Transfer-allowed signal

TF14 - Transfer-prohibited and transfer-allowed message--

TFP - Transfer-prohibited signal

TPA - Transfer-prohibited-acknowledgement signal
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- 165 -
AP VII-No. 18-E

14 State transition diagrams

14.1 General

This Section contains the description of the signalling network
functions described in Sections 2 to 11 in the form of state transition
diagrams according to the CCITT Specification and Description Language (SDL).

A set of diagrams is provided for each of the following major
* functions:

a) signalling message handling (SMH), described in Section 2;

b) signalling traffic management (STM), described in Sections 4
to 9;

c) signalling route management (SRM), described in Section 10;

d) signalling link management (SLM), described in Section 11.

For each major function a figure illustrates a subdivision functional
specification blocks, showing their functional interactions as well as the
interactions with the other major functions. In each case this is followed
by Figures showing state transition diagrams for each of the functional
specification blocks.

The detailed functional breakdown shown in the following diagrams is
intended to illustrate a reference model and to assist interpretation of the
text in the earlier sections. The state transition diagrams are intended to
show precisely the behaviour of the signalling system under normal and abnorma,
conditions as viewed from a remote location. It must be emphasized that the
functional partitioning shown in the following diagrams is used only to
facilitate understanding of the system behaviour and is not intended to specif%
the functional partioning to be adopted in a practical implementation of the
signalling system.

14.2 Draughting conventions

a) Each major function is designated by its acronvn (e.c.

SMi = signalling message handling).

b) Each functional block is designated by an acronw.T wh. :)
identifies it and also identifies the major function to which it beloT ,.
(e.g. HMRr = signalling message handling-message routing);

I.AC = signalling traff.c manage;ent-link availabTliTy control).

c) External inputs and outputs are used for interactions betwc,,-
different functional blocks. Included within each input and output svmbol in
thc. -tat.- trans ition diagrams art acronyms which identifyv the functions we
are the source and destination of the messag., e.g.

L? - L3 indicates that the message is sent between
funct ional IPvel
from: functional level 2
t f tun t ional l-v,.1

(3854)
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RTPC - TSRC indicates that the message is sent within a
functional level (3 in this case)
from: signalling route management-transfer

prohibited control
to: signalling traffic management-signalling

routing control

d) Internal inputs and outputs are only used to indicate control
of time-outs.

14.3 Signalling message handling

Figure 14-1 (Q.704) shows a subdivision of the signalling
message handling (SMH) function into smaller functional specification blocks

and also shows the functional interactions between them. Each of these
functional specification blocks is described in detail in a state transition
diagram as follows:

a) message discrimination (HMDC) is shown in Figure 14-2
(Q.704);

b) message distribution (HDT) is shown in Figure 14-3 (Q.704);

c) message routing (H1MRT) is shown in Figure 14-4 (Q.704).

14.4 Signalling traffic management

Figure 14-5 (Q.704) shows a subdivision of the signalling traffic
management (STM) function into smaller functional specification blocks and
also shows functional interactions between them. Each of these functional
specification blocks is described in detail in a state transition diagram as
follows:

a) link availability control (TLAC) is shown in
Figure 14-6 (Q.704);

b) signalling routing control (TSRC) is shown in

Figure 14-7 (Q.704);

c) changeover control (TCOC) is shown in Figure 14-8 (Q.704);

d) changeback control (TCBC) is shown in Figure 14-9 (Q.704);

e) forced rerouting control (TFRC) is shown in
Figure 14-10 (Q.704);

f) controlled rerouting control (TCRC) is shown in
Figure 14-11 (Q.704);

g) signalling traffic flow control (TSFC) is shown in
Figure 14-12 (Q.704).
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14.5 Signalling link management

Figure 14-13 (Q.704) shows a subdivision of the signalling linlK
management function (SLM) into smaller functional specification blocks and also
shows functional interactions between them. Each of these functional
specification blocks is described in detail in a state transition diagram as
follows:

a) link set control (LLSC) is shown in Figure 14-14 (Q.704);

b) signalling link activity control (LSAC) is shown in
Figure 14-15 (Q.704);

c) signalling link activation (LSLA) is shown in
Figure 14-16 (Q.704);

d) signalling link restoration (LSLR) is shown in
Figure 14-17 (Q.704);

e) signalling link deactivation (LSLD) is shown in
Figure 14-18 (Q.704);

f) signalling terminal allocation (LSTA) is shown in
Figure 14-19 (Q.704);

g) signalling data link allocation (LSDA) is shown in
Figure 14-20 (Q.704).

14.6 Signalling route management

Figire 14-21 (Q.704) shows a subdivision of the signalling routt-
management (SRM) function into smaller functional specification blocks and aisU
shows functional interactions between them. Each of these functional
specification blocks is described in detail in a state transition diagram a
follows:

a) transfer prohibited control (RTPC) is shown in
Figure 14-22 (Q.704);

b) transfer allowed control (RTAC) is shown in
Figure 14-23 (Q.704);

c) signalling route set test control (RSRT) is shown in
Figure 14-24 (Q.704).

(3854)
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ABBREnIATIONK USE 11 FIGURES lh-1 to IL.2 (Q.701.)

BSNT - Backward sequence number of next signal unit to be transmittei

DPC - Destination point code

FSNC - Forward sequence number of last message signal unit accelJteI
by remote level 2

HMDC - Message discrimination

HMDT - Message distribution

1U4FT - Message routing

Ll - Level 1

L2 - Level 2

L3 - Level 3

L4 - Level 4

LLSC - Link set control

LSAC - Signalling link activity control

LSDA - Signalling data link allocation

LSLA - Signalling link activation

LSLD - Signalling link deactivation.

LSLR - Signalling link restoration

LSTA - Signalling terminal allocation

MGMT - Management system

RSRT - Signalling route set test control

RTAC - Transfer allowed control

RTPC - Transfer prohibited control

SLM - Signalling link management

SLS - Signalling link selection

SMH - Signalling message handling

SRM - Signalling route management

STM - Signalling traffic management

TCBC - Changeback control

TCOC - Changeover control

TCRC - Controlled rerouting control

TFIr7 - Forced rerouting control

TLAC - Link availability control

TSFC - Signalling traffic flow control

TSRC - Signalling routinr control
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TIMERS

TI - Delay to avoid message mis-sequencing on char.gecver

T2 - Waiting for changeover acknowledgement

T3 - Time controlled diversion - delay to avoid mis-sequencing
on changeback

T4 - Waiting for changeback acknowledgement (first attempt)

T5 - Waiting :- changeback acknowledgement (second attempt)

T6 - Delay to avoid message mis-sequencin C on controlled reroatir.z

T7 - Waiting for signalling data link co nnection acknowledgement

TS - Waiting for transfer prohibile. 1 kr c;ee.c' .

T9 - Waiting for transfer allowed acknowledgement

T10 - Waiting to repeat signalling route set test messag&
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ANNEX A

signalling Link Management and
Signalling Traffic Management by the Switchover Method

A.1 General

A.1.1 This Annex describes a set of actions and procedures for signalling
link management which is an alternative to some of the procedures specified
in Section 10, and which is intended for use within national integrated digital
networks, in particular for local exchange networks. Alternative signalling
traffic management actions to those specified in Section 5 are also
described.

A.1.2 The switchover method is characterised by its response to
signalling link failure in that before changeover of signalling traffic is
initiated, an attempt is made to restore the failed signalling link using the
switchover procedure to rapidly connect a new signalling data link between
the sign&lling terminals of the failed signalling link. Changeover of the
affected signalling traffic takes place only if the signalling link has not
been restored within a specified time interval. Since the latter case is
expected to be encountered in only a small proportion of failure situations,
and since the introduction of a delay before diversion of signalling traffic
reduces the probability of message sequence errors, a subset of the emergency
changeover procedures is employed in conjunction with the method.

A.1.3 The functions described in this Annex are consistent with and are
accommodated within the functional organization shown in Figure 1-1 (Q.704).

A.1.4 Apart from additions and modifications to signalling link
management itself, no further modifications are necessary in level 3
procedures. It should be noted, however, that within signalling traffic
management, only a subset of the changeover procedure is needed by the
switchover method (see Section A.6).

A.1.5 In addition to the above, the switchover method requires that some
additions be made to the level 2 procedures and that provision be made for
monitoring the error performance of standby signalling data links which are
not connected to signalling terminals (see Section A.6).

A.2 Principles of the switchover method

The switchover method is intended for application within signalling
network configurations in which all, or some large fraction, of the
signalling points are interconnectLd by non-duplicated signalling links.
The basic principles of the switchover method may be described with
reference to the simple configuration shown in Figure A.2-1 (Q.704).

(3854)
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- --- Standby signalling data link

Figure A.2-1 ( Q.-01) - Simple network configuration
to illustrate the avitchover
method

A.2.1 Actions on detection of a failure

Failure of the signalling data link between signalling points A and B
will normally be detected by level 2 functions at each end of the signalling
link and level 3 will be notified before each level 2 function automatically
goes out of service. As soon as it is notified of the failure, signalling
traffic management at each end initiates buffering of messages destined for the
failed link. At this point, instead of performing the normal changeover
procedure vith exchange of changeover messages and retrieval of unacknowledged
messages from level 2, it begins a time-out which is inherent in the emergency
changeover procedures described in Section 5.6.2. At the same time, signalling
link management initiates replacement of the failed signalling data link by
a predetermined standby signalling data link, using the switchover procedure
in an attempt to rapidly restore the failed signalling link. Having been
connected to the new signalling date link, the signalling terminals resume
normal operation starting at the points in the transmission (or retransmission)
procedure at which they vere interrupted at the time of failure. Provided that
this signalling link restoration attempt is successful, no messages are lost,
duplicated or sent out of sequence. The mwitchover procedure is described in
more detail in Section A.3.

No initial alignment of the signalling link is initiated, instead
signalling traffic management is notified of the recovery of the failed
signalling link, and provided that recovery is completed within the above
mentioned time-out interval, the buffered signalling traffic is released onto
the recovered signalling link followed by subsequent signalling messages. If,
however, signalling traffic management completes the time-out without being
notified of recovery of the failed signalling link, signalling traffic is
diverted onto one or more alternative signalling routes (e.g. ACB in Figure
A.2-1 (Q.704)) without exchange of changeover signals or retrieval of
messages from level 2 of the failed signalling link, the latter messages being
discarded.

(3854)
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once the signalling link has been satisfactorily restored to service,
signalling link management initiatea a standby data link selection procedure
to automatically select a new standby signalling data link. MhIS procedure is
described in more detail in Section A.4.

Tn order to allow the signalling terminals to resume normal operation
at the point where they were interrupted by signalling data link failure, it is
necessary to avoid performing the initial alignment procedure on the signalling
link prior to restarting signalling traffic on it. Therefore a means has to be
provided to continuously monitor the error performance of a standby signalling
data link prior to its connection to a level 2 function. The details of such an
error monitor require further study (see Section A.6).

N~ote - The above description outlines only the normal flow of
signal1injIg-af fic and signalling link management actions which would follow
a typical signalling link failure caused by failure of the signalling data
link. Signalling link management actions taken in the event of more complex
failure situations (e.g. signalling terminal failure) are identical to those
described in Section 10.4.

A.2.2 Actions resulting from management blocking of a signalling link

Consider the events following the blocking of the signalling link
between signalling link points A and B in Figure A.2.1 (Q.704) as a result of
management system action (automatic or manual) at signalling point A. Such an
action may, for example, precede the removal of the affected signalling link
from service for maintenance or other purposes.

As already stated above, the switchover method employs a subset of the
emergency changeover procedures in which no retrieval of message signal units
from the concerned signalling link is attempted. In order to avoid message
signal units being lost when changeover results from management system
blocking, it is necessary to ensure that the transmission and reception of
message signal units, by the level 2 functions over the concerned signalling
link, continues for some time after the emergency changeover procedure
(described in Section 5.6.2) has been initiated by level 3. This allows
all of the message signal units contained in the level 2 transmission and
retransmission buffers, at signalling points A and B, to be transmitted and
acknowledged before the signalling link is taken out of service, The above
capability is made possible by introducing a time-out procedure within Level 2.
This is described in detail in Section A.5.

A.3 Switchover procedure

A.3.1 General

The objective of the svitchover procedure is to recover a failed
signalling link as quickly as possible without introducing message loss,
duplication or sequence errors,

Higher level recovery measures employed when the switchover procedure
is unable to recover the failed signalling link, are described in
Bection 10.4.

(3854)
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A.3.2 Criteria for initiation of the switchover procedure

Switchover is the first measure employed by the signalling link
restoration procedure following the detection of signalling link failure. The
criteria which initiate switchover (as part of signalling link restoration)
are identical to those which are described in Section 3.2.2 and which would

* normally cause signalling link initial aligrnent to be initiated (see
Section 10.4.2) in parallel with the normal changeover procedure.

A.3.3 Actions following signalling link failure

A.3.3.1 Following signalling link failure, signalling link restoration is
initiated and its first signalling link restoration attempt is based upon the
use of the switchover procedure, to switch the standby signalling data link to
the signalling terminal of the failed signalling link. Following the above
action, level 2 begins to continuously transmit fill-in signal units. Level 2
then proceeds to the aligned/ready state as soon as it correctly receives one
fill-in signal unit.

A.3.3.2 If level 3 receives an in service or remote E rocessor outage
indication from level 2, the sig TaingTlink restoration attempt is considered
successful, the signalling link is once more considered to be active and
signalling traffic management is informed. Finally the standby data link
selection procedure is initiated. This procedure will select a new error
monitored standby signalling data link for the recovered signalling link.

A.3.4 Procedures for abnormal conditions

A.3.4.1 If the initial signalling link restoration attempt cannot be
completed (because no standby data link is allocated) or is unsuccessful
(because level 2 indicates out of service or a level 2 failure is suspected),
further signalling link restoration and/or activation measures are performed.
These measures are exactly as specified in Section 10.4.2 for the case when the
initial signalling link restoration attempt (based on attempted initial
alignment of the failed signalling link) is not successful.

A.3.4.2 When a failed signalling link is restored (or an alternative
signalling link is activated) signalling traffic management is informed and the
standby data link selection procedure io initiated in order to select a standby
signalling data link for the restored (or activated) signalling link.

A.4 Standby data link selection procedure

A.4.1 General

The standby data link selection procedure is used by signalling link
management to determine a new standby data link which can be used for

switchover purposes (see Section A.3.3.7) and which is dedicated to a
particular signalling link.

The procedure is dependant on at least one other signalling dats
link being available between two signalling points in addition to the active
signalling data link (i.e., the signalling data link which is in use as part of
the wo~rking signalling link for which the standby data link will be selected).
The signalling data link chosen te become a standby should be selected in such
a way as to take advantage of transmission facility diversity with respect to

(3854)
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the active signalling data link, in order to minimize the chancea of the same
fault disabling hoth the active and standby signalling data link. The procedure
makes use of the automatic signalling data link allocation procedure described
in Section 10.6.

A.4.2 Criteria for initiation of standby data link selection

The following event. result in the initiation of the standby data link
selection procedure:

a) An intolerable error rate is recognized on the standby
signalling data link (by a standby data link error monitor,
see Section A.6) while the signalling link, to which it is
assigned, is still active.

b) Restoration or activation of a signalling link (see
Section 10.4) is completed.

A.4.3 Standby data link selection

A.4.3.1 If standby data link selection is initiated at the local end of
thesignalling link, as a result of either of the criteria identified in
Section A.4.2, the automatic signalling data link allocation procedure
described in Section 10.6 is used to allocate a signalling data link for the
signalling link concerned. Provided that the signalling data link in allocated
successfully, the data link is identified as being the new standby data link
for the concerned signalling link and error monitoring of the new standby link
it initiated.

A.4.3.2 If standby data link selection is initiated at the remote end of
the concerned signalling link, a signalling data link is allocated using the
procedure above. Provided the concerned signalling link is active (i.e. not out
of service or in the process of initial alignment), the allocated signalling
data link is recognized as being a new standby data link (as distinct from a
signalling data link to be used in a restoration or activation attempt
currently in progress) and error monitoring of the new standby data link is
initiated.

A.4.4 Procedures for abnormal tonditions

A.4.4.1 If standby data link selection is initiated at the local end of
the concerned signalling link but no signalling data link is available,
further attempts to select a signalling data link are repeated at intervals of
TA2 (value for further study) until either an attempt is successful or the
signalling link ceases to be active (as the result of signalling link failure
or signalling link deactivation).

A.5 Procedure for management blocking of a signalling link

As noted in Section A.2.2, when blocking of a signalling link is
initiated by a management system action, it is necessary to ensure that
transmission and reception of message signal units by the level 2 functior on
the concerned link continues for some time after emergency changeover has been
initiated. This is achieved by level 2, which. while it is in the in service
state, respond@ to indications of local or remote processor outage (received
from level 3 or remote level 2 respectively) as described below.
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In Figure A.2-1 (Q.704), at signalling point A, i.e., at the
signalling point where blocking of the signalling link AB is initiated, level 3
@ends a local proceasor outage indication to level 2 which starts a time-out
TM4 - 100 ms(provisional value) but remains in service, sending and
receiving message signal units normally. At the expiry of the time-out
interval, if the level 2 transmission and retransmission buffers are empty,
level 2 begins to continuously transmit link status signal units indicating
processor outage as specified in Section 3.3.3. If, however, the level 2
buffers are not empty, the time-out is restarted.

At signalling point 5, upon receiving a link status signal unit
indicating processor outage on the signalling link AB, level 2 immediately
notifies level 3 of the remote processor outage condition and starts a
time-out TM4 as above, meanwhile remaining in service. At the expiry of
the time-out interval, if the level 2 transmission and retransmission buffers
are empty, level 2 begins to continuously transmit fill-in signal units. If
however. the level 2 buffers are not empty, the notification of remote
processor outage to level 3 is repeated and the time-out is restarted.

Note - In the above procedure it is an implicit assumption that
level 2 aitsgnalling point A continues to accept and acknowledge message
signal units received over the concerned signalling link from signalling
point B while simultaneously sending link status signal units indicating
processor outage.

A.6 Impact on !ITP functions

The impact of the switchover method on Message Transfer Part functions

is summarized in Table A.6-1 (Q.704).

A.6.1 Level 3 - signalling link management

A.6.1.1 In order to accommzodate the switchover and standby data link selection
procedures, the following changes are required to the standby set of signalling
link management functions. No standard functions are replaced, one new function
(standby data link selection) is added, additional logic is inserted into one
standard function (signalling link activity control) and additional logic
replaces one portion of another standard function (signalling link
restoration). The overall impact of the switchover method on the
functional structure of signalling link management is illustrated in
Figure A.6-1 (Q.704).

A.6.1.2 The avitchover procedure is incorporated into the signalling
link restoration procedure defined in Section 10.4.2. It replaces the first
signalling link initial alignment attempt in the normal signalling link
restoration procedure as described in Section A.3. The impact on the signalling
link restoration function is illustrated in Figure A.6-2 (Q.704).

A.6.1.3 i'tend2 7 data link selection is a new procedure which is defined
in addition to the standard signalling link management procedures. The
operation of the procedure L# described in Section A.4 while the logic of the
procedure is illustrated i tofigure A.6-3 (Q.704) in the form of a new
functional element, standby data link selection, which is activated by
signalling link activity control.
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4.6.1.4 In order to accoimmodate the standby data link selection procedure
some additions are necessary to the signalling link activity control function
as illustrated in Figure A.6-4 (Q.704).

A.6.2 Level 3 - signalling traffic management

A.6.2.1 The only impact of the switchover method on signalling traffic
management in within the changeover control function and the link availability
control function. Since changeover messages are never exchanged in the
switchover method, the changeover control function reduces to a subset of the
standard changeover control function as illustrated in Figure A.6-5 (Q.704).
Similarly some simplification of the link availability control function is
possible as illustrated in Figure A.6-6 (Q.704). No other changes are necessary
within signalling traffic management.

A.6.3 Level 2 - signalling link control

Modifications required to functional level 2 are restricted to the
link state control function (see C23). The modifications relate to the addition
of 2 new states to the link state control function.

The first new state is one in which level 2 emits and receives fill-in
signal units only. This forms part of a logical path via which level 2 can pass
from the out of service state to the in service state without performing
initial alignment (as described in Section A.2.1).

The second new state is a wait state in which level 2 awaits the
expiry of a time-out interval TM4 before proceeding to the processor outage
state (as described in Section A.5 above).

The required additions are illustrated in Figure A.6-7 (Q.704).

A.6.4 Level 1 - signalling data link

In order to provide for error monitoring of a standby signalling data
link, som. additions may be required to functional level 1. An error monitor is
required which would give an early indication of standby data link failure,
thus enabling a new standby data link to be rapidly assigned if necessary. The
means by which such error monitoring should be performed requires further
study.

Note - As an alternative to monitoring the error rate on each
individuaTs andby signalling data link (e.g., by using a signal unit error
rate monitor similar to that employed by functional level 2), it may be
possible to monitor the error performance of a primary digital PCM multiplex
system using the synchronisation channel (i.e., time slot 0 in the case of
G.732 based systems or the framing bit In the case of C.733 based systems).

(3854)
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TABLE A.6-1 ( f-7 ) j
Impact of the switchover method on Message

Transfer Part ftwctions - summary

Impact

Functional Function Figure
level Type in =

3 Signalling link management see below A.6-l

- signalling link activity control additional A.6-4
logic

- signalling link restoration additional A.6-2
logic

- standby data link selection new function A.6-3

Signalling traffic management see below

- link availability control slightly A.6-6
simplified

- changeover control considerably A.6-5
simplified

2 Link state control additional A.6-7
logic

1 Signalling data link error monitor -

required

(3854)
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ABBREVIATIONS USED IN FIGURES A.6-1 to A.6-7 (Q.7o0)

BSNT - Backward sequence number of next signal unit to be transmitted

FISU - Fill-in signal unit

FSNC - Forvard sequence number of last message signal unit accepted by
remote level 2

HMDT - Message distribution I
HMRT - Message routing

IAC - Initial alignment control

Li - Level 1

L2 - Level 2

L3 - Level 3

LLSC - Link set control

LSAC - Signalling link activity control

LSC - Link state control

LSDA - Signalling data link allocation

LSDS - Standby data link selection

LSLA - Signalling link activation

LSLD - Signalling link deactivation

LSLR - Signalling link restoration

LSTA - Signalling terminal allocation

MGMT - Management system

MSU - Message signal unit

POC - Processor outage control

RC - Reception control

SIE - Status indication "emergency"

SIN - Status indication "normal"

810 - Status indication "out of alignment"

SIOS - Status indication "out of service"

SIPO - Status indication "processor outage"

SLM - Signalling link management

ST14 - Signalling traffic management

SUERM - Signal unit error rate monitor

TCBC - Changeback control

TCOC - Changeover control

TLAC - Link availability control

TSRC - Signalling routing control

TXC - Trpnsmission control

(3854)
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ABBREVIATIONS USED IN FIGURES A.6-1 to A.6-7 (Q.7O4) (cont.)

Timers

TAi - Waiting for connection of new signalling data link (during switchover)

TA2 - Delay to limit frequency of standby data link selection attempts

TA3 - Waiting for indication of FISU reception (confirming successful
awitchover)

TA - Delay to allow transmission and retransmission buffers (level 2)

to empty before initiating processor outage action

T1 - (level 3) Delay to avoid message mis-sequencing on changeover

- (level 2) Waiting for indication of FISU/MSU reception

T2 - (level 3) Waiting for changeover acknowledgement

(3854)
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Recmendation Q.705

SIA NLLING NETW 3 K STRUCTURE

I Introduction

This Recommendation describes aspects which are pertinent to and
should be considered in the design of international signalling networks. Some
or all of these msperts may also be relevant to the design of national
networks. Some aspects are dealt with for both international and national
networs (e.g. availability), others are discussed in the context of the
international network only (e.g. number of signalling transfer points in a
signalling relation). A number of aspects require further study for national
networks. This Recommendation also gives in Annex A examples of how the
signalling network procedures may be applied to the mesh network
representat ion.

The national and international networks are considered to be
structurally independent and, although a particular signalling point may
belong to both networks, signalling points are allocated signalling point
codes according to the rules of each network.

The signalling network procedures are provided in order to effectively
operate a signalling network having different degrees of complexity. They
provide for reliable message transfer across the network and for
reconfiguration of the network in the case of failures.

The most elementary signalling network consists of originating and
destination signalling points connected by a single si gnalling link. To
meet availability requirements this may be supplemented by additional links in
parallel which may share the signalling load between them. If, for all
signalling relations, the originating and destination signalling points are
directly connected in this way in a network then the network operates in the
associated mode.

For technical or economic reasons a simple associated network may not
be suitable and a quasi-associated network may be implemented in which the
information between originating and destination signalling points may be
transferred via a number of signalling transfer points. Such a network may
be represented by a mesh network such as that given in Annex A, as other
networks are either a sub set of the mesh network or are structured using this
network or its sub sets as components.

2 Network components

2.1 Signalling links

Signalling links are basic components in a signalling network
connecting together signalling points. The signalling links encompass the
level 2 functions which provide for message error control (detection and
ou' 'equent correction). In addition, provision for maintaining the correct
message sequence is provided (see Reconmendation (Q.703) C13).

(3854)
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2.2 Signalling Points

Signalling link. connect signalling points at which signalling network
functions such as message routing are provided at level 3 and at which the
usa'r functions way be provided at level 4 if it is alsno-an originating or
destination point (see Recommendation VQ.704), Section 2.4 t:23).

A signalling point that only transfers messages from one signalling
link to another at level 3 serves as a signalling transfer point (Sn').

The signalling links, signalling transfer points, and signalling
(originating or destination) points may be combined in many different ways to
form & signalling network.

3 Structural independence of international and national signalling
networks

The worldwide signalling network is structured into two functionally
independent levels, namely the international and national levels, as
illustrated in Figure 3-1 (Q.705). This structure makes possible a clear
division of responsibility for signalling network management and allows
numbering plans of signalling points of the international network and the
different national networks to be independent of one another.

A signalling point (SP), including a signalling transfer point (STP),
may be assigned to one of three categories:

- national signalling point (signalling transfer point which
belongs to the national signalling network only (e.g. NSPI) and
is identified by a Signalling Point code (OPC or DPC) according to
the national numbering plan of signalling points.

- international signalling point (signalling transfer point)
which belongs to the international signalling network only
(e.g. ISP3) and is identified by a signalling point code
(OPC or DPC) according to the international numbering plan
of signalling points.

- a node that functions both as an international signalling point
(signalling transfer point) and a national signalling point
(signalling transfer point) and therefore belongs to both the
international (signalling network and a national signalling
network and accordingly is identified by a specific signalling
point code (OPC or DPC) in each of the signalling networks.

(3854)
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- -- . . --

I
... 

I/

I 
II t3)

N2 - - - SPrr-

COUNTRY 1 COUNTRY 2

I International hierarchical level E International signalling point (ISP,

N National hierarchical level 0 National signalling point (NSP)

Figure 3-1 ( ) International and national signalling networks

If a discrimination between international and national signalling
point codes is necessary at a signalling point, the national indicator is used
(see Recommendation (Q.704) Section 12.2 C33) Rec. (Q.704) Section 12.2 C33.

4 Conside o ... a common to both international and national signalling

networks

4.1 Availability of the Network

The signalling network structure must be selected to meet the most
stringent availability requirements of any User Part served by a specific
network. The availability of the individual components of the network
(signalling links, signalling points, and signalling transfer points) must be
considered in determining the network structure.

4.2 Message Transfer Delay

In order to take account of signalling message delay considerations
regard should be given, in the structuring of a particular signalling network,
to the overall number of signalling links (where there are a number of
signalling relations in tandem) related to a particular user transaction (e.g.
to a specific call in the telephone application).

(3854)
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4.3 Message Sequence Control

For all mnessages for the sme transaction (e.g. a telephone call) the
Message Transfer Part will maintain the same routing provided that the same
signalling link selection code is used in the absence of failure. However.
a transaction does not necessarily have to use the same signalling route for
both forward and backward messages.

4.4 Number of Signalling Links used in Load Sharing

The number of signalling links used to share the load of a given flow

of signalling traffic typically depends on:

- the total traffic load,

- the availability of the links,

- the required availability of the path between the two
signalling points concerned, and

- the bit rate of the signalling links,

(see Recommendation (Q.706), Section 5.4 C43).

Load sharing requires at least two signalling links for all bit rates,
but more may be needed at lower bit rates.

When two links are used, each of them should be able to carry the
total signalling traffic in case of failure of the other link. When more than
two links are used, sufficient reserve link capacity should exist to satisfy
the availability requirements specified in Recomendation (Q.706) E53.

5 international signalling network

5.1 General

The international signalling network will use the procedures to be
defined in the Signalling System No. 7 recommendations. The international
network structure to be defined can also serve as a model for the structure of
national networks.

5.2 Number of Signalling Transfe: Points in Signalling Relations

In the international signalling network the number of Signalling
Transfer Points between two destination signalling points should not exceed two
in a normal situation. In failure situations, this number may become three or
even four for a short period of time. This constraint is intended to limit the
complexity of the administration of the international signalling network.

(3854)
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5.3 Numnbering of Signalling Points

A fourtee~n bit code is used for the identification of signalling

point. The allocation of individual signalling point codes requires further

study.

5.4 Routing Rules

(Requires further study.)

5.5 Structures

(Requires further study)

5.6 Procedures

(Requires further study)

6 National signalling networks

(Requires further study.)

(3854)
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ANNEX A

Mesh signalling network examples

A.1 General

This Annex is provided to demonstrate the procedures defined in
Recommendation (704) C63. While the example uses a specific mesh network to
demonstrate the procedures, it is not the intent of this AnneTo recommend
either implicitly or explicitly the network described.

The mesh network is used to demonstrate the Message Transfer Part,
level 3 procedures because it is thought to be a possible international network
implementation as shown, or, it or subsets of it may be used to construct other
network structures.

A.2 Basic Network Structures (Example)

Figure A2-1 (Q.705) shows the basic mesh network structure, while
three simplified versions derived from this basic network structure are shown
in Figure A2-2 (Q.705). More complex signalling networks can be built, using
these as building components.

In the following, the basic mesh network Figure A2-1 (Q.705) is taken
as an example to explain the procedures defined in Recommendation (Q.704) C6].

In this network, each signalling point with level 4 functions is
connected by two link sets to two signalling transfer points. Each pair of
signalling transfer points is connected to each other pair by four link sets.
Moreover there is a link set between the two signalling transfer points of each
pair.

A 0

C E

O Signalling point with level 4 function:

--] Signalling transfer point (ST}')

Figure A.?-1 ( Q.,7(i ) - Basic mefA, rjtw(,r,

(3854)
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3 0

C E

a) two out of four inter-STP link sets deleted

A F

E

b) link sets between STPs of the same pair deleted

A F

c) two out of four inter-STP link sets and link set-
between STF# of the same pair deleted

Figure A.?-2 ( .7o5 ) - 'implified versions of the basic mesh network

(NSA)
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The simplified versions (a), (b) and (c) of the basic signalling

network are obtained by deleting respectively:

a) two out of four inter-signalling transfer point link sets;

b) link sets between signalling transfer points of the same

pair; and

C) a and b together.

It should be noted that for a given signalling link availability, the
more signalling link sets removed from the basic signalling network Ce.g. in
going from Figure A.2-1 (Q.705) to Figure A.2-2c (Q.705)3, the lover the
availability of the signalling network. However, an increase in the
availability of the simplified signalling networks may be attained by adding
one or more parallel signalling links to each of the remaining signalling link
sets.

A.3 Routing

A.3.1 General

This section gives some routing examples in the basic mesh network in
Figure A.2-1 (Q.705). Routing actions required to change message routes under
failure conditions are described in Section A.4. The following routing
principles are assu.med for the examples in this section:

- Message routes should pass through a minimumn number of
intermediate signalling transfer points.

- Routing at each signalling point will not be affected by

message routes used up to the concerned signalling transfer

points.

- When more than one message route is available, signalling

traffic should be load-shared by such message routes.

- Messages relating to a given user transaction aznd sent in a

given direction will be routed over the same message route to

ensure correct message sequence.

A.3.2 Routing in the absence of failures

Figure A.3-l (Q.705) illustrates an example of routing in the absenct-

of failures for messages from signalling point A to signalling point F.

The following points are worthy of note:

a) In distributing traffic for load-sharing at the originating
signalling point and intermediate signalling transfer points,
care should be taken on the use of signalling link selection

(SLS) codes so that traffic will be distributed over four
available routes evenly. In the excample, originating signalling

signalling point A uses the second least significant bit of the

signalling link selection code, and signalling transfer points B

and C the least significant bit.

(3854)
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b) Other than that des *ibed above, the choice of a particular
link for a given signalling link selection code can be made at
each signalling point independently. As a result, message routes
for a given user transaction (e.g. SLS = 0010) in two directions
may take different paths (e.g. A -+ C -- D -+ F and F --) E --t B -- A)

c) Links BC and DE are not used in the absence of failures.
They will be used in certain failure situations described in
Section A.4.

@D

A F

IL SLS ' 0OCI I

C E M-IM-S33o

Normal message routes from A to F

- A - B - D - F (SLS= XO0)
- A - C - D - F (SLS =MO)
- A - B - E - F (SLS XXOl)
- A - C - E - F (sL =u )

SLS : Signalling link selection code in the routing label

Assumption : There is only one link between adjacent signalling pcints.

Figure A.3-1 ( Q.705 ) - An example of routinE in the
absence of failures

A.3.3 Routing under failure conditions

A.3.3.1 Alternative routing information

In order to cope with failure conditions that may arise, each
signalling point has alternative routing information which specifies, for each
normal link set, alternative link set(s) to be used when the former become(s)
unavailable. (see Recommendation (Q.704), Section 4.2 C73).

(3854)
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Table A.3.1 (Q.705) gives, as an example, a list of alternative link
sets for all normal link sets at signalling point A and at signalling transfer
point B. In the basic mesh network, all link sets except those between
signalling transfer points of the same pair are normal links which carry
signalling traffic in the absence of failures. in case a normal link set
becomes unavailable, signalling traffic formerly carried by that link set
should be diverted to the alternative link set with priority 1. Alternative
link sets with priority 2 (i.e. link sets between signalling transfer points of
the same pair) will be used only when both the normal link set and alternative
link set(s) with priority I become unavailable.

Sections A.3.3.2 to A.3.3.5 present some typical examples of the
consequences of faults in signalling links and signalling points on the routing
of signalling traffic. For the sake of simplicity, link sets are supposed to
consist of only one link each.

List of alternative link sets at signalling points A and B.

SIGNALLING POINT A

Normal link set Alternative link set Priorityl)

ABCA1

AC AB1

SIGNALLING TRANSFER POINT B

Normal link set Alternative link set Priorityl)

BA BC 2

BC None

BE BD 1

BC 2

BD BE I

BC 2

1) Priority I - used with normal link set on load-sharing basis
in the absence of failures.

Priority 2 - used only when all the link sets with PriL rity I
become unavailable.

(3854)
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A.3.3.2 Single link failure examples

Exml . Failure of a link between a signalling point and a
signalling tiiiste point (e.g. link AD)

C E

diverted traffic

Soriginal traffic

- * direction of traffic diversion CM)3

Figure A -3-1 Failure of link AR

As indicated in Table A3-1 (Q.705), A diverts traffic formerly carried
by link AB to link AC, while B diverts such traffic to link BC. It should be
noted that the number of signalling transfer points traversed by signalling
messages from F to A which passes through B is increased by one and becomes
three in this case.

The principle to minimize the number of intermediate signalling
transfer points in Section A.3.1 is applied in this case at signalling transfer
point B to get around the failure. In fact, the procedures defined in C63
assume that traffic is diverted at a signalling point only in the case of a
signalling link being unavailable on the route outgoing from that signalling
point. Therefore, the procedures do not provide for sending an indication that
traffic routed via signalling transfer point B will traverse a further
signalling transfer point.

(3854)
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Example 2: Failure of an inter-signalling transfer points link
(e.g. linVk 5D)

Figure A.3-2 ( .o1)-Failure of link Br

As indicated in Table A.3-1 (Q.705), B diverts traffic carried by
link BD to link BE. In the same sense, D diverts traffic carried by link DB to

link DC.

Example 3: Failure of a link between signalling transfer points of
the same pair (e.g. link BC)

C E .S

Figure A.3-3 (Failure of li1 P

No routing change is required as a result of this kind of failure.

Only B and C take note that the link BC has become unavailable.

(3854)
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A.3.3.3 Multiple link failure examples

As there are a variety of cases in which more than one link set
becomes unavailable, only some typical cases are given as examples in the
follIowing.

Example 1: Failure of a link between a signalling point and a
signalling transter point, and of the link between that signalling transfer
points and that of the same pair (e.g. links DF, DE)

A F

C E CCJT.)I3,o

Figure A.3- ([ ) - Failure of links DE and DF

B diverts traffic destined to F from link BD to link BE, because
destination F becomes inaccessible via D. It should be noted that only the
traffic destined to F is diverted from link BD to link BE, and not all the
traffic on link BD. The same applies to C, which diverts traffic destined
to F from link CD to link CE. F diverts all the traffic formerly carried
by link FD to link FE in the same way as the single link failure example in
Section A.3.3.2.

Example 2: Failure of two inter-signalling transfer point links e.g.
(links BD7, BE)

Figure A.3-5 ( ) - Failure of links BD and BE

(3854)
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B diverts traffic formerly carried by link BD to link BC, because its
alternative link set with Priority 1, i.e. link BE, is also unavailable. The
same applies to traffic formerly carried by link BE, and B diverts it to link
BC. D and E divert traffic formerly carried by links DB and EB respectively to
links DC and EC in the same way as the single link failure example in
Section A.3.3.2.

Example 3: Failure of a link between a signalling point and a
signalling transter point, and of an inter-signalling transfer point link (e.g.
links DF and BD)

B0

A F

C E O" -AM

Figure A.3-6 ([ ) - Failure of links BD and DF

This example is a combination of Examples 1 and 2 in Section A.3.3.2.
D diverts traffic formerly carried by link DF to link DE, while F diverts it to
link FE. Moreover D diverts traffic formerly carried by link DB to link DC
(this traffic will be that generated by signalling points other than F
connected to D). In the same sense, B diverts traffic carried by link BD to
link BE.

It should be noted that in this case only the portion of traffic sent
by C to F via D traverses three signalling transfer points (C, D and E), while
all the other portions continue to traverse two.

(38',,)
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Example 4: Failure of the two links between a signalling point and
its signalling transfer points (e.g. DF and EF)

TRAFFIC TO F ALL THATTIC

IS STOPPED IS STOPIE

C E CCJTY-IS400

Figure A.3-7 ( ) - Failure of links DF and EF

In this case the signalling relations between F and any other
signalling point of the network are blocked. Therefore F stops all outgoing
signalling traffic, while A stops only traffic destined to F.

A.3.3.4 Single signalling point failure examples

Example 1: Failure of a signalling transfer point (e.g. D)

80

C E M-1si10

Figure A.3-8 (q ) - Failure of signalling transfer point D

3 diverts all the traffic formerly carried by link BD to link BE. The

same applies to C which diverts all the traffic carried by link CD to link CE.

Originating point F diverts all the traffic carried by link FD to link FE as in

the case of the link YD failure (see xample 1 in Section A.3.3.2).

(3854)
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Attention is drawn to the difference to Example I in Section A.3.3.3
where only a part of the traffic previously carried by links BD and CD was
diverted.

Example 2: Failure of a destination point (e.g. F)

DI

C E€n-,

Figure A.3-9 ([7Q j) - Failure of signalling point F

In this case A stops all the traffic to F formerly carried on links AB
and AC.

A.3.3.5 Multiple signalling transfer point failure examples

Two typical cases uf two signalling transfer points failing together
are presented in the following examples.

Example 1: Failure of to signallinf transfer points not pertaining
to the same pair (e.g. B and D)

C E Cryn 1%3c

Figure A.3-10 (f'j-J) - Fai'ure of signalling transfer
points B and D

(3854)
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As a result of the failure of B, A diverts traffic formerly carried by
link AB to link AC, while E diverts traffic formerly carried by link EB to link
EC. Similarly as a result of the failure of D, F diverts traffic formerly
carried by link FD to link FE, while C diverts traffic formerly carried by link
CD to link CE.

It 6hould be noted that in this example, all the traffic between A
and F is concentrated on only one inter-signalling transfer point link, since
failure of a signalling transfer point has an effect similar to a simultaneous
failure of all the signalling links connected to it.

Example 2: Failure of two signalling transfer points pertaining to
the same pairs (7e~g. T) and E)

TRAFFIC TO F ALL, TRAFFIC
IS STOPPED I ,TFE,

Figure A.3-l 1 Q. Failure of signalling transfer

points D and E

This example is equivalent to Example 4 in Section A.3.3.3 as far as
the inaccessibility of F is concerned, but in this case any other signalling
point connected by its links to D and E also becomes inaccessible. In this cast,
A stops signalling traffic destined to F, while 'ops all outgoing signalling
t ra ff ic .

A.4 Actions Relating to Failure Conditions

In the following, four typical examples of the application of
signalling network management procedures to the failure cases illustrated in
Section A.3.3 are shown. In the case of multiple failures, an arbitrary failure
(and restoration) sequence is assum~ed for illustrative purpose.
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A.4.1 Example 1: Failure of a link between a signalling point and a
signalling transfer point (e.g. link AD)

D

C E :
Figure A4-1 ([-Q-7-0) - Failure of link AB

A.4.1.1 Failure of link AB

a) When the failure of link AB is detected in A and in B, they
initiate the changeover procedure, by exchanging changeover
messages via C. Once buffer updating is completed, A restarts
the traffic originally carried by the failed link on link AC;
similarly, B restarts traffic destined to A on link BC.

b) In addition, B sends a transfer-prohibited message to C
referred to destination A (according to the criterion indicated
in Recommendation (Q.704), Section 11.2.2 E83).

c) On the reception of the transfer-prohibited message, C
sends a transfer-prohibited acknowledgement and starts the
periodic sending of signalling-route-set test messages,
referred to A, to B (see Recommendation (Q.704),
Section 11.4.2 E93.

A.4.1.2 Restoration of link AB

When the restoration of link AB is completd, the following applies:

a) B initiates the changeback procedure, by sending a changeback
declaration to A via C. Once it has received the changeback
acknowledgement, it restarts traffic on the restored link. Moreover
it sends to C a transfer-allowed message, referred to destination
A (see Recommendation Q.704, Section 11.3.2 [lO)). When C receives
the transfer-allowed message, it stops sending signalling-route-set
test messages to B.

(3854)
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b) A initiates the changeback procedure, by sending a changeback
declaration to B via C; once it has received the changeback
acknowledgement, it restarts traffic on the normal link.
The only traffic to be diverted is that for which link AB
is the normal link set according to the load sharing rule (see
Section A.3.3.1). Moreover A sends to B Signalling-route-set
test messages, referred to the destination points that it
normally accesses via B.

A.4.2 Example 2: Failure of signalling transfer point D

(Sane as Section A.3.3.4, Example 1.)

A F

CE ccrt 3%46

Figure 2 ([ ]) - Failure of signalling transfer point P

A.4.2.1 Failure of signalling transfer point D

a) Changeover is initiated at signalling points B, C and F
from blocked links BD, CD and FD to the first priority
alternative links BE, CE and FE respectively. Due to the
failure of D, the concerned signalling points will receive no
changeover message in response, and therefore they will restart
traffic on alternative links at the expiry of the time T2
(see Recomendation Q.704, Section 5.7.2 C113). In addition,

E will send to B, C and F Transfer-prohibited messages referred
to destination D. These signalling points (B, C and F) will
thus start periodic sending to E of Signalling-route-set test
messages referred to D.

b) When B receives a transfer-prohibited message from E referred
to D, it updates its routing information so that traffic to D
will be diverted to C, thus sending a transfer-prohibited message
to C referred to D. The same applies to C, and C sends a
transfer-prohibited message to B.

(3854)
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C) So, when B receives a transfer-prohibited message from C, it
finds that destination D has become inaccessible and sends a
transfer-prohibited message to A. The same applies to C and thus
C also sends a transfer-prohibited message to A. Having received
transfer-prohibited messages from both B and C, A recognizes that
D has become inaccessible and stops traffic to D.

d) In the same manner, i.e. link-by-link transmission of
transfer-prohibited messages referred to D, other signalling
points B, C, E and F will finally recognize that destination D
has become inaccessible. Each signalling point will, therefore,
start periodic sending of route-set-test messages referred to D
to their respective adjacent signalling points.

A.4.2.2 Recovery of signalling transfer point

a) Changeback at signalling points B, C and F from the
alternative to the normal links is performed. In all the three
cases changeback includes the time-controlled diversion procedure
(see Recommendation (Q.704), Section 6.4 C123), since D is stitl
inaccessible via E at B, C and F (as a result of previous
reception of transfer-prohibited message from E).

b) E sends to B, C and F transfer-allowed messages referred to
destination D. These signalling points will thus send transfer
allowed messages to their respective adjacent signalling points.
Thus, the link-by-link transmission of transfer-allowed-messages
will declare to all signalling points that destination D has
become accessible.

c) On reception of a transler-allowed message, each signalling
point stops periodic sending of route-set-test messages to their
respective adjacent signalling points.

d) On recovery of previously unavailable links BD, CD and FD, B,
C and F will send a route-set-test message to D, referred to th,
destination points that they normally access via D.

(3954 )
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A.4.3 Example 3: Failure of link between a sigMnalling point and a
signalling transfer point, and of the link bptween that signalling
transter point and that of the same pair (e.g. links DF, DE).

(Same as Section A.3.3.3 Example 1.)

Figure A4-3 ([75-) - Failure of links DE and DF

A.4.3.1 Failure of link DE

On failure of link DE, this link is marked unavailable at both
signalling transfer points D and E. Since in the absence of failures, link DE
does nt carry signalling traffic, no changes in message routing takes place at
this time.

However, D and E send to signalling points B, C and F
transfer-prohibited messages referred to destination E or D respectively. These
signalling points vili thus start periodic sending of signalling-route-set
test messages, referred to D or E, to E and D respectively.

&.4.3.2 Failure of link DF in the presence of failure of link DE

a) On failure of link DF the following actions occur:

i) Signalling point D which no longer has access to signalling
point F indicates this condition to signalling transfer
points B and C by sending transfer-prohibited messages.
B and C will thus start the periodic sending of
signalling-route-set test messages referred to F,
to D

ii) Emergency changeover from link FD to
link FE is Initiated at signalling point F, since
D becomes inaccessible to F due also to the previous
failure.

b) On receiving the transfer-prohibited messages forced
rerouting is initiated at points D and C. This causes
traffic destined to F to be diverted from links terminating
on D to links terminating on E. Forced rerouting thus
permits recovery from a failure condition caused by a fault
in a remote part of the network.(35)
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A.4.3.3 Restoration of link FD in the presence of failure of link DE

a) On recovery of link FD the following actions occur:

i) Signalling point D sends a transfer-allowed
message to B and C to indicate that D once again has
access to F. B and C will thus stop the sending of
signalling-route-set test messages referred to F to D.

ii) F initiates changeback with time controlled Diversion
from link FE to link FD. This procedure permits change back
to be executed at one end of a link, when it is impossible
to notify the other end of the link (in this example, because
link DE is unavailable). Traffic in this case is not diverted
from the alternative link until the time interval T4,
tentatively set at one second has elapsed, in order to
minimize the danger of mis-sequencing of messages (see
Recommendation (Q.704), Section 6.4 C123. In addition, F
sends to D a signalling-route-set test mrssages referred
to the destinations that it normally accesses via D.

b) On receiving the transfer-allowed message, controlled
re-routing of traffic from the alternative routes (BEF, CEF)
to the normal routes (BDF, CDF) is initiated at Points B
and C. Controlled re-routing involves diversion of traffic
to a route which has become available after a time interval
(see Recommendation (Q.704), Section 8.2.1 [13]) provisionally
set at one second to minimize the danger of mis-sequencing
messages.

A.4.3.4 Restoration of link DE

On recovery of link DE it is marked available at signalling transfer
points D and E. Signalling points D and E send to B, C and F transfer-allowed
messages referred to destination E or D respectively. These signalling transfer
point will thus stop sending of signalling-route-set test messages.

A.4.4 Example 4: Failure of links DF and EF

A F
TRAFFIC TO F ALL TRAFFIC
IS STOPPE IS STOPPED

C E CUMn -0

Figure A4-4 ( 09 ) - Failure of links DF and IF

(3854)
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A.4.4.1 Failure of link DF

When thc failure of link DF is detected, D and F perform tlo

changeover procedure; D diverts traffic, destined to F, to link DE, whil., F

concentrates all the outgoing traffic on link FE.

In addition, D sends to E a transfer-prohibited message, referrid t,
destination F; E will thus start sending of signalling-route-sct test m,; .ai,

referred to F, towards D (cf A.4.1.1).

A.4.4.2 Failure of link EF in the presence of failure of link DF

a) When the failures of link EF is detected, the followiT1,

applies:

i) Since all destinations become inaccessible F st,,>,
sending all signalling traffic.

ii) E sends to B, C and D a transfer-prohibited messag,
referred to destination F. B, C and D start periodic

sending of signalling-route-set test messages refcrr,d

to F to E.

b) When D receives the transfer-prohibited message, it send,

to B and C a transfer-prohibited message, referred to destinati-n

F (see C83). B and C start periodic sending of test messagp-

referred to F to D.

c) When B receives the transfer-prohibited messages from D and F,

it sends a transfer-prohibited message to C; the same applies

for C (it sends the message to B). As soon as B and C have

received the transfer-prohibited messages from all the three

possible routes (BD, BE and BC, or CD, CE and CB respectively)

they send a transfer-prohibited message to A.

Note - Depending on the sequence of reception of transfer-prohibited
messages at B or C, they may start a forced rerouting procedure
on a route not yet declared to be unavailable; such

procedure is then aborted as soon as a transfer-prohibited

message is received also from that route.

d) As soon as A receives the transfer-prohibited messages from

B and C, it declares destination F inaccessiblc and stops

sending traffic towards it. Moreover it starts the periodic

sending of signalling-route-set test messages, referred to

F, to B and C.

(385.4)
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A.4.4.3 Restoration of link EF in the presence of fLillur,' on link DF

a) When restoration of link EF is completed, the following

applies:

i) F sends to E a signalling-route-set test message,

referred to the destination points it can normally access

via E, and it restarts traffic on link EF;

ii) E sends a transfer-allowed message, referred to
destination F, to B, C and D; moreover it restarts

traffic on the restored link.

b) When B and C receive the transfer-allowed message, they send
a transfer-allowed message to A and C or A and B, respectivcly
and they stop sending signalling-routp-set test messages t., F,

moreover thety restart the concerned traffic on link BI r

respectively.

c) When D receives the transfer-allowed message from E, it
sends transfer-allowed messages to B and C and stops sending

signalling-route-set test messages to E; moreover it starts

the concerned traffic on link DE. On receipt of the

transfer-allowed message, B and C will divert to links

BD and CD, by means of a controlled rerouting procedure,
traffic carried by links BE and CE for which they are the

normal links (see Section A.3.3). Moreover they will stop

sending signalling-route-set test messages to D.

Note - According to the rules stated in Rec. Q.704,

=' tion 11.3.2 ElOJ, on receipt of transfer-allowed messages

from E (phase b above), B and C should send transfer-allowed
messages also to D and E. However this is not appropriate in the

network configurations such as the one here considered, taking

into account that:

- there is no route, for example, from D (or E) to F via B

(or C) and therefore the transfer-allowed messages would
be ignored (although acknowledged) by D and E;

- on restarting traffic to F on links BD, BE, CD and CE it
would anyway be necessary that B and C send transfer-prohilitt-,!

messages to D and E, which would contradict the previous

transfer-allowed messages.

d) As soon as A receives a transfer-allowed message from B or C,

it restarts signalling traffic to B and C. If traffic has

already been restarted on one link when the transfer-allowed

message is recrived on the other link, a changeback procedure

is performed to establish the normal routing situation on both

links (i.e. to divert part of the traffic on the latter link).

(3854)
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A.4.4.4 Restoration of link DF

When the ,estoration of link DF is completed, the following applieF:

a) D initiates the changeback procedure to link DF; moreover
it sends to E a transfer-allowed message, referred to
destination F,

b) F sends a signalling-route-set test message to D referred to

the destination points it normally accesses via D. It initiates
the changeback procedure to link DF; this procedure refers only
to the traffic for which link DF is the normal one, according

to the routing rules.
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Recommendation Q.706

MESSAG TRANSFER PART S IGNALLING PERFORMANCE

The message transfer part of Signalling System No. 7 is designed as a
joint transport system for the messages of different users. The requirements of
the different users have to be met by the message transfer part. These

requirements are not necessarily the same and may differ in importance and4

In order to satisfy the individual requirements of each user the
message transfer part of Signalling System No. 7 is designed in such a way that
it meets the most stringent user part requirements envisaged at the time of
specification. To this end, the requirements of the telephone service, the
data transmission service and the signalling network management in particular,
were investigated. It is assumed that a signalling performance which satisfies
the requirements mentioned above will also meet those of future users.

In the light of the above, signalling system performance is understood
to be the capability of the message transfer part to transfer messages of
variable length for different users in a defined manner. In order to achieve a
proper signalling performance, three groups of parameters have to be taken into
account:

- The first group covers the objectives derived from the
requirements of the different users. The aims are limitation of
message delay, protection against all kinds of fsilures and
guarantee of availability.

- The second group covers the features of the signalling traffic,
such as the loading potential and the structure of the
signalling traffic.

- The third group covers the given environmental influences, such
as the characteristics (e.g. error rate and burstiness) of the
transmission media.

The three groups of parameters are considered in the specification of
the procedures to enable the message transfer part to transfer the messages in
such a way that the signalling requirements of all users are met and that a
uniform and satisfactory overall signalling system performance is achieved.

I Basic parameters related to mssage transfer part signalling
performance

Signalling performance is defined by a great number of different
parameters. In order to ensure a proper signalling performance for all userr to
be served by the common message transfer part, the following design objectives
are established for the message transfer part.

1.1 Unavailability of a signalling route set

The unavailability of a signalling route set ib determined by the
unavailability of the individual components of the signalling network
(signalling links and the signalling points) and by the structure of a
signalling network.

(3854)
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The ,navailabilitv of a signallinp route set should not exceed a total

of 19 minutes per year.

Th? unav2ilability of - cigrzlling rutc :t.. Z.. . g1!in

network may be improved by replication of signalling links, signalling pathq

and signalling routes.

1.2 Unavoidable message transfer part malfunction

The message transfer part of Signalling System No. 7 is designed to
transport messages in a correct sequence. In addition, the messages are

protected against transmission errors. However, a protection against

transmission errors cannot be absolute. Furthermore, missequencing and loss of
messages in the message transfer part cannot be excluded in extreme cases.

For all user parts, the following conditions are guaranteed by the

message transfer part:

a) Undetected errors

On a signalling link employing a signalling data link

which has the error rate characteristic as described in

Recommendation Q.702 E53 not more than one in 1010

of all signal unit errors will be undetected by the message

transfer part.

b) Loss of messages

Not more than one in 107 messages will he lost due to

failure in the message transfer part.

c) Messages out-of-sequence

Not more than one in 1010 messages will be delivered

out-of-sequence to the user parts due to failure in the message
transfer part. This value also includes duplication of messages.

1.3 Message transfer times

This parameter includes:

- handling times at the signalling points (see Section 4.3);

- queueing delays including retransmission delays (see

Section 4.2);

- signalling data link propagation times.

1.4 Signalling traffic throughput capability

Needs further study (see Section 2.2).
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2 Signalling traffic characteristics

2.1 Labelling potential

The design of Signalling System No. 7 provides the potential in labels
to identify 16,384 signalling points. For each of the 16 different user parts
a number of user transactions may be identified, e.g. in the case of the
t elephone service up to 4,096 speech circuits.

2.2 Loading potential

Considering that the load per signalling channel will vary according
to the traffic characteristics of the service, to the user transactions served
and to the number of signals in use, it is not practicable to specify a general
maximum limit of user transactions that a signalling channel can handle.
The maximum number of user transactions to be served must be determined for
each situation, taking into account the traffic characteristics applied so that
the total signalling load is held to a level which is acceptable from different
points of view.

When determining the normal load of the signalling channel account
must be taken of the need to ensure a sufficient margin for peak traffic
loads.

The loading of a signalling channel is restricted by several factors
which are itemized below:

2.2.1 Queueing delay

The queueing delay in absence of disturbances is considerably
influenced by the distribution of the message length and the signalling
traffic load (see Section 4.2).

2.2.2 Security requirements

The most important security arrangement is redundancy in conjunction
with changeover. As load sharing is applied in normal operation, the load on
the individual signalling channels has to be restricted so that, in the case of
changeover, the queueing delays do not exceed a reasonable limit. This
requirement has to be met not only in the case of changeover to one
pre-determined link but also in the case of load distribution to the remaining-
links.

2.2.3 Capacity of sequence numbering

The use of 7 bits for sequence numbering finally limits the number of
signal units sent but not yet acknowledged to the value of 127.

in practice this will not inpose a limitation on the loading
potential.

2.2.4 Signalling channels using lower bit rates

A loading value for a signalling channel using bit rates of less than
64 kbit/s will result in greater quetieing delays than the same loading value
for a 64 kbit/s signalling channel.

(385~4)
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2.3 Structure of signalling traffic

The Incibage transfer part of Signalling System No. 7 serves different
user parts aa a joint transport system for messages. As a result, the structure
of the signalling traffic largely depend. on the types of user parts served. It
can be assumed that at least in the near future the telephone service will
represent the main part of the signalling traffic also in integrated
networks.

It cannot be foreseen yet how the signalling traffic is influenced by
the integration of existing and future services. The traffic models given in
Section 4.2.4 have been introduced in order to consider as far as possible the
characteristics and features of different service@ within an integrated
network. If new or more stringent requirements are imposed on signalling (e.g.
sborter delays) as a consequence of future services, they should be met by
appropriate dimensioning of the load or by improving the structure of the
signalling network.

3 Parm ters related to transmission characteristics

No special transmission requirements are envisaged for the signaA11rj
links of Signalling System No. 7. Therefore, System No. 7 provides appropriate
means in order to cope with the given transmission characteristics of ordinary
links. The following items indicate the actual characteristics to be expected-
as determined by the responsible CCITT Study Groups - and their consequences
on the specifications of the Signalling System No. 7 message transfer part.

3.1 Application of Signalling System No. 7 to 64 kbit/a links

The message transfer part is designed to operate satisfactorily with
the following transmission characteristics:

a) A long-term bit error rate of the signalling data link of
less than 10-6 (:63.

b) A medium-term bit error rate of less than 10-4.

c) Random errors and error bursts including long bursts which
might occur in the digital link due to, for instance, loss of
frame alignment or octet slips in the digital link. The maximum
tolerable interruption period is specified for the signal unit
error rate monitor (see Recoimmendation Q.703, Section 8.2 C13).

3.2 Application of Signalling System No. 7 to links using lower bit
rates

(Needs further study)

(3854)
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4 Parameters of influence on signalling performance

4.1 Signalling Network

Signalling System No. 7 is designed for both associated and
non-associated applications. The reference section in such applications is the
signalling route set, irrespective of whether it in served in the associated
or quasi-associated mode of operation.

For every signalling route set in a signalling network, the
unavailability limit indicated in Section 1.1 has to be observed irrespective
of the number of signalling links in tandem of which it is composed.

4.1.1 International signalling network

(Needs further study)

4.1.2 National signalling network

(Needs further study)

4.2 Queueing delays

The message transfer part handles messages from different user parts
on a time-shared basis. With time-sharing, signalling delay occurs when it is
necessary to process more than one message in a given interval of time. When
this occurs, a queue is built up from which messages are transmitted in order
of their times of arrival.

There are two different types of queueing delays. queueing delay in
the absence of disturbances and total queueing delay.

4.2.1 Assumptions for derivation of the formulae

The queueing delay formulae are basically derived from the H/Gil queue
with priority assignment. The assumptions for the derivation of the formulae in
the absence of disturbances are as follows:

a) the interarrival time distribution is exponential (M),

b) the service time distribution is general (G),

C) the number of server is one (1),

d) the service priority refers to the transmission priority
within level 2 (see C43), however the link status signal unit
and the independent flag are not considered,

e) the signalling link loop propagation time is constant
including the process time in signalling terminals, and

f) the forced retransmission case of the preventive cyclic
retransmission method is not considered.

(3854)
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In addition, for the formulae in the presence of disturbances, the
assumptions are as follows:

g) the transmission error of the message signal unit is random,

h) the errors are statistically independent of each other,

i) the additional delay caused by the retransmission of the
erroneous signal unit is considered as a part of the waiting
time of the concerned signal unit, and

j) in case of the preventive cyclic retransmission method, after
the error occurs, the retransmitted signal units of second
priority are accepted at the receiving end until the sequence
number of the last sent new signal unit is caught up by that
of the last retransmitted signal unit.

Furthermore the formula of the proportion of messages delayed more
than a given time is derived from the assumption that the probability density
function of the queueing delay distribution may be exponentially decreasing
where the delay time is relatively large.

4.2.2 Factors and parameters

a) The notations and factors required for calculation of the
queueing delays are as follows:

Qa mean queueing delay in the absence of disturbances

02 variance of queueing delay in the absence of disturbances
a

Qt mean total queueing delay

2

at variance of total queueing delay

P(T) proportion of messages delayed more than T

a traffic loading by message signal units (excluding
retransmission)

Ts mean emission time of message signal units

Tf emission time of fill-in signal units

TL, signalling loop propagation time including processing tine
in signalling terminal,

Pu error probability of message signal units

(3854)
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kI - 2nd moment of message signal units emission time

2
Tm

k2 - 3rd moment of message signal units emission time

3
Tm

Note - As a consequence of zero insertion at level 2 (see
Recommendation Q.503, Section 3.2 C63), the length of the emitted signal unit
vill be increased by approximately 1.6 percent on average, however, this
increase has negligible effect on the calculation.

b) The parameters used in the formulae are as follows:

tf = Tf/Tm

tL = TL/Tm

for the basic method,

E - I+Pt

I iti L

E -k + P t (t + 2)

2 1 uL L

2
E , k + P t (t + 3t + 3k )
3 2 u L L L 1

for the preventice cyclic retransmission method,

a3 - exp(-atL) traffic loading caused by fill-in signal units

3

a 1-a

at
L

t --------

aL I -a

'P ta LF= I+

2

Fa3

--------------
u (1-2)(1-2aF )  L
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4.2.3 Formulae

The formulae of the mean and the variance of the queueing delays are
described in Table 4-1/Q.706. The proportion of messages delayed more than a

given time T% is:

where QX and aX denote the mean and the standard deviation of queueing
delay, respectively. This approximation is better suited in absence of
disturbances. In presence of disturbances the actual distribution may be
deviated further. Relation between P(TX) and TX is shown in
Figure 4-1/Q.706.

to*'

i0"2

ito.
-4

to

4,
0

to'$t

Queueing delay time (T.)

Qx Mean queueing delay (see Figure 4-2. Q.706)

Ox : Standard deviation (see Figure 4-3. Q.706)

Figure 4-1 (. )- Probability of message signal wit delayed

mre than Tx .
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4.2.4 Example

Assuming the traffic models given in Table 4-2 (Q.706) examples of
queueing delays are calculated as listed in Table 4-3 (Q.706).

TABLE 4-2 (Q.706 ) - Traffic model

Model A B

Message length (bits) 120 104 304

Percent 100 92 8

Mean message 120 120
length (bits)

k 1.0 1.2

k2  1.0 1.9

TABLE 4-3 (Q.7,0) - List of examples

Figure Error control Queueing delay Disturbance Model

4-2 Basic/PCR Mean Absence A and B

4-3 Basic/PCR Standard deviation Absence A and B

4-4 Basic Mean Presence A

4-5 Basic Standard deviation Presence A

4-6 PCR Mean Presence A

(3854)
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M.S
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Fig. 14-2 (Q.706) Mean queueing delay of each channel of

traffic in absence of disturbance.
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T a 1.875ms (120 bits and 64 kbit/s)
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model B

Fig. 4-3 (Q.706) Standard deviation of queueing delay of each

channel of traffic in absence of disturbance.

(3854)



257 -I

AP VII-No. 18-E

12

T, = 1.875rrs (120 bits and 6L kt.it/s) 6
Tf=0.75 ms 48~ bits and UL kbit/z)

to _ TL =30ms __ __ _ _ _ _

B5

__ _ __ _ ____T_

20E

0 0. 0.2 0.3 .~ .5 06 0. 0.
E r.ng

Traffc lodingof MU (a

Fig 1(2 Q7 6  entta uuigdlyo ac nne ftaf
-~~~~~~~ Bai eroEorcinmto

(3854)-



- 258 -

AP VII-No. 18-E

Ins

16

TM 1.875 (120 bits and 64~ kbit/s)
Tf - 0.75 ( 48 bits and 64 kLit/s)
TL = 30 is

12

o

0
0
.O

.)

0 0.1 0,2 0.3 0.4 0.3 0.6 0.7 0.6
Erlange

Traffic loading of MSU (a)

Fig. 4-5 (Q.706) Standard deviation of queueing delVy of each

channel of traffic.
- Basic error correction method -

(3854)



A - 259A.P I-NO' 18-E

'-2

7' 117= 10VVmf 
0 7 r 8 b t n b t s

ts an 64 kit/0

0 4JI
Traff~cErlan. 

s-zoading of .U a
F19- 4-6 (Q-706) vjean total qetraffic. 

ueIng del%
1  of eac~ h Jre cP reventivecorrectio ,,eth lc - etrans~. 

e r

(3854)



- 260 -
AP VII-No. 18-E

4.3 Message transfer times

Within a signalling relation, the message transfer part transports
messages from the originating user part to the user part of destination, using
several signalling paths. The overall message transfer time needed depends on
the message transfer time components (a) to (e) involved in each signalling
path.

4.3.1 Message transfer time components and functional reference points

A signalling path may include the following functional signalling
network components and transfer time components.

a) Message transfer part sending function at the point
of origin.

user signalling signalling signallin-
functions messagp hand- link data link

ling functions functions functions

T a Message transfer part sending time
ms

Figure 4-7 (Q.706 ) - Functional diagram of the message transfer part

sending time

b) Signalling transfer point function

signalling signalling signalling signalling signalling
data link link message handling link data link
functions functions functions functions functions

CS

Figure 4-8 (I ) - Functional diagram of the message transfer
time at signalling transfer points.

(3854)
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c) Message transfer part receiving function at the point
of destination.

signalling signalling signalling user
data link link functions message handling functions
iunctions functions

level 1 level2 level 3 level 4

' Tmr -, CCITT -3

T * Message transfer part receiving time

Figure 4-9 ( 7 )- Functional diagram of the message transfer part

receiving time

d) Signalling data link propagation time.

signalling signalling signalling
link data link link
functions functions functions

level1 2 H level 11i level 2

TlP CCI[TT ??'

T * propagation time of the data channelP

Figure 4-lO (NQ.70( )- Functional diagram for the
propagation time

e) Queueing delay

An additional increase of the overall message transfer times is caused
by the queueing delays. They are described in Section 4.2.

(3854)
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4.3.2 Definitions

a) Message transfer part sending time Tins

Tms is the period which starts when the last bit of
the message has left the user part and ends when the last
bit of the signal unit enters the signalling data link for the
first time. It includes the queueing delay in the absence of
disturbances, the transfer time from level 4 to level 3, the
handling time at level 3, the transfer time from level 3 to
level 2, and the handling time in level 2.

b) Message transfer time at signalling transfer points Tcs

Tcs is the period, which starts when the last bit
of the signal unit leaves the incoming signalling data link and
ends when the last bit of the signal unit enters the outgoing
signalling data link for the first time. It also includes the
queueing delay in the absence of disturbances but not the
additional queueing delay caused by retransmission.

C) Message transfer part receiving time Tmr

Tmr is the period which starts when the last bit of the
signal unit leaves the signalling data link and ends when the last
bit of the message has entered the user part. It includes the
handling time in level 2, the transfer time from level 2 to
level 3, the handl-ing time in level 3 and the transfer time from
level 3 to level 4.

d) Data channel propagation time TD

Tis the period which starts when the last bit of the
signal unit has entered the data channel at the sending side
and ends when the last bit of the signal unit leaves the
data channel at the receiving end irrespective of whether the
signal unit is disturbed or not.

(3854)
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4.3.3 Overall message transfer times

The overall message transfer time To is referred to the signalling
relation. To starts when the message has left the user part (level 4) at the
point of origin and ends when the message has entered the user part (level 4)

at the point of destination.

The definition of the overall message transfer time and the
definitions of the individual message transfer time components give rise to the
following relationships:

a) In the absence of disturbances

n+! n
T aT T +~

*a as I" pl 11 Cal mr

b) In the presence of disturbances

T -T + (Q Q
o oa t a

Here

Toa - overall message transfer time in the absence of
disturbances

Tms - Message transfer part sending time

Tmr = Message transfer part receiving time

Tcs - Message transfer time at signalling transfer points

n = number of STPs involved

T p - data propagation time channel

To Ioverall message transfer time in the presence of
disturbances

Qt - total queueing delay (see Section 4.2)

Qa a queueing delay in the absence of disturbances (see
Section 4.2)

Note - For (Qt - Qa), all signalling points in the
signalling relation must be taken into account.

(38i4
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4.3.4 Estimates for Message Transfer Times

(Needs further study)

The estimates must take account of:

- the length of the signal unit,

- the signalling traffic load,

- the signalling bit rate.

The estimates for Tmr and Tms will be presented in the
form of:

- mean values,

- 95% level values.

The estimates for Tcs for a signalling transfer point are given
in Table 4-3 (Q.706 ).

-3 (.706)TABLE -

Message transfer
STP Signalling time at an STP 1)

in ms (Tcs)
Traffic Load ........

Hean 95Z

Nornal 20 4U
+1SZ 40 80
+30Z 100 200

1) Provisional values

These figures are related to 64 kbit/s signalling bit rate. The normal
signalling traffic load is that load for which the signalling transfer point is
engineered. A mean value of 0.2 Erlang per signalling link is assumed. The
message length distribution is as given in Table 4-2 (Q.706).

4.4 Error control

During transmission, the signal units are subject to disturbances
which lead to a falsification of the signalling information. The error control
reduces the effects of these disturbances to an acceptable value.

Error control is based on error detection by redundant coding and on
error correction by retransmission. Redundant coding is performed by generation
of 16 check bit@ per signal unit based on the polynomial described in
lecomendation Q.703, Section 4.2 C23. Moreover, the error control does not
introduce loss, duplication or missequencing of messages on an individual
signalling link.

However, abnormal situations may occur in a signalling relation, which
are caused by failures, so that the error control for the signalling link
involved cannot ensure the correct message sequence.

(3854)



-265-

AP VII-No. 18-E

4.5 Security arrangements

The security arrangements have an essential influence on the
observance of the availability requirements listed in Section 1.1 for a
signalling relation.

In the case of Signalling System No. 7, the security arrangements are

mainly formed by redundancy in conjunction with changeover.

4.5.1 Types of security arrangements

In gene-.L, a distinction has to be made between security arrangements
for the individual components of the signalling network and'security
arrangements for the signalling relation. Within a signalling network, any
security arrangement may be used, but it must be ensured that the availability
requirements are met.

a) Security arrangements for the components of the signalling
network

Network components, which form a signalling path when being
interconnected, either have constructional security arrangements
which exist from the very beginning (e.g. replication of the
controls at the exchanges and signalling transfer points) or can
be replicated, if need be (e.g. signalling data links). For

security reasons, however, replication of signalling data links
is effected only if the replicated links are independent of one
another (e.g. multipath routing). In the case of availability
calculations for a signalling path set, special care has to be
taken that the individual signalling links are independent of one
another.

b) Security arrangements for signalling relations

in quasi-associated signalling networks where several
signalling links in tandem serve one signalling relation, the
security arrangements for the network components, as a rule,
do not ensure sufficient availability of the signalling relation.
signpallin relartiny thaneenrovis oferoren sigallin parthe
Appropriate ecuitny arrangeentsimutnthereedn begaein fort
sets, which have likewise to be independent of one another.

4.5.2 Security requirements

In the case of 64 kbit/s signalling links, a signalling network has to
be provided with sufficient redundancy so that the quality of the signalling
traffic handled is still satisfactory (application of the above to signalling
links using lower bit rates needs further study).

(3854)
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4.5.3 Time to initiate changeover

If individual signalling data links fail, changeover is initiated by

signal unit error monitoring (see Recoimmendation Q.703, Section 8 C33). With
signal unit error monitoring, the time between the occurrence of the failure
and the initiation of changeover is dependent on the message error rate (a
complete interruption will result in the error rate 1).

Changeover leads to substantial additional queueing delays. Tb keep

the latter as short as possible, the signalling traffic affected by an outage

is reduced to a minimum by the use of load sharing on all existing signallingA

4.6 Failures

4.6.1 Link failures

During transmission, the messages may be subject to disturbances. A
measure of the quality of the signalling data link is its signal unit error
rate.

Signal unit error monitoring initiates the changeover at a signal unit

error rate of about 4 x 10-3.

The error rate, which Signalling System No. 7 has to cope with,
represents a parameter of decisive influence on its efficiency.

As a result of error correction by retransmission, a high error rate
causes frequent retransmission of the message signal units and thus long
queueing delays.

4.6.2 Failures in signalling points

(Needs further study)

4.7 Priorities

Priorities resulting from the meaning of the individual signals are
not envisaged. Basically, the principle "first-in - first-out" applies.

Although the service indicator offers the possibility of determining
different priorities on a user basis, such user priorities are not yet
foreseen.

Transmission priorities are determined by message transfer part
functions. They are solely dependent on the present state of the message
transfer part and completely independent of the meaning of the signals (see
Recoummendation Q.703. Section 9.2 C43).

(3854)
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5 Performance under adverse conditions

5.1. Adverse conditions

(Needs further study)

5.2 Influence of adverse conditions

(Needs further study)
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Recommendation Q.707

TESTING AND MAINTENANCE

1 General

In order to realize the performance requirements described in
Recommuzendation Q.706 C13, mean. and procedures for signalling network
testing and maintenance are required in addition to the means defined in
Recoummendation Q.703 C23 and Q.704 C33.

2 Testing

2.1 Signalling data link test

As defined in Recommendation Q.702, Section 1 C43, the signalling
data link is a bidirectional transmission path for signalling. Testing and
maintenance functions can be initiated independently at either end.

The signalling data link and the constituent parts of the digital and
analogue versions are described in Recommsendation Q.702, Section 1 C43.

They must be tested before being put into service to ensure that they
meet the requirements of Recommendation Q.702, Section 3 [5].

Since interruptions of the signalling data link will affect many
transactions, they must be treated with the utmost care. Appropriate special
measures should be taken to prevent unauthorized maintenance access which could
result in interruptions to service. These special measures may include marking
or flagging the equipment and indications on distribution frames or test bays
where access is possible (see Recommuendation M.1050 C63).

The signal unit error rate monitor and the alignment error rate
monitor described in Recoimmendation Q.703, Section 8 C7:1, also provide means
for detecting deterioration of a signalling data link.

Further studies are required with reference to Recoammendation V.51
tL83.

2.2 Signalling link test

As defined in Recommendation Q.703, Section 1.1.1 C9J and
illustrated in Figure 2-1 (Q.701) C103, the signalling link comprises a
signalling data link with signalling link functions at either end.

In the following, an on-line signalling link test procedure is
specified which involves communication between the two ends of the concerned
signalling link. This procedure is intended for use while the signalling
link is in service. In addition local failure detection procedures should be
performed at either end; these are not specified in this Recommendation.
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The test procedure is intended to be applied periodically on each
operational signalling link with a sufficient frequency to ensure that the
signalling link performance requirements are met. The signalling link test
message is sent at regular intervals.1) The testing of a signalling link
is performed independently from each end.

The ability to send a signalling test acknowledgement, defined below,
must always be provided at a signalling point but the provision for
transmission of the signalling test message is at the discretion of the
signalling points.

The signalling point initiating the tests transmits a signalling link
test message on the signalling link to be tested. This message includes a test
pattern which is chosen at the discretion of the end initiating the test. After
receiving a signalling link test message, a signalling point responds with a
signalling link test acknowledgement message on the same signalling link within
T - 100 a (provisional value). The test pattern included in the signalling
link test acknowledgement message is identical to the test pattern sent. In the
case that a test pattern in a received signalling link test acknowledgement is
the sae as that sent in a signalling link test message, no further action is
taken.

In the case when:

a) a signalling link test acknowledgement message is not
received on the link being tested within TI - I s (provisional
value), after the signalling link test message has been sent, or

b) a signalling link test acknowledgement message is received
with a test pattern that is different from the last pattern
sent in a signalling link teat message,

the test is considered to have failed and is repeated once. In the case when
also the repeated test fails a management system must be informed and further
action is for further studies.

The formats and codes of signalling link test and signalling link test
acknowledgement messages used for signalling link testing are specified in
Section 5.4.

2.3 Signalling route test

In addition to the procedures specified in the Recommendation Q.704,
Section 10 C113, the need for, and form of other line procedures are for
further studies.

1) The definition of the lower limit of thege intervals is for

further study. This must be defined, taking into ac-count the need tn

ensure that a received signnllinp link test ackno'wledge'ment I S T

response to the last sent F;ipnnl Iinp lin' test mvssa1g .

(3854)
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3 Fault location

Fault location operations, employing particular manual or automatic
internal teat equipment are left to the discretion of the individual Signalling
Points.

Teats requiring provision of messages are for further studies.

Reference ia made to Recoammendation V.51, Section 5 C123.

4 Signalling network monitoring

In order to obtain information on the atatua of the signalling
network, monitoring of the signalling activity must be provided (for example
measures of the signalling load on the signalling data link). The specification
of such means and procedures is for further study.

5 Formats and codes of signalling network testing and maintenance
messagesa

5.1 General

The signalling network testing and maintenance messages are carried on
the signalling channel in Message Signal Units, the format of which is
described in Recoimmendation Q.703, Section 2 C133. As indicated in
Recommendation Q.704, Section 12.2 E143, these messages are distinguished by
the configuration 0001 of the service indicator (SO). The sub service field
(SSF) of signalling network testing and Maintenance messages is used in
accordance with Recoimmendation Q.704, Section 12.3 C153.

The signalling information field (SIF) consists of an integral number
of octets and contains the label, the heading code and one or more signals and
indications.

5.2 Label

For signalling network testing and maintenance messages, the label has
the same structure as the label of signalling network management messages (see
Recommendation Q.704, Section 13.2 C163).

5.3 Heading code Ho

The heading code Ho is the 4-bit field following the label and
identifies the message group. The different heading codes are allocated as
follows:

0000 Spare

0001 Test messages

The remaining codes are spare.

(385~4)



- 271 -

AP VII-No. 18-E

5.4 Signalling link test messages

The format of the signalling link test messages is shown in

Figure 5-1.

DCBA 0001

Length Heading Heading
Test tern indicator Spare code code LABEL

HI HO

nx8 4i) 41) 4 4 32
CCITT - S O

1st bit
transmitted

Figure 5-1 C Q.707

The signalling link test messages, are made up of the following

fields:

Label (32 bits) see Section 5.2

Heading code HO (4 bits)

Heading code HI (4 bits)

Spare bits (4 bits) 1)

Length Indicator (4 bits) 1)

Test pattern C n x 8 bits with n < 16 1)3

In the label, the signalling link code identifies the signalling link

on which the test message is sent.

The heading code HI contains signal codes as follows:

bits DCBA

0001 signalling link test message

0010 signalling link test acknowledgement message

The length indicator gives the number which octets, the test pattern

comprises:

The test pattern in an integral number of octets and is chosen at thc

discretion of the originating point.

I) Provisional value.

(3854)
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6 State transition diagram

The state transition diagram is intended to show precisely the
behaviour of the signalling system under normal and abnormal conditions as
viewed from a remote location. It maust be emphasized that the functional
partitioning shown in the following diagram is used only to facilitate
understanding of the system behaviour and is not intended to specify the
functional fp.rtioning to be adopted in a practical implementation of the
signalling system.

(3854)
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Recomendation Q.721

FUNCTICNAL DESCRIPTION OF THE SI(L4ALLING SYSTEM (TUP)

1 General

Use of Signalling System No. 7 for telephone call control signalling
requires:

- application of Telephone User Part (TUP) functions, in
combination with,

- application of an appropriate set of Message Transfer
Part (MTP) functions.

A general description of the signalling system is given in
Recommendation Q.701l C3. That Recomnendation also defines the division of
functions and the requirements of interaction between the Message Transfer Part

and the Telephone User Part.

2 Telephone User Part

The Telephone User Part specified in these specifications defines the
necessary telephone signalling functions for use of Signalling System No. 7 for
international telephone call control signalling. It is specified with the aim
of providing the same features for telephone signalling as other CCITT
telephone signalling systems.

Signalling System No. 7 can be used to control the switching of all
types of international circuits to be used in a world-wide connection,
including circuits with speech interpolation and satellite circuits.

The system meets all requirements defined by the CCITT concerning the
service features for world-wide international semi-automatic and automatic
telephone traffic. It is designed for the bothway operation of speech
circuits.

When used with homogenous digital telephone circuits the continuity of
these circuits is ensured by the means for transmission quality supervision and
failure detection that are inherent in the digital systems providing these
circuits. However, the system includes means for link-by-link assurance of
continuity check of the speech path when used with analogue telephone
circuits.

The signalling system is suitable for national telephone applications.
Host telephone signalling messags types and signals specified for
international use are also required in typical national applications. In
addition to these, national applications typically require additional
signalling message types and signals; the system provides ample spare capacity
for such additions.

(3854)
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The standard label structure specified for telephone signalling
messages requires that all exchanges using the signalling system are
allocated codes from code plans established for the purpose of unambiguous
identification of signalling points. The principles to apply to the
international signalling network are for further study.

3 Message Transfer Part

The Message Transfer Part of Signalling System No. 7 is specified in
separate recommendations. An overview description of the Message Transfer Part
is contained in Recommendation Q.701 El).

The Message Transfer Part defines a range of functions by whichi
different signalling modes and different signalling network configurations may
be realised. Any application of Signalling System No. 7 requires that an
appropriate selection of these functions is applied depending on the intended
use of the system and the characteristics of the telecommunications network
concerned.

Reference

L1U CCITT Recommendation Functional Description of the Signalling
System CMTP), Yellow Book, Vol. VI.7, Rec. Q.701.

Recommendation Q.722

GENERAL FUNCTION OF TELEPHONE MESSAGES AND SIGNALS

This Recommendation describes the general function of telephone
signalling messages and the telephone signals and other information components
contained in those messages. The requirements relating to the use of the
signalling messages and their signal content are specified in
Recomm~endation Q.723 El:) and Recommendation Q.724 E23.

1 Telephone signalling messages

The definition of formats and codes for telephone messages is based on
a functional grouping as indicated in the following. It is expected that
national application of the signalling system typically will require further
message types in addition to the internationally defined message types
indicated in the following. As a result of the criteria on which the grouping
of message types are based some groups as yet only contain one message type.

1.1 Forward address message group

This message group includes messages sent in the forward direction
containing address information. Signals from Section 3.3 may be included.
Messages so far specified are as follows.

(3854)
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1.1.1 Initial address message

A type of message sent first in the forward direction at call set-up.
It contains address information and other information relating to the routing
and handling of the call.

1.1.2 Subsequent address message

A type of message sent in the forward direction subsequent to the
initial address message and containing further address information.

1.2 Forward set-up message group

This message group includes messages sent in the forward direction,
subsequent to address messages containing further information for call set-up.
Signals from Section 3.3 may be included. Messages so far specified are as
follows.

1.2.1 Calling-line-identity message

A type of message containing the identity of, and possibly other
information relating to, the calling line.

1.2.2 Calling-line-identity-unavailable message

A type of message containing the information that the identity of the
calling line is not available.

1.2.3 Continuity message

A type of message containing a continuity signal.

1.3 Backward set-up request message group

This message group includes messages sent in the backward direction
requesting further information for call set-up. Signals from Section 3.4 may be
included. Messages so far specified as follows.

1.3.1 Calling-line-identity-request message

A type of message containing a signal requesting transfer of the
identity of, and possibly other information relating to, the calling party.

1.4 Successful backward set-up information message group

This message group includes messages sent in the backward direction
containing information relating to a successful call set-up. Signals from
Section 3.4 may be included. Messages so far specified as follows.

1.4.1 Successful-call-attempt message

A type of message containing a signal indicating that the call has
been connected to the called party and giving additional information relating
to this.

(3854)
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1.4.2 Charging message

A type of message containing charging information.

1.5 Unsuccessful backward Bet-up information message group

This message group includes messages sent in the backward direction
containing information relating to an unsuccessful call set-up. Signals from
Section 3.4 may be included. Messages so far specified as follows.

1.5.1 Unsuccessful-call-attempt message

A type of message containing a signal indicating the failure of the
call and the reason for the failure.

1.6 Call supervision message group

A message containing a signal, from Section 3.5, relating to the
supervision of the call.

1.7 Circuit supervision message group

message containing a signal, from Section 3.6, relating to theI

supervision of the circuit.

2 Service information

The service information provides th.- highest level of discrimination
between different sets of signalling messages. It contains the following
components.

2.1 Service indicator

Information used to identify the User Part to which the signalling
message belongs.

2.2 National indicator

Information used for discrimination between international and national
messages. In case of national messages, it may for example also be used for
discrimination between different label alternatives for national use.

3 Signalling information

3.1 Label components

In the case of the telephone signalling messages the label is used for
message routing and, in general, identification of the concerned telephone
circuit. The standard label structure consists of the following components.

3.1.1 Destination point code

Information identifying the signalling point to which the message is
to be routed.
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3.1.2 Originating point code

Information identifying the signalling point from which the message
has been originated.

3.1.3 Circuit identification code

Information identifying the telephone circuit imong those
interconnecting the destination point and originating point.

3.2 Message format identifiers

3.2.1 Heading

Information discriminating, as applicable, between different groups or

individual types of messages within the set of messages identified by the
service information. The heading is split into two levels. The first level
discriminates between different groups. The second level either discriminates
between different message types or contains a signal.

3.2.2 Field length indicator

Information associated with and indicating the length of a variable
length field.

3.2.3 Field indicator

Information associated with and indicating the presence or absence of

an optional field.

3.3 Forward set-up telephone signals

3.3.1 Address Signal

A call set-up signal sent in the forward direction containing one
element of information (digit 0, 1, 2 .... 9, Code 11 or Code 12) about the
called party's number or the end-of-pulsing (ST) signal.

For each call, a succession of address signals is sent.

3.3.2 End-of-pulsing (ST) signal

An address signal sent in the forward direction indicating that there
are no more address signals to follow.

3.3.3 Nature-of-address indicator

Information sent in the forward direction indicating whether the
associated address or line identity is an international, national significant
or subscriber number.

(3854)
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3.3.4 Nature-of-circuit indicator

Information sent in the forward direction about the nature of the
circuit or any preceding circuit(s) already engaged in the connection:

- a satellite circuit, or

- no satellite circuit.

An international exchange receiving this information will use it (in
combination with the appropriate part of the address information) to determine
the nature of the outgoing circuit to be chosen.

3.3.5 Echo suppressor indicator

Information sent in the forward direction indicating whether or not an
outgoing half-echo suppressor is included in the connection.

3.3.6 Calling-party's-category indicator

Information sent in the forward direction about the category of the
calling party and, in case of semi-automatic calls about the service language

to be spoken by the incoming, delay and assistance operators.

The following categories are provided:

- operator,

- ordinary calling subscriber,

- calling subscriber with priority,

- data call,

- test call.

3.3.7 Continuity-check indicator

Information sent in the forward direction indicating whether or not a

continuity check will be performed on the circuit concerned.

3.3.8 Calling line identity

Information sent in the forward direction indicating the national
significant number of the calling party.

3.3.9 Calling-l1ine-identity-unavailable signal

A signal sent in the forward direction indicating that the identity of
the calling line is not available.

3.3.10 Continuity signal

A signal sent in the forward direction indicating continuity of the
preceding No. 7 speech circuit(s) as well as of the selected speech circuit to

the following international exchange, including verification of the speech path
across the exchange with the specified degree of reliability.
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3.3.11 Continuity failure signal

A signal sent in the forward direction indicating failure of
continuity of the No. 7 speech circuit.

3.4 Backward set-up telephone signals

3.4.1 Calling-line-identity-request signal

A signal sent in the backward direction requesting transfer of the

calling line identity from the originating exchange.

3.4.2 Address-complete signal

A signal sent in the backward direction indicating that all the
address signals required for routing the call to the called party have been

received and that no called-party's-line-condition signals (electrical) will
be sent.

3.4.3 Address-complete signal, charge

A signal sent ,n the hp-kward direction indicating that all the

address signals requited f,, ro.utin, the call to the called party have been
received, that no cailed-party'%-line-condition signals (electrical) will be

sent and that the call should be charged on answer.

3.4.4 Address- ccmplete siJ l, , no-charge

A signal sent in t'),, bakward direction indicating that all the
address signals reyiired f r roi irl ' the call to the called party have been
received, that no called-partv's--lin,-condition (electrical) will be sent and
that the call should not he chnrgpd on answer.

3.4.5 Address-complete Rignl, cnin-box

A signal sent in tw ba,<ward direction indicating that all the

address signals rei,,iired for rutin, !he call to the called party have been
received, that nv Cali, i-part v's- iti,- .odition (electrical) will be sent,

that the call nhould hf (-arg.d or a:n wer and that the called number is a coIn
(box) station.

3.4.6 Suhscrih- r-fT, i.,i

Inf ormat , it r )t t- "i a 6 wA r dir..:t ion indicating that the callV

party's lin, is free.

3.4.7 Switching eqoimentr-r;,i. ""tir sig:ual

A siRnal ,ient ii ti. A- ' ,,rd dire, tion in cntinp the failure of tho,

call net-up ateimp m ,, . , . '. oi red at intriatifonal switchin '

eqiip renr .

3.4.8 C rcit -vr, i) ,t-v,-:r

A Fi I p i r, i rd c t, p i t h- f it.

call set-up at ,r-; ! . '1 fit, 1 '1,.i ' i cI r

group
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3.4.9 National-network-congestion signal

A signal sent in the backward direction indicating the failure of the
call set-up attempt due to congestion encountered in the national destination
network Eexcluding the busy condition of the called party's line(s)).

3.4.10 Address-incomplete signal

A signal sent in the backward direction indicating that the number of
address signals received is not sufficient for setting up the call. This
condition may be determined in the incoming international exchange (or in the
national destination network):

- immediately after the reception of an ST signal, or

- on timeout after the latest digit received.

3.4.11 Call-failure signal

A signal sent in the backward direction indicating the failure of a
call pet-up attempt due to the lapse of a timeout or a fault not covered by
specific signals.

3.4.12 Unallocated number signal

A signal sent in the backward direction indicating that the received
number is not in use (for example spare level, spare code, vacant subscriber's
number).

3.4.13 Subscriber-busy signal (electrical)

A signal sent in the backward direction indicating that the line(s)
connecting the called party with the exchange is (are) engaged. The

subscriber-busy signal will also be sent in case of complete uncertainty about
the place where the busy or congestions are encountered and in the case where a
discrimination between subscriber-busy and national-network congestion is not
possible.

3.4.14 Line-out-of-service signal

A signal sent in the backward direction indicating that the called
party's line is out-of-service or faulty.

3.4.15 Send-special-information-tone signal

A signal sent in the backward direction indicating that the special

information tone should be returned to the calling party. This tone indicates
that the called number cannot be reached for resasons not covered by other

specific signals and that the unavailability is of long term nature (see also
Recomendation A.35).
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283E

3.5 Call supervision 
signalsAPVIN.1E

3.5.1 Forward-transfer signal

A signal sent inl the forward direction on semi-automatic calls when
the outgoing international exchange operator wants the help of an operator at
the incoming international exchange. The signal will normally serve to bring
an assistance operator (see Recommendation Q.101 C33) into the circuit if the
call is automatically set up at the exchange. When a call is completed via an
operator (incoming or delay operator) at the incoming international exchange,
the signal should preferably cause this operator to be recalled.

3.5.2 Answer signal, charge

A signal sent in the backward direction indicating that the call is
answered and subject to charge.

In semii-automatic working, this signal has a supervisory function. In
automatic working, the signal is used:

- to start metering the charge to the calling subscriber
(Recommendation Q.28 C43), and

- to start the measurement of call duration for international
accounting purposes (Recornendation E.260 C53).

3.5.3 Answer signal, no charge *
A signal sent in the backward direction indicating that the call is

answered but is not subject to charge. It is used for calls to particular
destinations only.

In semi-automatic working, this signal has a supervisory function. In
automatic working, the reception of this signal shall not start the metering to

the calling subscriber.

3.5.4 Clear-back signal

A signal sent in the backward direction indicating that the called

party has cleared.

In semi-automatic working this signal has a supervisory function. In

automatic working, the arrangements specified in Recommendation Q.118 C63
apply.

3.5.5 Re-answer signal

A signal sent in the backward direction indicating that the called
party, after having cleared. again lifts his receiver or in some other way

reproduces the answer condition, e.g. switch-hook flashing.

3.5.6 Clear-forward signal

A signal sent in the forward direction to terminate the call or call
attempt and release the circuit concerned. This signal is normally sent when

the calling party clearn but also may be a proper response in other situAtions,

asa for example, when reset circiit in received.
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3.6 Circuit supervision signals

3.6.1 Release-guard signal

A signal sent in the backward direction in response to a clear-forward
signal, or if appropriate to the reset-circuit signal, when the circuit
concerned has been brought into the idle condition.

3.6.2 Reset-circuit signal

A signal that is sent to release a circuit when, due to memory
mutilation or other causes, it is unknown whether, for example, a clear-forward
or clear-back signal is appropriate. If at the receiving end the circuit is
blocked, this signal should remove that condition.

3.6.3 Blocking signal

A signal sent for maintenance purposes to the exchange at the other
end of a circuit to cause engaged conditions of that circuit for subsequent
calls outgoing from that exchange. An exchange receiving the blocking signal
must be capable of accepting incoming calls on that circuit unless it also
has sent a blocking signal. Under conditions covered later, a blocking signal
is also a proper response to a reset circuit signal.

3.6.4 Unblocking signal

A signal sent to the exchange at the other end of a circuit to cancel
in that exchange the engaged conditions of that circuit caused by an earlier
blocking signal.

3.6.5 Blocking-acknowledgment signal

A signal sent in response to a blocking signal indicating that the
speech circuit has been blocked.

3.6.6 Unblocking-acknowledgment signal

A signal sent in response to an unblocking signal indicating that the

speech circuit has been unblocked.

3.6.7 Continuity-check-request signal

A signal sent requesting an independent circuit continuity test.

References

T-13 CCITT Recommsendation, Formats and Codes, Yellow Book, Vol. VI.7,
Rec. Q.723.

t.23 CCITT Recomm~endat ion, Signalling Procedures, Yellow Book,
Vol. VI.7, Rec. Q.724.

T33 CCITT Recoimmendation, Facilities provided in international
semi-automatic working, Yellow Book, Vol. V1.1, Rec. Q.101.

(3854)



- 285 -

AP VII-No. 18-E

L43 CCITT Recommendation, Determination of t!.e moment of the called
subscriber's answer in the automatic service, Yellow Book,
Vol. VI.A, Rec. Q.28.

T53 CCITT Recomuendation, Basic technical problems concerning the
measurement and recording of call durations, Yellow Book,

Vol. II ... , Rec. E.260.

L63 CCITT Recommendation, Special release arrangements, Yellow Book,
Vol. VI.A, Rec. Q.118.

Recmnedation Q.723

FORNATS AND (ODES

Basic format characteristics

1.1 General

The telephony user messages are carried on the signalling data link by
means of signal units the format of which is described in Recormnendation Q.703,
Section 2.2 1:).

The signalling information of each message constitutes the signalling

information field of the corresponding signal unit and consists of an integral

number of octets. It basically contains the label, the heading code and one
or more signals and/or indications. Structurei function of the libel are
described lnection 2;7the headng codes and detailed message formats are
described in Section 3.

1.2 The Service Information Octet

The service information octet comprises the service indicator and
the subservice field.

The service indicator is used to associate signalling information with
a particular user part and is only used with message signal units (see

Recommendaio-n 7U Section 12.2 C23).

The information in the subservice field permits a distinction to be
made between national and international signalling messages. In national
applications when this discrimination is not required possibly for certain

national user parts only, the subservice field can be used independently for

different uner parts.

(3854)
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The format of the service information octet is shown in
Figure 1-1 (Q.723).

D C B A 0 1 0 0

SUBSERVICE FIELD SERVICE II DICATOR

1st bit tranc--.tte

CCIII - 11 $10

Figure 1-1 ( -- 3) - Service Information 
Octet

The following codes are used in the fields of the service information

octet:

a) The service indicator is coded 0100.

b) Subservice field

bits BA Spare (Note)

bits DC: National indicator

00 International message

01 Spare (for international use only)

10 National message

11 Reserved for national use

Note - The two unused bits in the service information octet are
spare for-sible future needs that may require a common solution for all
international user parts and Message Transfer Part level 3. The bits are
coded 00.

1.3 Format Principles

The user generated information in the signalling information field is,
in general, divided into a number of subfields which may be either of fixed or
variable length. For a given message type identified by a unique message
heading, the presence of a given subfield may be either mandatory or optional.
The various types of subfields are further defined below.

1.3.1 Mandatory Subfields

Subfields which have been declared mandatory for a given message type
appear in all messages of that type.

(3854)
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1.3.2 Optional Subfields

Subfields which have been declared optional for a given message type
only appear when required in messages of that type. The presence or absence of
each optional field is indicated by the state of a field indicator located in
an indicator field, which in this case is a mandatory subfield.

1.3.3 Fixed Length Subfields

Subfields which have been declared fixed length for a given message

type, contain the sane number of bits in all messages of that type.

1.3.4 Variable Length Subfields

For subfields which have been declared variable length for a given
message type the number of bits may vary between messages of that type. The

size of a variable length subfield is indicated in an imediately preceding
fixed length subfield in terms of a predefined unit such as bits, octets or

half-octets.

1.3.5 Order of Subfield Transmission

For a given type of message the various types of subfields are
transmitted in the following order:

a) Mandatory subfields

b) Optional subfields

Within each of these two classes, the order of subfield
transmission is, in general, as follows:

a) Fixed length subfields (with the exception of the indicator
field and subfiels indicating in size of a variable length
subfield)

b) Variable length subfields

1.3.6 Order of Bit Transmission

Within each defined subfield the information is transmitted least
significant bit first.

1.3.7 Coding of Spare Bits

Spare bits are coded 0 unless indicated otherwive.

2 Label

2.1 General

The label is an item of information which forms part of every
signalling mess-age and is used by the message routing function at Message
Transfer Part level 3 to select the appropriate signalling route and by the
user part function to identify the particular transaction (e.g. the call) to
which the message pertains.
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In general, label information encompasses an explicit or implicit
indication of the message source and destination and, depending on the
application, various forms of transaction identification.

For messages which are related to circuits or calls, the transaction
is conveniently identified by including the corresponding circuit ideitity in
the label. In future the introduction of new subscriber services may require
the transfer of call related messages between exchanges at a time when no
circuit is associated with the call. The type of call identification to be
used in that case is for further study.

One standard label format is specified (Section 2.2) for international
use. The sane standard label is applicable for national use; admitted
deviations from the format of the standard label are described in Section 2.3.

2.2 Standard Telephone Label

2.2.1 Label Format

The standard label has a length of 40 bits and is placed at the
beginning of the signalling information field. The label structure is as shown
in Figure 2-1 (Q.723).

Figure 2-1 (Q.723) - Standard Telephone Label 'tructir,

The destination point code (DPC) indicates the signalling point for
which the message is intended, while the originating point code (OPC)
indicates the signalling point which is the source of the message. The

circuit identification code (CIC) indicates one speech circuit among those

directly interconnecting the destinatio and the originating points.

The portion of the label that consists of the destination point code

and originating point code fields and of the four least significant bits of the

circuit identification code field corresponds to the standard routing label

specified in Recommendation Q.704, Section 13.2 E33

2.2.2 Destination and Originating Point Codes

The standard label structure requires that each telephone exchange in

its role as signalling point is allocated a code from code plans established

for the purpose of unambiguous identification of signalling points.

Separate code plans will be used for the international signalling

network and for different national signalling networks.
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The principles of code allocation which apply to the international
signalling network are for further study.

The destination point code will be the code applicable to the
telephone exchange to which the message is sent. The originating point code
will be the code applicable to the telephone exchange from which the message
is sent.

2.2.3 Circuit Identification Code

The allocation of circuit identification codes to individual telephone

circuits is determined by bilateral agreement and/or in accordance with
applicable predetermined rules.

in the following sections allocation rules for certain applications
are defined:

a) 2048 kbit/s Digital Path

For circuits which are derived from a 2048 kb/s digital path
(Recommendations G.732 C33 and G.734 C63) the circuit identification code
contains in the 5 least significant bits a binary representation of the
actual number of the time slot which is assigned to the speech circuit. The
remaining bits in the circuit identification code are used where necessary,
to identify one among several systems interconnecting an originating and
destination point.

b) 8448 kbit/s Digital Path

For circuits which are derived from a 8448 kb/s digital path
(ecommendation G.744 C73 and G.746 E43) the circuit identification code
contains in the 7 least significant bits an identification of the channel which
is assigned to the speech circuit. The following codes are used:

0000000 channel I

0000001 channel 2

0011111 channel 32

0100000 channel 33

110 channel 127

1111111 channel 128

The remaining bits are used, where necessary, to identify one among
several systems interconnecti-.g an originating and destination point.

c) Frequency division multiplex (FDM) systems in networks
using the 2.048 Mb/s pulse code modulation standird

(3854)
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For frequency division multiplex systems existing in networks that

also use the 2.048 Mb/s pulse code modulation standard, the circuit

identification code contains in the 6 least significant bits the identification
of a channel within a group of 60 channels carried by 5 basic frequency
division multiplex groups which may or may not be part of the same supergroup.

The following codes are used:

000000 unallocated

000001 channel 1

I I 1st basic (FDM) group

001100 channel 12

001101 channel I
001110 channel 2

001111 channel 3
010000 unallocated
010001 channel 4 2nd basic (FDM) group

011001 chanel 12

011010 channel I

011111 channel 6
100000 unallocated 3rd basic (FDM) group

100001 channel 7II
100110 channel 12

100111 channel I

101111 channel 9 4th basic (FDM) group
110000 unallocated
110001 channel 10

110010 channel 11
110011 channel 12

110100 channel I

I 
5th basic (FDM) group

111111 channel 12
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2.3 Optional National Labels

For the purpose of satisfying the requirements imposed by specific
characteristics of some national signalling networks, field sizes different
from those specified for the standard label are admitted for the destination
point code, originating point code and circuit identification code fields in
national labels.

3 Telephone signal essage formats and codes

3.1 General

All telephone signal messages contain a heading consisting of two
parts, heading code HO and heading code Hi. Code Oidentifies a specific
message group (see Recommendation Q.722, Section 3.2.1) while HI either
contains a signal code or in case of more complex messages, identifies the
format of these messages. The allocation of the HO and HI code is summarized
in Table 3-1 (Q.723).

3.2 Heading Code HO

The heading code HO occupies the 4-bit field following the label and
is coded as follows:

0 0 0 0 spare, reserved for national use

0 0 0 1 Forward Address Messages

0 0 1 0 Forward Set-up Messages

0 0 1 1 Backward Set-up Request Messages

0 1 0 0 Successful Backward Set-up Information Messages

0 1 0 1 Unsuccessful Backward Set-up Information Messages

0 1 1 0 Call Supervision Messages

0 1 1 1 Circuit Supervision Messages

1000 1

to Reserved for international and basic national use
lOll

to Reserved for national use

3.3 Forward Address Messages

The following types of forward address messages are specified and
are each identified by a different heading code II.

- Initial address message

- Initial address message with additional information (note)
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- Subsequent address message (with one or more address signals)

- Subsequent address message with one (address) signal

Note - The initial address message with additional information is
classifieT-rTor the time being, in the basic national category of messages. The
use of this message in the international network is for further study.

3.3.1 initial Address Message

The basic format of the initial address message is shown on

Figure 3-1 (Q.723).

FE D C B A 0001 0001

R IHEADING H1EADINGl
CALLING corE. CC)PE -
CATPARTY H1 HO LABEL

SIGNALS ADDRESS 11;, 1CATOF.
______________ S SIG 7A LS __________________

n x 8 L12 c 1 %1

Figure 3-1 (Q73)-Initial Address 11cssac-,

The following codes are used in the fields of the initial address
message.

a) Label: See Section 2

b) Heading code HO is coded 0 0 0 1

c) Heading code HI is coded 0 0 0 1

d) Calling party category indicntnr
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bits F E D C B A

0 0 0 0 00 spare

0 0 0 0 0 1 operator, language French

0 0 0 0 1 0 operator, language English

0 0 0 0 1 1 operator, language German

0 0 0 1 0 0 operator, language Russian

0 0 0 1 0 1 operator, language Spanish

000110
available to administrations for selecting

0 0 0 1 1 1 a particular language provided by mutual
agreement

001000

0 0 1 0 0 1 reserved (see Recommendation Q.104 C63) (note)

0 0 1 0 1 0 ordinary calling subscriber

0 0 1 0 1 1 calling subscriber with priority

0 0 1 1 0 0 data call

0 0 1 1 0 1 test call

001110
to spare

1 1111

Note - In national networks code 001001 may be used to indicate that
the calliT-=arty is a national operator.

e) Spare

The bits in this field are spare for international allocation.

f) Message indicators

bits BA : nature of address indicator

00 subscriber number

01 spare, reserved for national use

10 national (significant) nimnber

11 international number

bits DC : nature-of-circuit indicator

00 no satellite circuit in the connection
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01 one satellite circuit in the connection

10 spare

11 spare

bits FE continuity-check indicator

00 continuity-check not required

Ol continuity-check required on this circuit

10 continuity-check on previous circuit

11 spare

bit G : echo-suppressor indicator

0 outgoing half-echo-suppressor not included

I outgoing half-echo-suppressor included

bits H-L: spare (note)

Note - Spare indicators may be used, e.g. to provide the following
indicatio7n-, pending further study:

- incoming international call

- redirected call

- all digital path required

- IA law conversion control

g) Number of address signals

A code expressing in pure binary representation the number of address
signals contained in the initial address message.
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h) Address signals

0 0 0 0 digit 0

0 0 01 digit I

0 0 1 0 digit 2

0 0 1 1 digit 3

0 1 0 0 digit 4

0 1 0 1 digit 5

o 1 1 0 digit 6

0 1 1 1 digit 7

1 0 0 0 digit 8

1 0 0 1 digit 9

1 0 1 0 spare

1 0 1 1 code 11

I 1 0 0 code 12

1 1 0 1 spare

1 1 1 0 spare

1 1 1 1 ST

The most significant address signal is sent first. Subsequent address

signals are sent in successive 4-bit fields.

i0 Filler

In case of an odd nu~mber of address signals, the filler code 0 0 0 0
is inserted after the last address signal This ensures that the variable
length field which contains the address signals consists of an integral number
of octets.
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3.3.2 initial Address Message with Additional information

The basic format of the initial address message with additional
information is shown on Figure 3-2 (Q.723).

IE L C B A 0010 0002

CALL I NG LDI- H AIN:
P ATEOCY CODE. CODE

R AEOYhi HO

ltt

h G F E 1 C BAL IIiGIL1CIA

FI 
EFTNU 

B R 0t

INDICATOR DRS O BEG

CHRGN]ORGlTAL LINF ROLITIN3 ALNOA7
1ThFOR1*IAT I ON A.DDP.ESS IDENTITY INFORMATION INOMTN

n x8 n x 8  n x 8 nx8nx t113

Figure 3-2 CQ23 ) - 1nitia.1 Address Message with Additional Information

The following codes are used in the initial address message with
additional information:

a) Label: See Section 2

b) Heading code HO is coded 0001

c) Heading code Hi is coded 0010

d) Calling party category indicator: (see Section 3.3.1d)

e) Message indicators: (see Section 3.3.1f)

f) Numuber of address signals: (see Section 3.3.1g)

g) Address signals: (see Section 3.3.1h)

h) First indicator octet
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bit A :additional calling party information indicator

o additional calling party information not included

1 additional calling party information included

bit B :additional routing information indicator

o additional routing information not included

1 additional routing information included

bit C calling line identity indicator

O calling line identity not included

I calling line identity includedI

bit D original address indicator

o original address not included

1 original address included

bit E charging information indicator

o charging information not included

1 charging information included

bits F, C spare

bit H :spare, reserved for indicating the presence or absence of a

second indicator octet.

0) Additional calling party information: for further study

(This optional field is of fixed length and will indicate additional
information concerning the calling party, which is not carried by the calling
party's category indicator.)

j) Additional routing information: for further study

(This optional field is of fixed length and will indicate that the
call has to be routed in some particular way, due for example to additional
customer services.)

k) Calling line identity: for further study

(This optional field is of variable length and will contain the
identity of the calling line in a format similar to that used in the calling
line identity message, including an explicit indication of the number of
address signals and a nature of address indicator.)

(3854)



-298-

AP VIZ-No. 18-E

1) Original Address: for further study

(This optional field is of variable length and will contain the
identity of the original destination address to be used in connection with
additional subscriber services. Included will be an explicit indication of
the nmber of address signals and a nature of address indicator.)

a) Charging Information: for further study

(This optional field will contain information to be sent to a
successive exchange for charging and/or accounting purposes.)

3.3.3 Subsequent Address Message

The basic format of the subsequent address message is shown in
Figure 3-3 (Q.723).

111 ________ 0000 0011 0001

ADDRESS 140. OF HEADING HEADING
SGAS ADDRESS FILLER CODE CODE LABEL
SINAS SIGNALS HI HO

n x 8  '4 '14 '4 '4o0 1 t, tr.ns tted

Figure 3-3 (Q73)-Subsequent Address M'essare

The following codes are used in the fields of the SAM:

a) Label: see Section 2

b) Heading code HO is coded 0 0 0 1

c) Heading code Hi is coded 0 0 1 1

d) Address signal is coded as indicated in Section 3.3.1h
(as applicable).

e) Number of address signals: A code expressing in pure
binary representation the nuber of address signals
contained in the subsequent address message.
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3.3.4 Subsequent Address Message with One Signal

The basic format of the subsequent address message with one signal
is shown in Figure 3-3a (Q.723).

0000 0100 0001

FILLE? ADDRESS HEADING HEADING LABEL

SIGNAL CODE CODE
HI HO

lst bit

T h 4 40 transmitted

CUT T - 3%$6|o

Figure 3-3a ( Q723 ) - Subsequent Address Message with One Sigal

The following codes are used in the fields of the subsequent address
message with one signal:

a) Label: See Section 2.

b) Heading code HO is Coded 0 0 0 1.

c) Heading code HI is Coded 0 1 0 0.

d) Address signal is coded as indicated in Section 3.3.1h
(as applicable).

3.4 Forward Set-up Messages

The following types of forward set-up messages are specified and are
each identified by a different heading code HI:

- Calling-line-identity message

- Calling-line-identity-unavailable message

-- Continuity check message

Unallocated HI codes in this message group are spare.

3.4.1 Calling Line Identity Message (Note)

The basic format of the calling line identity message is shown in
Figure 3-4 (Q.723)

-- _D C B A 0001 0010

CALLING NO. OF MESSAGE HEADING HEADING
LINE ADDRESS INDICATORS CODE CODE LADFL

ADDRESS SIGNALS HI HO
L SIGNALS _.____ _ _

n x 8 4 4 4 4 Ic.

Figure -4( ) - Calling-Line-ldentity mesapCI - M10

(3854)



- 300 -

AP VII-No. 18-E

The following codes are used in the fields of the calling line
identity message:

a) Label: see Section 2

b) Heading code HO is coded 0010

c) Heading code HI is coded 0001

d) Message indicators

bits BA : nature of address indicator

00 subscriber number

01 spare, reserved for national use

10 national significant number

11 international number

bits DC spare

e) Number of address signals

A code expressing in pure binary representation the number of calling
line address signals.

f) Calling line address signals (as applicable)

Each signal is coded as indicated in Section 3.3.1h.

Note - The calling-line-identity message is classified, for the time
being, in the basic national category of messages. The use of this message in
the international network is for further study.

3.4.2 CallinR-Line-Identitv-Unavailable Message

The basic format of the callin-line-identitv-unavailable message is
shown in Figure 3-4a.

0010 0010

HEADING HEADING
CODE CODE LABEL

HI HO

4 40 1st bit transmitted

CCITT -Mil

Figure 3-a ( FQ723 ) - Calling-Line-ldentity-Unavailable
Message
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The following codes are used in the fields of the

calling-line-identity unavailable message:

a) Label: see Section 2

b) Heading code HO is coded 0010

c) Heading code HI contains the
calling-line-identity-unavailable signal and
is coded 0010

3.4.3 Continuity-Check Messaze

The basic format of the continuity-check message is shown in

Figure 3-5 (Q.723).

0010

HEADING HEADING
CODE CODE

Hi HOLABELHI HO

40 ist bit transmitted

CCITT -31170

Figure 3-5 ( [Q.23] - Continuity-Check Messsge

The following codes are used in the fields of the continuity-check

message:

a) Label: see Section 2

b) Heading code HO is coded 0010

c) Heading code HI contains signal codes as follows:

0 0 1 1 continuity signal

0 1 0 0 continuity-failure signal

3.5 Backward Set-up Request Message

The basic format of the backward set-up request message is shown in

Figure 3-6 (Q.723).

0011

HEADING HEADING

CODE CODE LABEL
Hi HO

4 4 4o 1st bit transrmitted

CCITT - "111,

Figure 3-6 C . ) - Backward Set-up Request Message
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The following codes are used in the fields of the backward set-up

request message:

a) Label: see Section 2

b) Heading code HO is coded 0011

c) Heading code HI contains signal codes as follows:

0 0 0 0 spare

0 0 0 1 calling-line-identity-request signal

00101

to spare
I I I I

Note- The calling-line-identity-request signal is classified for
the time being in the basic national category of messages. The use of this
message in the international network is for further study.

3.6 Successful Backward Set-up Information Message

The following types of successful backward set-up information messages
are specified and are each identified by a different heading code HI:

- Address-complete message

- Charging message

3.6.1 Address-Complete Messaze

The basic format of the address-complete message is shown in

Figure 3-7 (Q.723).

H G F E D C B A 0001 0100

HEADING HEADING
MESSAGE CODE CODE LABEL
INDICATORS HI HO

i- - - - 1st bit
4 4 4 transmitted

WTI - x 980

Figure 3-7 ( . ) - Address-Complete Message
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The following codes are used in the fields of the address-complete
message:

a) Label: see Section 2

b) Heading code HO is coded 0100

c) Heading code HI is coded 0001

d) Message indicators

bits BA : Type of address-complete signal indicators

00 address-complete signal

01 address-complete, signal, charge

10 address-complete, signal, no charge

11 address-complete, signal, coin box

bit C : subscriber free indicator

0 no indication

I subscriber-free

bit D : spare, for international use

bits E-H: spare, for national use

3.6.2 Charging Message (note)

The basic format of the charging message is shown in
Figure 3-8 (Q.723).

0010 0100

HEADING HEADING
CHAIN CODE CODE LABEL
INFORMIATIO HNH

HI HO_ - - - 1st bit

n x 8 16 140 transnitted

CCITT - )$S11

Figure 3-8 ( ) - Charging Message
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The following codes are used in the fields of the charging message:

a) Label: see Section 2

b) Heading code HO is coded 0100

c) Heading code HI is coded 0010

d) Charging information

(The format and codes of the charging information field are for
further study.)

Note - The charging message is classified, for the time being, in
the basic'national category of messages. The use of this message in the
international network is for further study.

3.7 Unsuccessful Backward Set-up Information Message

The basic format of the unsuccessful backward set-up information
message is shown in Figure 3-9 (Q.723).

0101

HFADING HEADING
CODE CODE LABEL
Hl HO

S0c ist bit transmitted

CITT -N 3 9

Figure 3-9 ( [ ) - Unsuccessful Backward Set-Up
Information Message

The following codes are used in the fields of the unsuccessful

backward set-up information message.

a) Label: see Section 2

b) Reading code HO is coded 0101

c) Heading code HI contains signal codes as follows

0 0 0 0 spare

0 0 0 1 svitching-equipment-congestion signal

0 0 1 0 circuit-group-congestion signal

0 0 1 1 national-network-congestion signal

(3854)
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0 1 0 0 address-incomplete signal

0 I 0 1 call-failure signal

0 1 1 0 subscriber-busy signal (electrical)

0 1 1 1 unallocated-number signal

1 0 0 0 line-out-of-service signal

1 0 0 1 send-special-information-tone signal

to spare

1 1 1 1 extended unsuccessful backward set-up information
message indication

3.8 Call Supervision Message

The basic format of the call supervision message is shown in
Figure 3-10 (Q.723)

0110

HEADING HEADING
CODE CODE LABEL
HI HO

4o 1st bit transmitted

CCITT - $5

Figure 3-10 ( Q.723 ) - Call Supervision Message

The following codes are used in the fields of the call supervision

message:

a) Label: see Section 2

b) Heading code HO is coded 0110

c) Heading code HI contains signal codes as follows

0 0 0 0 spare

0 0 0 1 answer signal, charge

0 0 1 0 answer signal, no charge

0 0 1 1 clear-back signal

0 1 0 0 clear-forward signal

(3854)
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0 1 0 1 re-ansaer signal

0 I 1 0 forward-transfer signal

01 I1
to spare

1 1101

I 1 1 1 extended answer message indication

3.9 Circuit Supervision Message

The basic format of the circuit supervision message is shown in
Figure 3-11 (Q.723).

0111

HEADING HEADING
CODE CODE LABEL

H HO

4 4 4o 1st bit transmitted

CMr - 9 %$

Figure 3-11 C Q.723 ) - Circuit Supervision Message

The following codes are uaed in the fields of the circuit supervision

message:

a) Label: see Section 2.

b) Heading code HO is coded 0111

c) Heading code HI contains signal codes as follows:

0 0 0 0 spare

0 0 0 1 release-guard signal

0 0 1 0 blocking signal

0 0 1 1 blocking-acknowledgement signal

0 1 0 0 unblocking signal

0 1 0 1 unblocking-acknowledgesent signal

0 1 1 0 continuity-check-request signal

0 1 1 1 reset-circuit signal

1000
to spare

1111
(335')
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ABBREVIATIONS USED IN Q.723 TABLE 3.1

ACM - Address complete message

ADI - Address incomplete signal

ANC - Answer signal, charge

AKN - Answer signal, no charge

BLA - Blocking-acknowledgement signal

BLO - Blocking signal

BSM - Backward set-up message

CBK - Clear-back signal

CCF - Continuity-failure signal

CCM - Circuit supervision message

CCR - Continuity-check request signal

CFL - Call-failure signal

CGC - Circuit-group-congestion signal

CHG - Charging message

CIR - Calling-line-identity-request signal

CLF - Clear-forward signal

CLI - Calling-line-identity message

CLU - Calling-line-identity-unavailable signal

COT - Continuity signal

CSM - Call supervision message

EAM - Extended answer message indication

EUM - Extended iinsuccessful backward set-up information message indication

FAM - Forward address message

FOT - Forward-transfer signal

FSM - Forward set-up message

IAI - Initial address message with additional information

IAM - Initial address message

WS - Line-out-of-service signal

NNC - National-network-congestion signal

RAN - Reanswer signal

RLG - Release-guard signal

RSC - Reset-circuit signal

SAM - Subsequent address message

(3854) N,
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SAO - Subsequent address message with one sigrna]

SBM - Successful backward set-up information messap-

SEC - Switching-equipment-congestion signal

SSB - Subscriber-busy signal (electrical)

SST - Subscriber-transferred signal

UBA - Unblocking-acknowledgement signal

UBL - Unblocking signal

UBM - Unsuccessful backward set-up information message

UNN - Unallocated-national-number signal

References

LI) CCITT Recommendation, Signalling Link, Yellow Book, Vol.VI.7,
Rec. Q.703, Section 2.2.

T23 rrTTT Recommendation. Siinalling Network Functions and Messages,
Yellow Book, Vol. VI.7, Rec. Q.704, Section 2.2.

L33 CCITT Recommendation, Characteristics of primary PCM multiplex
equipment operating at 2048 kbit/s, Yellow Book, Vol. III,
Rec. G.732.

L43 CCITT Recommendation, Characteristics of 8448 Kbit/s structure for

use with digital exchanges, Yellow Book, Vol. I1, Rec. G.746.

15) CCITT Recommendation, Language digit or discriminating digit,
Yellow Book, VI.1, Rec. Q.104.

L63 CCITT Recommendation, Characteristics of 2048 kbit/s frame structure

for use with digital exchanges, Yellow Book, Vol. III, Rec. G.734.

T73 CCITT Recommendation, Second order PCM multiplex equipment operatinr'
at 8448 kbit/s, Yellow Book, Vol. I1, Rec. G.744.

(3854)

- 323 -
AP VII-No. 18-E



-310-

AP VII-No. 18-E

Recomendation Q.724

S 1WRALLING PROCEDURES

I Worsal call met-up

In this Recoimmendation the signalling procedures are described for tle
normal call set-up of an international call. The messages and signals are
defined in Recoimmendat ion Q.722 Cl) and the format and content is given in
Recommendation Q.723 C1:3.

1.1 Initial address message

An initial address message which is sent as the first message of a
call set-up generally includes all of the information required by the next
international exchange to route the call. The seizing function is implicit in
the reception of this initial address message.

The sending sequence of addres.i information will be the country code
(not sent to an incoming international exchange) followed by the national
(significant) number. For calls to operator positions (code 11 and code 12),
refer to Recormendation Q.107 E33.

All digits required for routing the call through the international
network will be sent in the initial address message. On calls with a country
code in the address (except in~ the case of calls to special operators), the
initial address message will contain a minimum of 4 digits and should contain
as many digits as are available. All digits of the address may be included,
however the initial address message can contain one digit in specific
circumstances e.g. national applications.

Selection, of the outgoing national circuit normally can start at the
incoming international exchange on receipt of the initial address message and
signalling can proceed on the first national link.

When no echo suppressor or nature-of-circuit indication is received
from a preceding circuit using a signalling system with fewer facilities, thfe
indicators will be considered as received no unless positive knowledge is
available.

1.2 Subsequent address message

The remaining digits, if any, of the address may be sent individually
in one-digit messages or in groups in multi-digit messages. Efficiency can be
gained by grouping togeth-r as many digits as possible.

However, to prevent an increase in post-dialling delay in those cases
where overlap operation with subscribers' dialling is used, it may be desirahle
to aend the last few digits individually.

(3854)
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Subsequent address messages can be sent on the national network as
they are received. If continuity-check has to be performed on one or more of

the international circuits involved in the connection appropriate measures

te.g. by withholding the last digit(s) of the national number) must be taken at
the last common channel exchange, to prevent ringing the called subscriber or
alerting the operator until the continuity of such speech circuits has been
verified.

1.3 End-of-pulsing (ST) signal

The end-of-pulsing (ST) signal is always sent in the following

situations:

a) semi-automatic calls,

b) test calls, and

c) when the end-of-pulsing signal is received from a preceding
circuit.

In automatic working, the end-of-pulsing signal will be sent whenever
the outgoing international exchange is in a position to know, by digit
analysis, that the final digit has been sent. Digit analysis may consist of an
examination of the country code and counting of the maximum (or fixed) number
of digits of the national number. In other cases, the end-of-pulsing signal is
not sent and the end-of-address information is determined by the receipt of one

of the address-complete signals from the incoming international exchange.

1.4 Continuity-check of the telephone circuits

Because the signalling in Signalling System No. 7 does not pass over
the speech path, facilities should de provided for making a continuity-check
of the speech path in the circumstances described below.

The application of the continuity-check depends on the type of the

transmission system used for the telephone circuit.

For transmission systems having some inherent fault indication
features giving an indication to the switching system in case of fault, a

continuity-check is not required. This situation occurs when fully digital

circuits are applied.

For analogue circuits with pilot supervision it is sufficient to
perform the continuity-check on a statistical basis or by test calls (see
Section 7.5) 1). For analogue circuits not using pilot supervision and
for mixed circuits, i.e. analogue and digitsl the continuity-check should be

performed on a per call basis. Within mixed connections, i.e. connections

composed of circuits with and without continuity-check on a per call basis, it
shall be ensured that the continuity signal be forwarded to the destination
point although no continuity-check may have been performed on one or more parts

of the end-to-end connection.

1) The application to the international ciruits and the quantitive

aspects (in particular, the frequency of performing the
continuity-check) are for further study.
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The continuity-check is not intended to eliminate the need for routine
testing of the transmission path.

The continuity-check of the speech circuit will be done, link-by-link,
on a per call basis or by a statistical method prior to the commencement of

conversation. Procedures and requirements are specified in Section 7.

The actions to be taken when pilot supervision is used are described
in Section 9.

1.5 Cross-office check

For digital exchanges the requirements mentioned in

Recommendation Q.504 ElO shall be met. For other exchanges Administrations
shall ensure the reliability of a connection through a switching machine
(cross-office check) either on a per call basis or by a statistical method.
With either method, the probability of the connection being established with an

unacceptable speech path transmission quality should not exceed I0-5 as
the long-term average.

1.6 Address-complete signals

An address-complete signal will not be sent until the continuity
signal has been received and the cross-office check made, if applicable.

If the succeeding network does not provide electrical
called-party's-line-condition signals, the last Signalling System No.7
exchange shall originate and send an address-complete signal when the
end of address signalling has been determined:

a) by receipt of an end-of-pulsing signal;

b) by receipt of the maxian number of digits used in the

national numbering plan;

c) by analysis of the national (significant) number to indicate
that a sufficient number of digits has been received to route
the call to the called party;

d) by receipt of an end-of-selection signal from the succeeding
network (e.g. number received signal in Signalling System No. 4); or

e) exceptionally, if the succeeding network uses overlap
signalling and number analysis is not possible, by observing that

4 to 6 seconds have elapsed since the last digit was received, and
that no fresh information has been received; in such circumstances,
transmission to the national network of the last digit received must
be prevented until the end of the waiting period which causes an

address-complete signal to be sent over the international circuit.
In this way, it is ensured that no national answer signal can
arrive before an address-complete signal has been sent.

(3854)
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if in normal operation delay in the receipt of an address-complete or
equivalent signal from the succeeding network is expected, the last common
channel signalling exchange will originate and send an address-complete signal
15 to 20 seconds after receiving the latest address message. This time-out
condition in an upper limit considering the clauses of Section 6.4.1 (20 to
30 seconds for outgoing international exchanges in abnormal release
conditions).

On receipt of an address-complete signal, the first Signalling
System No. 7 exchange will through-connect the speech path of the
interconnected circuit 1).

After an address-complete signal, only the following signals relating
to the call set-up may be sent in the backward direction:

a) in normal operation, one of the answer or release-guard

signals;

b) call-failure signal; or

C) one of the congestion signal.

Any further information about the called-pa.7ty's-line-condition will
be transmitted to the calling subscriber or operator as audible tones or
announcements.

The address-complete signal with the subscriber-free indication is
sent when it is known that the called subscriber's line is free (not busy). It
must be originated in the called subscriber's exchange, and therefore cannot be
followed by one of the unsuccessful backward set-up information signals.

1.7 Address-incomplete signal

The determination that the proper number of digits has not been
received can be made at once if the end-of-pulsing signal is received or by
receipt of an address-incomplete signal (or equivalent) from the national
network. When overlap working is used and the end-of-pulsing signal has not
been received, the address-incomplete signal will be sent by the last
Signalling System No. 7 exchange 15 to 20 seconds after receipt of the latest
digit.

Each Signalling System No. 7 exchange on receipt of the
address-incomplete signal will send the signal to the preceding Signalling
System No. 7 exchange, if any, and clear forward the connection. The first
Signalling System No. 7 exchange will*send a suitable signal on the preceding
circuit if the related signalling system permits to do so otherwise the
appropriate tone or announcement for the national network concerned will be
sent to the calling party.

1) It is envisaged that in the future evolution of the Telephone
User Part (e.g. in the context of an integrated services digital
network) the through-connection immediately after sending of the
initial address message may become a mandatory requirement.

(3854)
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1.8 Congestion signals

As soon as the congestion condition is detected one of the
congestion signals (see Recommendation Q.722, Section 3.4 E4Q) is sent
without waiting for the completion of a possible continuity-check sequence.

Reception of a congestion signal at any Signalling System No. 7
exchange will cause the clear-forward signal to be sent and cause an
appropriate signal to be sent to the preceding exchange if the signalling
system allows this or an appropriate tone or announcement to be sent to the
originating subscriber or operator.

1.9 Called-party's-line-condition signals

The following signals will be sent when the appropriate electrical
signals are received at the incoming international exchange from the national
network:

- subscriber-busy signal,

- line-out-of-service signal,

- unallocated-number signal,

- send-special-information-tone signal.

The called-party's-line-condition signals will be sent without
waiting for the completion of a possible continuity check. On receipt of one of
these signals, the first Signalling System No. 7 exchange (or the outgoing
international exchange) will clear forward the connection and cause an
appropriate signal to be sent to the preceding exchange if the signalling
system allow this or an appropriate tone or announcement to be sent to the
originating subscriber or operator.

Each Signalling System No. 7 exchange on receipt of one of these

signals has to clear forward the connection.

1.10 Answer signals

The signals answer, charge and aswer, no charge are sent as
received from the ttona& network or from the succeeding international link.

The signals answer, charge and answer, no charge are used only as a
result of the first off-hook signal from'the called party.

1.11 Clear-back alIal

A clear-back signal mst not disconnect the speech path at a
Signalling System No. 7 eachange. The requirements for the release of a
connection in the event that a clear-forward signal is not received are given
in Recomendation Q.118 C53.
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1.12 Reanswer and clear-back signal sequences

Subsequent off-hook, on-hook signals from the called party, such as
will result from switch-hook flashing, will cause the following sequence of
signals to be sent:

Clear-back
Reanswer
Clear-back
Reanswer

etc.

It is necessary that a flashing sequence be retransmitted to the
operator (or the preceding link) and that the final condition of the circuit
represents the final position of the called party's switch hook.

1.13 Forward-transfer signal

The forward-transfer signal may be sent in semi-automatic working in
either of the following two cases:

a) following a call switched automatically to a subscriber, or
following a call established via a special operator, the
controlling operator wishes to call in an assistance operator.
On receipt of the forward-transfer signal at the incoming
international exchange, an assistance operator is called in;

b) following a call via code 11 and 12, the controlling
operator wishes to recall the incoming operator at the
incoming international exchange. Receipt of the
forward-transfer signal at the incoming international
exchange recalls the incoming operator on calls completed
via the operator positions at the exchange.

1.14 Clear-forward and release-guard sequence

The clear-forward signal is overriding and all exchanges must be in
a position to respond by releasing the circuit and sending a release-guard
signal at any time during the progress of a call and even if the circuit is
in the idle condition. If sent while a circuit is blocked it will not result in
unblocking the circuit concerned (see Section 5). The fact that the circuit is
blocked will not delay the transmission of the release-guard signal.

1.15 Reset-circuit signal

In systems which maintain circuit status in memory there may be
occasions when the memory becomes mItilated. In such a case the circuits mist
be reset to the idle condition at both exchanges to make them available for new
traffic. Since the exchange with the mutilated memory does not know whether
the circuit is idle, busy outgoing, busy incoming, blocked, etc., a
reset-circuit signal should be sent for each affected circuit. On receipt of
a reset-circuit signal the unaffected exchange will:

a) accept the signal as a clear-forvard signal and respond by
sending a release-guard signal, Ofter the circuit has been
made idle, if it is the incoming exchange on a connection
in any state of call set-up or d4ring a call;
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b) accept the signal as a clear-back or call-failure signal
whichever is appropriate and respond by sending a
clear-forward signal if it is the outgoing exchange
on a connection;

c) accept the signal as a Clear-forward signal and respond by
sending a release-guard signal if the circuit is in the idle
condition;

d) if it has previously sent a blocking signal, or if it is
unable to release the circuit as described above, respond by
the blocking signal. If an incoming or outgoing call is in
progress, this call should be disconnected and the circuit
returned to the idle (blocked) state. A clear-forward or
release-guard signal may be sent. The bloking signal should
be acknowledged by the affected exchange. If the

a cknowledgement is not received, the repetition procedure
specified in Section 6.4.4 should be followed;

e) if it had previously sent the blocking signal, respond by
disconnecting any connected call, remove the blocked condition
and restore the circuit to the idle state. If an outgoing call
had been in progress, respond with a clear-forward or, in all
other case, a release-guard signal;

f) if a reset-circuit signal is received after the sending of
an initial address message but before receipt of a backward
signal relating to that call, clear the circuit and make an
automatic repeat attempt on another circuit if appropriate;

g) if a reset-circuit signal is received after having sent a
reset-circuit signal, respond by a release-guard signal.
The circuit should be restored to traffic;

h) send a appropriate clearing signal on an interconnected
circuit (e.g., clear-forward, or a suitable backward signal).

The affected exchange will then reconstruct its memory according
to the received acknowledgement to the reset-circuit signal, and respond
to the signals received in the normal way, i.e. release-guard in response to
a clear-forward, blocking-acknowledgement in response to a blocking signal.

In additional, an interconnected circuit may be cleared by the use of
an appropriate signal. If no acknowledgement to the reset-circuit signal is
received before 4-15 second@, the reset-circuit signal should be repeated. If
an acknowledgement for the signal is not received within I minute after the
sending of the initial reset-circuit signal, maintenance personnel should be
notified to permit manual restoration procedures. However, the sending of the
reset-circuit signal should continue at 1-minute intervals until maintenance
intervention occurs.

1.16 Diagrams showing signal seqjuence

In the following some examples of call set-up sequences are shown

diagrammatically (Tables 1-1 and 1-2 (Q.724).
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2 Dual seizure with both-way operation

2.1 Dual seizure

Since Signalling System No. 7 circuits have the capability of
both-way operation, it is possible that the 2 exchanges will attempt to seize
the same circuit at approximately the same time.

2.2 Unguarded interval

Considering that with Signalling System No. 7:

a) signalling date link propagation time may be relatively
long,

b) there may be significant delay due to retranhmissions,

c) quasi-associated operation may add extra message transfer
time(s) at signalling transfer points,

the unguarded interval during which dual seizure can occur may be relatively
long in some instances. The exchange must therefore detect dual seizure and
take action as defined in Section 2.5.

2.3 Detection of dual seizure

A dual seizure is detected by an exchange from the fact that it
receives an initial address message for a circuit for which it has sent an
initial address message (see also Section 7.5.1).

2.4 Preventive action

Different methods for circuit selection can be envisaged to minimise
the occurrence of dual seizure. In the following two methods are described.
Further study is required to determine the field of application of each method
and to ensure that the two methods do interwork satisfactorily.

Other methods for circuit selection may also be used provided that
they give the same degree of protection against dual seizure also when one of
the methods specified is used at the other end.

- Method I

An opposite order of selection is used at each terminal exchange
of a both-way circuit grtuup.

- Method 2

Each terminal exchange of a both-way circuit group has priority
access to the group of circuits which it is controlling (see
Sect ion 2.5). Of this group the circuit which has been released~
the longest is selected (first-in - first-out). In addition each
terminal exchange of a both-way circuit group has non-prioritN,
access to the group of circuits which it is tion-controlling. Of
this group the latest released circuit is selected (lAst-in-
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For call control purposes a both-way circuit group can be sub-divided
into sub-groups in an exchange.

It is necessary to take preventive action in cases where Signalling
System No. 7 uses a signalling data link with long propagation time.

2.5 Action to be taken on detection of dual seizure

Each exchange will control one half of the circuits in a both-way
circuit group. On detection of a dual seizure, the call being processed by the
control exchange for that circuit will be completed and the received initial
address message will be disregarded.

Under these conditions, the call being processed by the control
exchange will be allowed to complete although when continuity-check has to be
performed the continuity of the circuit may have been checked in the direction
from non-control to control only. The call being processed by the non-control
exchange will be backed off, switches released, the continuity-check
transceiver removed, and the check-loop connected unless or until a continuity
signal has been received from the control exchange. A clear-forward signal will
not be sent. The non-control exchange will make an automatic repeat attempt on
the same or on an alternative route.

For the purpose of resolution of dual seizure on both-way circuits,
the exchange with the higher signalling point code will control all
even-numbered circuits (circuit identification code) and the other exchange
the odd-numbered circuits. The designation of control may also be used for
maintenance control purposes.

3 Automatic repeat attempt

Automatic repeat attempt, as defined in Recommendation Q.12 C63, is

provided in Signlling System No. 7.

An automatic repeat attempt will be made:

- upon failure of the continuity-check (see Section 7.3);

- on detection of dual seizure (at the non-control exchange)
(see Section 2.5);

- on receipt of the blocking signal after sending an initial
address message and before any backward signal has been
received (see Section 6);

- on receipt of a reset-circuit signal after sending an initial
address message and befor a backward signal has been received.

4 Speed of switching and signal transfer in international exchanges

4.1 outgoing international exchange

At the outgoing international exchange:

- if overlap operation is used, the sending of the initial
address message shall take place as soon as sufficient digits
are received and analysed to permit the selection of an
outgoing circuit;
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- if "en bloc" operation is used, the initial address message
should be sent as soon as all the digits of the address
including the end-of--pulsing signal are available and the
outgoing circuit has been chosen.

4.2 International transit exchange

At the international transit exchange, the selection of an outgoing
circuit should begin as soon as the digits necessary to determine the routing
have been received and analysed.

4.3 Incoming international exchange

At the incoming international exchange:

- if overlap operation is used in the national network, the
setting-up of the national part of the connection should start
as soon as a sufficient number of digits has been received for
routing;

- if "en bloc" operation is used in the national network, the
setting-up of the national part of the connection should start
as soon as all the digits of the address including the
end-of-pulsing signal have been received.

5 Blocking and unblocking sequences

The blocking (unblocking) signal is provided to permit the switching
equipment or maintenance personnel to remove from (and return to) traffic the
distant terminal of a circuit because of a fault or to permit testing. Specific
conditions for automatic sending of blocking and unblocking signals by the
switching equipment in case of use of the interruption control on FDM-circuits
appear in Section 9.

Since the circuits served by Signalling System No. 7 have both-way
capability, the blocking signal can be originated by either exchange. The
receipt of the blocking signal will have the effect of prohibiting calls on
the relevant circuit outgoing from that exchange until an unblocking signal
is received, but will not in itself prohibit calls incoming to that exchange.

Acknowledgement sequences are always required for both the blocking and
unblocking signals, using the blocking-acknowledgement signal, and the
unblocking-acknowledgement signal, respectively. The acknowledgement is not

sent until the appropriate action, either blocking or unblocking, has been
taken. The clear-forward signal should not override the blocking Signal And
return circuits to service which might be faulty. The blocked circuit will be
returned to service on transmission of the unblocking-acknowledgement signal at
one exchange and on receipt of the unblocking-acknowledgement signal at the

other exchange.

In the event of the receipt of a blocking signal:

- after and initial address message has been sent, and,

- before a backward signal relating to that, call has been
received,
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an automatic repea attempt will be made on another circuit. The exchange
receiving the blocking signal should clear forward the original attempt in the
normal manner after sending the blocking-acknowledgement signal.

If the blocking signal is sent while the speech circuit is engaged on
a call and after at least one backward signal relating to that call has been
sent by the exchange receiving the blocking signal, this exchange will not
seize that circuit for subsequent outgoing calls.

The fact that the circuit is engaged on a call will not delay
transmission of the blocking (unblocking)-acknowledgement signal.

If a blocking signal is sent and subsequently an initial address
message is received in the opposite direction the following action is taken:

- for test calls, the call should be accepted, if possible. In
the case where the test call cannot be accepted, the blocking
signal must be returned;

- for calls other than test calls, the blocking signal must be
returned.

Blocking of a circuit by use of the blocking signal should not exceed
five minutes, after which an alarm should be given at each terminal of the
circuit. Should a call be in progress on the circuit involved, the five minutes
.:ime will commence when that call is cleared. If the work on the circuit must
exceed five minutes, the circuit should be withdrawn from service.

6 Release of international connections and associated equipment

6.1 Normal release conditions

Connections are normally released in the forward direction as a result
of the receipt of a clear-forward signal from the preceding exchange.

In addition, the normal release of connections (or circuits) occurs as
follows:

- on continuity-check failure (see Section 7.3);

- on receipt of an address-incomplete signal (see
Section 1.6);

- on receipt of one of the congestion signals (see Section 1.7);

- on receipt of one of the called-party's-line-condition
signals (see Section 1.8);

- on receipt of the blocking signal after sending an initial
address message and before a backward signal relsting to
that call has been received (see Section 5).

If the conditions for the normal release of connections as described
above are not fulfilled, release is provided as follows:

- in the release under abnormal conditions (see Section A.4);
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- on receipt of a call-failure signal (see Section 6.3);

- on failure to receive a clear-forward signal after sending a
clear-back signal (see Section 6.4);

- on failure to receive an answer signal (see Section 6.4);

- on receipt of a reset-circuit signal (see Section 1.15).

Address and routing information are released from memory in each of
the exchanges of a connection as described in the following subsections.

6.1.1 Outgoing international exchange

Address and routing information stored at the outgoing international

exchanges can be erased on receipt of one of the following backward signals:

a ) one of the address-complete signals,

b) the address-incomplete signal,

c) one of the congestion signals,

d) one of the called-party's-line-condition signals,

e) the call-failure signal,

or when the connection is cleared earlier and no automatic repeat attempt has

to be made.

6.1.2 Incoming international exchange

Address and routing information stored at the incoming international

exchange can be erased on receipt of one of the backward signals indicated
in Section 6.1.1 (or equivalent) from a national signalling system, or when

one of the following signals has been originated and sent to the outgoing

international exchange:

a) one of the address-complete signals,

b) the address-incomplete signal,

c) one of the congestion signals,

d) the call-failure signal,

e) the reset-circuit signal,

or on receipt of a clear-forward signal.

6.1.3 International transit exchange

Address and routing information stored at an international transit
exchange can be erased on receipt of one of the backward signals indicated
ir Section 6.1.1, on receipt of a clear-forward signal, or when one of the
congestion signals is originated in that exchange.

(3854)



- 326 -
AP VII-No. 18-E

6.2 Abnormal release conditions - Clear-forward, release-guard
sequences

6.2.1 Inability to release in response to a clear-forward signal

If an exchange is unable to return the circuit to the idle
condition in response to a clear-forward signal, it should remove the
circuit from service and send the blocking signal. Upon receipt of the
blocking-acknowledgement signal, the release-guard signal is sent in
acknowledgement of the original clear-forward signal.

6.2.2 Inability to release in response to a backward signal

If an exchange is unable to release a circuit in response to an
address-incomplete, congestion, called-party's-line-condition or call-failure
signal, it should remove the circuit from service by sending the blocking
signal. Upon receipt of the blocking-acknowledgement signal, the clear-forward
signal should be sent in reply to the original backward signal.

6.2.3 Failure to receive a release-guard signal in response to a
clear-forward signal

If a release-guard signal is not received in response to a
clear-forward signal before 4-15 seconds, the clear-forward signal will be
repeated.

If, after sending a clear-forward signal, a release-guard signal is
not received within a period of one minute after the first clear-forward
signal, the maintenance personnel shall be alerted. The repetition of the
clear-forward signal is ceased, the circuit is taken out of service, and the

blocking signal is sent.

6.3 Call-failure signal

The call-failure signal is sent as the result of time-out
situations, described in Section 6.4 and whenever a call attempt fails and
other specific signals do not apply, viz:

- the address-incomplete signal,

- the congestion signals, or

- the called-party's-line-condition signals.

Reception of the call-failure signal at any Signalling System No. 7
exchange will cause the clear-forward signal to be sent and if the signalling
system permits to do so the appropriate signal to be sent to the preceding
exchange or the appropriate tone or announcement to be sent to the national
network.

6.4 Abnormal release condition - Other sequences

If the conditions for normal release as covered in Section 6.1 are not
fulfilled, release will take place under the following conditions.

(3854)



- 327 -

AP VII-No. 18-E

6.4.1 Outgoing international exchange

An outgoing international exchange shall:

a) release all equipment and clear forward the connection on
failure to meet the conditions for normal release of address
and routing information as covered in Section 6.1.1 before

20-30 seconds after sending the latest address message,

b) release all equipment and clear forward the connection on
failure to receive an answer signal within the interval
specified in C53,

c) release all equipment and clear forward the connection on
failure to receive a clear-forward signal from the national
network after having received a clear-back signal within the
interval specified in C53.

6.4.2 Incoming international exchange

An incoming international exchange shall:

a) release all equipment, clear forward the connection into the
national network and send back a call-failure signal in the
following cases:

- on failure to receive a continuity or continuity-failure
signal if applicable (see Recoimendation Q.723
Section 3.3.1 C73) before 10-15 seconds after receipt
of the initial address message, or

- on failure to receive one of the blackward signals
indicated in Section 6.1.1 (or equivalent) from a
national network (where expected) before
20-30 seconds after receipt of the latest
address message, unless the timing for sending
the address-incomplete signal (see Section 1.7)
i's provided, or

- on receipt of an address-incomplete signal after an
address-complete signal has been generated.

b) send the call-failure signal on failure to receive a
clear-forward signal for the incoming circuit before
4-15 seconds after sending an address-incomplete,
congestion, call-failure or a called-party's-line-condition
signal indicating inability to complete the call.

If a clear-forward signal is not received within a period of one
minute after sending the call-failure signal, the repetition of the
call-failure signal should be ceased, maintenance personnel should be
alerted, the circuit should be removed from service, and the blocking
signal sent.

C) releaqe all Pquipment and clear forward the connection into
the national network on failure to receive a clear-forward

sInil ifter sending a clear-back signal within the, interval

specified in C53.
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6.4.3 International transit exchange

An international transit exchange shall:

a) release all equipment, clear forward the connection and send
back the call-failure signal in the following cases:

- on failure to receive a continuity or continuity-failure
signal if applicable (see C73) before 10-15 seconds
after receipt of the initial address message, or

- on failure to meet the conditions for normal release as
covered in Section 6.1.3 before 20-30 seconds
after sending the latest address message, or

b) send the call-failure signal on failure to receive a
clear-forward signal for the incoming circuit before
4-15 seconds after sending an address-incomplete, congestion,
call-failure or a called-party's-line-condition signal
indicating inability to complete the call. If a clear-forward
signal is not received within a period of one minute after
sending the call-failure signal, the repetition of the
call-failure signal should be ceased, maintenance personnel
should be alerted, the circuit should be removed from service,
and the blocking signal sent.

6.4.4 Failure in the blocking/unblocking sequence

An international exchange will repeat the blocking or unblocking
signal on failure to receive an acknowledgement signal in response to either
the blocking or unblocking signals before 4-15 seconds. (See Section 5, for
the blocking/unblocking sequence.)

If an acknowledgement signal is not received within a period of one
minute after sending the initial blocking or unblocking signal, maintenance
personnel should be alerted, the repetition of the blocking or unblocking
signal should be ceased and the circuit taken out of the service as
appropriate.

6.5 Receipt of unreasonable signalling information

The message transfer part of the signalling system will avoid
mis-sequencing of or double delivery of messages with a high reliability
(Recommendation Q. 706, Section 2 C83). However, undetected errors at the

signalling link level and exchange malfunctions may produce signalling
information in messages that is either ambiguous or inappropriate.

In order to resolve some possible ambiguities in the state of a
circuit when unreasonable signals are received the following will apply:

a) if a clear-forward signal in received relating to an idle
circuit it will be acknowledged vith a release-guard signal;

b) if a release-guard signal is received relating to an idle
circuit it will be discarded;
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c) if a release-guard signal is received relating to a busy
circuit for which a clear-forward signal has not been sent,
the circuit will be released and a clear-forward signal will
be sent;

d) if a blocking signal is received for a blocked circuit, a
blocking-acknowledgement signal will be sent;

e) if an unblocking signal is received for an unblocked circuit
an unblocking-acknowledgement signal will be sent.

Except in certain cases (see Section 2) any other unreasonable
signalling information received will be discarded. If the discarding of the
information prevents a call from being completed that call will eventually be
released by the expiry of a time out 1).

7 Continuity-check for four-wire speech circuits

7.1 General

This specification relates only to that part of a four-wire connection
served by Signalling System No. 7. The part of the speech path to be checked
may include a circuit with speech interpolation. As the presence of active echo
suppressors in the circuit would interfere with the continuity-check, it is
necessary to disable the suppressors during the check and to re-enable them, if
required, after the check has been completed.

The transceiver (check-tone transmitter and receiver) is connected
to the gand return paths of the outgoing circuit at the first and each
succeeding exchange, excluding the last exchange, in that part of the
connection served by Signalling System No. 7. The check-loop should be
connected to the joand return paths of the incoming circuit at each
exchange except the first in that part of the connection served by Signalling
System No. 7. A continuity-check is considered successful when a tone is sent
on the .&2 path and is received on the return path withizi acceptable
transmission and timing limits.

7.2 Transmission requirements

7.2.1 Transmitting equipment

The check-tone frequency will be 2000 * 20 Hz. For international

application the sending level of the check-tone will be -12 * 1 dBmO.

7.2.2 Check-loop

The check-loop will have a loss of 0 dB, taking into account anv'

difference between the relative levels of the 2 paths at the point of
attachment.

1) Possible further actions to be taken on receiving unreasonable
signalling infornmion are for further study.
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The check-tone receiver will have the following characteristics:

a) Operating requirements

Check-tone frequency: 2000 * 30 Hz

Check-tone level range for international application:

The absolute power level N of the check-tone shall be within
the limits (-18 + n) < N < (-6 + n) dBm

This time belongs to the text on the previous page where n is the
relative power level at the receiver input

Recognition time: 30 - 60 ms

The frequency and level range tolerances allow for variations
at the sending end and for variations in line transmission that are
considered acceptable.

b) Non-operating requirements

Signal frequency: outside the frequency band 2000 * 200 Hz
Signal level for international application:

below or equal to -22 + n dBm.

The limit is 10 dB below the nominal absolute level of the
check-tone at the input of the receiver. If the level falls below
this point, transmission is considered unacceptable.

Signal duration: shorter than 30 ma

The level range of (-18 n 04N <((-6 + n) dBm will serve as
a GO/NO-GO check on the links in that part of the international
connection served by Signalling System No. 7.

c) Release requirements

If the receiver is used to test for the removal of check-tone
(see Section 7.3):

- after recogn"tion of tone, interruptions of up to 15 ms
shall be ignored; this will prevent switching through the
speech path prematurely;

- the indication of tone removal should not be delayed more
than 40 a, and

- the release level of the receiver should be lower than
-27 + n dflm for international application.
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7.3 Continuity-check procedure

Decision on whether continuity-check should be performed or not on a
given circuit should be made by an outgoing exchange according to ti.e criteria
described in Section 1.4. The outgoing exchange will indicate whethe.-
continuity-check is required or not by the continuity-check indicator in the
initial address message E73. If it is required, the outgoing exchange will

connect a transceiver to the speech circuit when it sends an initial address
message. If continuity-check is not required neither on the incoming circuit
nor on the outgoing circuit, the outgoing exchange can switch-through the
speech path imediately after having sent the initial address message.

A description of the procedure using the specification and description
language is given in the azate transition diagrams in Figures 10-4 (Q.724)
and 10-5 (Q.724). The Sigralling System No. 7 exchange will send forward the
continuity signal after completion of all the following actions:

- the continuity-check performed on the outgoing circuit is
completed,

- the speech path across the exchange has been checked and
found correct (see Section 1.4), and

- if the continuity-check indicator in the received initial
address message indicates that continuity-check was performed
on previous circuit(s) receipt of a continuity signal from the
preceding exchange.

The speech path may be switched through at an international transit cr
incoming exchange and the transceiver disconnected after the continuity-check
of the circuit has been successfully completed. However, the switching through
of the speech path should be delayed until the residual check-tone han
propagated through the return path of the speech circuit.

This determinaticn may be made by timing, or by using the check-tone
receiver to test for the removal of the check-tone or other appropriate means.

On receipt of the continuity signal in the following international
exchange, the continuity-check loop will be removed if inserted. Also, any
digits of the national number which were withheld may be released (see
Section 1.2).

At the Signalling System No. 7 exchange, on failure of the outgoing
circuit to satisfy the continuity-check:

- the continuity-check transceiver will be removed and an
automatic repeat attempt will be made on another circuit,

- a continuity-failure signal will be sent to the following
exchange.

A repeat of the contir.uity-check of the speech path will be made
on the failed outgoing circuit within 1-10 seconds of detection of the
continuity-check failure.

The second continuity-check will be initiated by the Signalling
System No. 7 exchange detecting the failure using the continiiity-cherk-request
signal.
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If the repeated check passes on this call, the speech circuit will be
returned to idle with a clear-forward/release-guard sequence. If the second
check fails, Lhe maintenance staff will be alerted that a failure has occurred
and the check will be repeated at intervals of 1-3 minutes. The repeated
continuity-check will only be finished when continuity is detected.

According to transmission maintenance requirements, Signalling
System No. 7 should provide for:

a) a print-out each time a second continuity-check is started.
In such cases, the circuit involved should be identified;

b) a print-out each time a continuity-check results is a
warning being given to maintenance personnel.

Since a continuity-check failure can be caused by a faulty
transceiver, precautions should be taken to ensure a low probability of
selecting a faulty one for both the iftitial continuity-check and the second
check, e.g. by ensuring the selection of a different transceiver for each
of the checks.

7.4 Continuity-check timing

7.4.1 Time-out period

The continuity-check is considered to have failed if the receiver has
not responded within a period determined by the Administration concerned. This
period should not exceed two seconds.

The time-out period of the continuity-check should always exceed the
continuity recognition time, TCR, given by:

TCR - 2Tp + TIAm + TTC + TL + TR - TT (7-1)

where

Tp = one-way propagation time of the speech circuit and the
signalling link (v e these times are the same)

TTC - speech interpolation clip time for 2 speech
interpolation systems in series (for connections
not using speech interpolation TTC - 0)

TR - receiver response time

TL - loop connecting time (maximum)

TT - transceiver connecting time (minimum)

TIAM s emission time of the longest initial address
message
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if retransmission of an initial address message is to be included in

TCR, the following formula may be used:

TCR - 4Tp + 2TIAM + TFISU + 2Tx + TL 4 TR - TT

where:

TFISU -emission time of a fill-in signal unit (length of
a fill-in signal unit)

TX -time between receiving an initial address message and
emitting a signal unit containing an acknowledgement
for that initial address message,

or

time between receiving a signal unit asking for retransmission
and emitting the initial address message to be retransmitted.

7.4.2 Switching of continuity-check equipment

The connection and disconnection of the equipment used for the
continuity-check and also the disabling and subsequent enabling of echo

suppressors should be related to the following stages of progress in the
establishment of the connection:

a) preparation at Signalling System No. 7 exchange applying
the transceiver;

action should be initiated when the initial address message
is available for transmission in the message transfer part;

b) preparation at Signalling System No. 7 exchange connecting
the check-loop;

action should be initiated at the moment of recognition of
the initial address message received;

C) disconnection at Signalling System No. 7 exchange connecting
the check-loop;

action follows the receipt of the continuity signal, the
continuity-failure signal or the clear-forward signal, or
the emission of signals indicating that the call cannot
be established, e.g. circuit-group-congestion signal;

d) disconnection at Signalling System No. 7 exchange applying
the transceiver;

action should be initiated on the successful completion or
the failure of the continuity-check.

Exceptionally, if disconnection has not previously occurred,
action should be initiated at the moment ot recognition of
the address-complete signals, the answer signals, signals
indicating that the call cannot he established, or on O
emission of a clear-forward signal.
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It is recomnended that the mean time, both for the connection and for
the disconnection, is less than 100 ms. A mean time of 200 ms should not be
exceeded.

7.5 Continuity-check test calls

7.5.1 The following procedure may be used in the cases when continuity-check
is performed by test calls. This procedure is used to test a single
interexchange circuit, which must be idle when the procedure is initiated.

7.5.2 When the outgoing Signalling System No. 7 exchange intends to initiate
the procedure, it sends to the following exchange a continuity-check-request
message and it connects the transceiver to the outgoing speech circuit. On
receipt of the continuity-check-request message, the following exchangp
connects the loop to the involved circuit. On detection of the backward tone
within the time-out specified in Section 7.4.1, the outgoing exchange will
disconnect the transceiver and the circuit will be returned to idle with a
clear-forward/release-guard sequence.

7.5.3 In the case that no backward tone is detected within the specified
time-out, the same actions apply as in the case of continuity-check failure
during normal call set-up, see Section 7.3 (the clause referring to the repeat
attempt is not relevant in this case).

7.5.4 If an exchange will receive an initial address message relating to a
circuit for which it has sent a continuity-check-request message (i.e. in
case of collision on a both-way operated circuit), it will abort the
continuity-check test call, disconnect the transceiver and complete the
incoming call.

An exchange receiving a continuity-check-request message after having
sent an initial address message, will ignore it and continue the call set-up
procedure.

a Continuity-check for two-vire speech circuits

In general the same procedure as described in Section 7 is used for
the continuity-check of two-wire speech circuits except the check-loop which
has to be replaced by a transponder and the fact that in the backward direction
the frequency 1780 ± 20 Hz is used. A more detailed specification of this
particular case needs further study.

9 Interruption control on 713-circuits

9.1 General

Interruption of the pilot in frequency division multiplex systems
corresponds to loss of continuity of speech circuits or a considerable
reduction of level. Therefore a switching equipment monitoring this indication
(see Section 1.4) should inhibit local seizure of the concerned speech circuits
in case of interruption. Moreover seizure by the remote exchange should he
prevented, as long as the interruption persists, by sending blocking and
unblocking signals as specified in Section 9.2 below. When interruption
control is implemented possible use of the specifications contained in
Recommendation Q. 416 C93 could be applied.
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9.2 Blocking and unblocking of speech circuits

Blocking signals are sent to the other end, with regard to the
relevant speech circuits, whenever an interruption is detected, which lasts
more than 4-15 seconds (provisional values).

When an interruption indicated terminates, unblocking signals are sent
to the other end after 4-15 seconds (provisional value), provided that blocking
signals were previously sent on occurrence of the interruption.

10 State transition diagrams

10.1 General

This Section contains the description of the signalling procedures
described in this Recommendation in the form of state transition diagrams
according to the CCITT Specification and Description language (SDL).

In order to facilitate functional description, the telephone user part
signalling procedure function is divided into functional blocks, as shown in
Figure 10-1; state transition diagrams are provided for each functional
block, as shown below:

- Signalling procedure control (SPC): Figure 10-2

- Call processing contral (CPC): Figure 10-3

- Continuity-check outgoing (CCO): Figure 10-4

- Continuity-check incoming (CCI): Figure 10-5

- Continuity-recheck outgoing (CRO): Figure 10-6

- Continuity-recheck incoming (CRI): Figure 10-7

- Other functional blocks (for further study).

The detailed functional breakdown shown in the following diagrams is
intended to illustrate a reference model and to assist interpretation of the
text in the earlier sections. The state transition diagrams are intended to
show precisely the behaviour of the signalling system as viewed from a remte
location. It must be emphasized that the functional partioning shown in the
following diagrams is used only to facilitate understanding of the system
behaviour and is not intended to specify the functional partioning to be
adopted in a practical implementation of the signalling system.

10.2 Dratighting conventions

a) Acronyms used in Figures 10-1 to 10-7 are listed in Table 10-1.

b) Extprnnl inputs and outputs are used for interactions wit;
different functional blocks. Internal inputs and outputs arr
used for interactions withing each functional block, e.p. to

indicate control of time-outs.

c) ExtPrnal inpits and outputs contain a, part of thit nn,.
acronym. of the i r qouirc- and de'st inat ion f,,,u r iori.i ')1 - , i'
with an arrow in heIw,.,n, e.g. St nrt ('(' .
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d) For inter-exchange signals or signal messages, external input
And output symbols are used as shown below to indicate the
direction of each signal on message.

Z: Input 4 ror a precedini exc:anC,"

:j Output tc a precedirr exchia:

Input fror a succeeLir', eXci.rn-,,

E D Output to a succeeding exchar.t , .

CcIrli- 230

Note - The functions covered by the present Figures 10-1 to 10-7 are
limited in the following points:

- they refer only to call processing functions in international
transit exchanges;

- they do not include the blocking and unblocking procedures,
the handling of the forward-transfer signal and that of the
reset-circuit signal;

- they do not necessarily cover all the abnormal situations.

However, they include operations on receipt of unreasonable signalling
information as specified in Section 6.5, except the case of the blocking and
unblocking signals as mentioned above.

The diagrams for functions not presently covered are for further
study.
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TABLE 10-I (Q.7L)

Abbreviations used in Figures 10-1 to 10-7 (Q.724)

General

OGC - Outgoing trunk circuit

ICC - Incoming trunk circuit

NOK - Not OK

CC - Continuity-check

Function block names (see Figure 10-1 (Q.724))

SPC - Signalling procedure control

CPC - Call processing control

CCO - Continuity-check outgoing

CCI - Continuity-check incoming

CRO - Continuity-recheck outgoing

CRI - Continuity-recheck incoming

L3 - Level 3 (Signalling network functions)

LL - Level 4 (Telephone user part)

Messages and signals

ACM - Address complete message

ADI - Address incomplete signal

ANC - Answer signal, charge

ANN - Answer signal, no charge

CBK - Clear-back signal

CCF - Continuity-failure Figlual

CCH - Continuity-check indicator

- 0 CC not required

- I CC requir(,d on this circuit

- 2 C2 on previo,u, circuit

CCP - Cont nui ty-cte-k-relu -s sigailI

CFL - .'all-failure si !,a]l

CG"- Circuit-grou,-ror4'.',ion fl

CLF - CIear-forward sigr, il

( ",- Continuity
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IAM - Initial addre-. - mtssag-

LOS - Line-out-of-service siga'.

NNC - National-network-congFstion sin'.

RAN - Reanswer signal

RLG - Release-guard sigral

SAM - Subsequent address mecnar,

SEC - Switching-equipment-congesticr) s:ir.,

SSB - Subscriber-busy signal (ele,'trlca

SST - Send-special-information-tcrie sgr*,al.

UNN - Unallocated-number signal.

Timers

T1 - Timer "waiting for continuity or continuity-failure sigr."
(10-15 seconds, see 6.L.3.a)

T2 - Timer "waiting for address-conqlete signal"

(20-30 seconds, see -.43.a)

T3 - Timer "waiting for clear-forward signal after sending unsuccesv>I'

message" (4-i' se~ond c, see 6.4.3.t)

T" - Timer "waiting for clear-forward signal after sending calK-faiur-

signal" (4-15 seconds, see

T) - Timer "stop sending crll-failure messages or, time out"
(0 minute, see

Te - Timer "waiting for release-guara signal" (4-11 seconds, see f..

T7 - Timer "stop sending clear-forward signal on time out"
(l minute, see 6.2.3)

T8 - Timer "waiting for backward check-tone" (should no* exceed 2 second-,
see 7.4.1)

T9 - Timer "delay to start first-time continuity-recheck"
(1-10 seconds, see 7.3)

TIO - Timer "delay for multiple retests of continuity" (1-3 minutes, ser-
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193 CCITT Recommendation, Interruption control, Yellow Book,
Vol. VI.4, Rec. Q.416.

103 CCITT Recommendation, Performance requirements, Yellow Book,
Vol. VI.5, Rec. Q.504.
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Recommendation Q.725

SIGNALLING PERFORMANCE IN THE TELEPHONE APPLICATION

I Introduction

This Recommendation gives the requirements of the telephone
application of Signalling System No. 7.

In Recommendation Q.706 El3, the message transfer part performance is

described. The message transfer part is the basis of the telephone application
of Signalling System No. 7 and provision of a signalling network to serve the
telephone service must take account of the performance of the message transfer
part and the requirements of the telephone application. For example, taking
account of the message transfer times detailed in l13 and the reouirements for
message transfer times between two telephone exchanges, a figure may be derived
for the total permissible number of signalling links in signalling relations in
tandem for a particular call.

2 Unsuccessful calls due to signalling malfunction

The proportion of calls that are unsuccessful due to signalling

malfunction should be less than 1 in 105.

By means of error detection (see Recommendation Q.703 E23) as well as
transmission fault indication (see Recommendation G.732 E33 and G.733 E4),
it is ensured that overall, not more than one error in 108 of all signal

/ units transmitted is accepted and will cause false operation.

Unsuccessful calls may be caused by undetected errors, loss of
messages or messages delivered out of sequence (during emergency situations
within the signalling network) and may result in:

- incomplete call set-up,

- misrouted calls (e.g. connection of wrong numbers),

- calls routed correctly but mishandled (e.g. false clearing).

3 Unavailability of a signalling route set

The overall unavailability of a signalling route set causing the
unavailability of a signalling relation should not exceed a total of 10 minutes
per year.

Note - The availability of a signalling route set within a
signalling network may be enhanced by replication of signalling links,
signalling paths and signalling routes.

4 Labelling potential

The label of the Telephone User Part of Signal l inp System No. 7
provides the potential to identify 16. 1' sirn.llin points nnd t i , to
4,096 speech circuits; for ench signall ing rt-Lit ion.

(3854)
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S Cross-Office transfer time

5.1 Functional reference points and transfer time compenents

Signalling Signalling Signalling User Signalling Signalling Signalling
data link link message functions message link data link

functions functions handling handling functions functions
functions functions

TI, Th. Ti..

TsvCIT -3%1 6 00i

Figure 5-1 ( ) - Functional diagram of the cross-office transfer tire

Tcu = Cross-office transfer tire

Thu a Telephone user part handling time

Tmr a Message transfer part
receiving tire The definitions of these

times are given in
Tms a Message transfer part Recommendation Q.725 / /

sending time

5.2 Definitions

a) Cross-office transfer time Tcu

Tcu is the period which starts when the last bit of the signal
unit leaves the incoming signalling data link and ends when the
last bit of the signal unit enters the outgoing signalling data
link for the first time. It also includes the queueing delay in
the absence of disturbances but not the additional queueing delay
caused by retransmission.

b) User handling time Thu

Thu is the period which starts when the last bit of the messape
has entered the Telephone User Part and ends when the last hit
of the derived message has left the Telephone User Part.
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5.3 
queueing 

delayAPVIN.1-

The formulae for the queueing delays are described in
Recoimnendation Q.706, Section~ 4.2 E53.

The telephone traffic model assumed is given in Table 5.1 (Q.725),
from which the proportion of signal messages may be obtained as shown in
Table 5.2 (Q.725). Using Table 5.2 (Q.725), examples of queueing delays are
calculated as show in Figures 5.2, 5.3, 5.4 and 5.5 (Q.725), where one call
attempt per second per 64 kbit/u signal' ing data link may yield 0.00577 Erlang
of the traffic loading of each channel.

Table 5.1 Q.725 - Traffic model

SendinC procedure 'En bloc" Overlap

Type of call AW SB CC AB AW S B CC AJ5

Per cent calls 30 10 5 5 30 10 5 5

Length(bits
12-digit IAN 176 1 1 1 0
6-digit TAM 152 1 1 1 1

Messages 3-digit Ski 128 1 1 0 1
per call 1-digit Ski1 112 3 3 0 0

Address
complete 112 1 1 0 0 1 1 0 0

Others 1(34 3.5 2 3 0 3.5 2 3 2

Note - AW a answered, SS - subscriber busy and not anuwered,
CC a circuit congestion, AB a abortive. The assumptions used In this
model are chosen for Illustrative purposcs, and should not be considered
to be typical.

Table 5.2 Q.725 - Proportion Of messapes

------------------------------------------------

Length(bits) 176 152 128 112 104 Total

messages per tall 0.45 0.5 0.45 2.0 2.9 6.3
in both directions

Percent 7.1 7.9 7.1 131.7 46.0 100

Mean message 117.2 bits
length CT)

- ------------------- ----------------------------------------------

k 1.032

------------------------------------------------------------

(3854)
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ms

16 -Tm 1.831 ms (1l72bits and C4kbit/s)
Tf £0.75 ms (48 bits and 64 kbit /5)
TL 30 MS

12
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Trafic oadig o MSU(a)CCIT'-412OC

Fig. S-3 (Q.72S) Standard deviation of queur~ing delay of each
channel of traffic.

- 3sic error correction method-
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ms
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Figure 5-5 (0.725) - Otandard deviation of queueing delay of each channel

of traffic.
Preventive cyclic retransmission error correction method
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5.4 Estimates for message transfer time

TABLI -

Excha.mpe T in is 1)
call attempt Cu

luadin; ... . . . . .

W.~an 95Z

Nornil so IOj
+ 15Z IOUt Zuj
* 3ul 25U O

1) Provisional values

These figures are related to a signalling bit rate of 64 kbit/s.

5.5 Effect of retransmission

As a consequence of correction by retransmission, not more than one in
104 signals should be delayed more than 300 ms as a long-term average. This
requirement refers to each signalling link.

This requirement is laid down in order to ensure satisfactory answer
delays.

References

T13 CCITT Recowiendation, Signalling System Performance, Yellow Book,
Vol. VI.7, Rec. Q.706.

L23 CCITT Recommendation, Signalling link, Yellow Book, Vol. VI.7,
Rec. Q.703.

t33 CCITT Recommendation, Characteristics of primary PCM multiplex
equipment operating at 2048 kbit/s, Yellow Book, Vol. III,
Rec. G.732.

i4) CCITT Recommendation, Characteristics of primary PCM multiplex
equipment operating at 1544 kbit/s, Yellow Book, Vol. I11,Rec. G.733.

I5] CCITT Recommendation, Signalling systems performance, Yellow Book,

Vol. VI.7, Rec. Q.706, Section 2.2.
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GLOSSARY OF TERMS SPECIFIC TO SIGNALLING SYSTEM No. 7

Term Definition

Active A signalling link which has successfully completed the
signalling link initial alignment procedures and carries (or is read>y

to carry) signalling traffic

Adjacent Two signalling points that are directly interconnected by (a)
signalling signalling link(s)
points

Allignment A procedure by which the error rate of a signalling link is
error rate measured during the initial alignment
monitoring

Alternative The routing of a given signalling traffic flow in case of
routing (of failures affecting the signalling links, or routes,
signalling) involved in the normal routing of that signalling traffic

flow

Associated mode The mode where messages for a signalling relation
(of signalling) involving two adjacent signalling points are conveyed

over a directly interconnecting signalling link

Backward A bit in a signal unit which is used to request a
indicator bit retransmission when a signal unit is received out of

sequence

Backward A field in a signal unit which contains the forward
sequence number sequence number of a correctly received signal unit

being acknowledged

Basic (error A non-compelled, positive/negative acknowledgement,
correction) retransmission error control system
method

Changeback The procedure of transferring signalling traffic from
one or more alternative signalling links to a signalling
link which has become available

Changeback code A field in the signalling network management messages
used in the changeback procedure; it is used to descriminate
messages relating to different changeback procedures performed
at the same time towards the same signalling link

Changeover The procedure of transferring signalling traffic from
one signalling link to one or more different signalling links,
when the link in use fails or is required to be cleared of
traffic.

Check bit A bit associated with a character or block for the
purpose of checking the absence or error within the
character or block

(38)4)
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Check loop A device which is attached to interconnect the GO and
RETURN paths of a circuit at the incoming end of a circuit

to permit the outgoing end to make a continuity check on
a loop basis.

Common channel A signalling method in which a single channel
signalling conveys by the means of labelled messages.

signalling information relating to a multiplicity of
circuits and other information such as that used for network
management.

Continuity check A check made to a circuit or circuits in
a connection to verify that an acceptable path
(for transmission of data, speech, etc) exists.

Continuity check A device which is used to interconnect
transponder the GO and RETURN paths of a circuit at

the incoming end which on detection of a check
tone transmits another check tone to permit a
continuity checking of a 2-wire octet.

Controlled A procedure of transferring in a controlled
rerouting way, signalling traffic from an alternative

signalling route to the normal signalling route,
when this has become available.

Cross-office A check made across the exchange to
check verify that a speech path exists.

Data user part The User Part specified for data services.

Destination A part of the label in a signalling message
point code which uniquely identifies, in a signalling network,

the Esignalling) destination point of the message.

Dual seizure The condition which occurs when in bothwav
operation two exchanges attempt to seize the same circuit
at approximately the same time.

Emergency A modified changeover procedure to be used
changeover whenever the normal one cannot be accomplished,

i.e. in case of some failures in the signalling terminal
equipment or in case of inaccessibility between the twe
involved signalling points.

Error burst A group of bits in which two successive
erroneous bits are always separated by less than a given
number (X) of correct bits. The number X should be

specified when describing an error burst.

Note - The last erroneous bit in a burst and

the first erroneous bit in the following burst are
accordingly separated by X correct bits or more.

Fill-in A signal unit containing only error control
signal units and delimitation information, which i

transmit ted when there are no m'ssape s;ignal In I,

or in status sirnal n it to b, trA nmlt tv.'
(3854)
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Flag The unique pattern on the signalling data link
used to delimit a signal unit.

Forced rerouting A procedure of transferring signalling
traffic from one signalling route to another, when the
signalling route in use fails or is required to be
cleared of traffic.

Forward A bit in a signal unit which indicates the start
indicator bit of a retransmission cycle.

Forward A field in a signal unit which identifies the
sequence number last message signal unit transmitted.

Inactive A signalling link which has been deactivated
signalling link and cannot therefore carry signalling

traffic.

Integrated A network in which connections established by
digital network digital switching are used for the

transmission of digital signals.

Integrated An integrated digital network in which the
services digital same digital switches and digital
network paths are used to establish connections for

different services, for example, telephony, data.

Interruption A system which monitors a pilot for
control interruptions on FDM systems and which

transmits an indication to the switching equipment.

Label information within a signalling message used to
identify typically the particular circuit, call or
management transaction to which the message is related.

Length A six bit field which differentiates between
indicator message signal units, link status signal

units and fill-in signal units and in the case that its
binary value is less than 63 indicates the length of a
signal unit.

Link status A signal unit which contains status information
signal unit about the signalling link in which it is

transmitted.

Load sharing A process by which signalling traffic is
(general) distributed over two or more signalling or

message routes, in view of traffic equalization or security.

Long term lit error rate measured over a sufficiently
bit error rate long time period, e.g. one month.

Medium term Bit error rate that can be encountered for
bit error rate relatively short time periods, e.g. some

minutes, due to temporary malfunctions of transmission
equipment.

(3854)
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Message A signal unit containing a service information
signal unit octet and a signalling information field

which is retransmitted by the signalling link control if
it is received in error.

Message The functional part of a common channel signalling
Transfer Part system which transfers signalling messages

as required by all the users, and which performs the
necessary subsidiary functions, for example error
control and signalling security.

National Information within a signalling message which
indicator permits typically a distinction to be made

between national and international messages.

Non-associated The mode where messages for a signalling
mode relation involving two Cnon adjacent3 signalling
(of dignalling) points are conveyed, between those

signalling points, over two or more signalling links
in tandem passing through one or more signalling
transfer points.

No. 7 exchange An exchange utilizing Signalling System No. 7.

No. 7 exchange The exchange closest to the calling party
- first in each No. 7 section of a connection where,

unless it is the calling party's exchange, interworking
with other signalling systems takes place.

No. 7 exchange The exchangp closest to the called party
- last in each No. 7 connection where, unless it is

the called party's exchange, inter-orking with other
signalling systems takes place.

Normal routing The routing of a given signalling traffic
(of signalling) flow in normal conditions (i.e. in

the absence of failures).

Originating A part of the label in a signalling message
point code which uniquely identifies, in a signallinR

network, the Csignalling3 originating point of the message.

Pilot Sinusoidal signal transmitted over analogue FDM
links for regulation and supervision purposes.

Preventive A non-compelled, positive acknowledgement,
Cyclic cyclic retransmission forward error correction
Retransmission system.
(error control)
method.

Processor A situation in which a signalling link becomes
outage unavailable, due to factors at a functional level

higher than level 2. This may be because of, for example,
a central processor failure. It may also be due to a
manually initiated blocking of an individuml sipriallin-
I ink.

(3854)
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Quasi-associated A non-asaociated mode Cof signalling)
mode in which the taignalling) message route is
(of signalling) determined basically, for each

signalling message, by information contained in this
message Cnamely in its routing label) and is fixed in
normal operation.

Random Errors distributed over the digital signal so
errors that they can be considered statistically

independent from each other.

Retransmission Storage in the signalling link control
buffer for signal units transmitted but not yet

positively acknowledged.

Retrieval The process of transferring all those messages in the
retransmission buffer of a signalling link (A), which have
not yet been positively acknowledged, to the transmission
buffer of an alternative signalling path (B).

Routing label The part of the message label that is used for
message routing in the signalling network. It includes the
destination point code, the originating point code and the
signalling link selection field.

Service Information within a signalling message identifying
indicator the user to which the message belongs.

Service Eight bits, contained in a message signal unit,
information comprising the service indicator and the
(octet) sub service field.

Signal Units A group of bits forming a separately transferable
entity used to convey information on a signalling link.

Signal Unit Signal unit alignment exists when flags are
alignment received at intervals which correspond to

integral numbers of octets and which fall within certain
upper and lower limits.

Signal Unit A procedure by which the error rate of an active
error rate signalling link is measured on the basis of
monitoring a count of correctly checking and erroneous

signal units.

(Signalling) A signalling point to which a message is destined.
Dest inat ion
point

Signalling The bits of a message signal unit which carry
information information particular to a certain user
(field) transaction and always contain a label.

Signalling A transmission means which consists of a
link signalling data linkc and its transfer control

functions, used for reliable transfer of a signalling
mess5age.
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Signalling An event causing the unavailability of a
link blocking signalling link, typically consisting in

a "processor outage" condition at one end of that signalling
link.

Signalling A field of the label in the signalling network
link code management messages, which indicates the

particular signalling link to which the message refers among
those interconnecting the two involved signalling points.

Signalling This comprises two functions: Initial alignment
link error error rate monitoring and signal unit error
monitoring rate monitoring.

Signalling An event causing the unavailability of a signalling
link failure link, typically consisting in a failure in

signalling terminal equipment or in the signalling data link.

Signalling A set of signalling links directly connecting two
link group signalling points and having the sane physical

characteristics (bit rate, propagation delay, etc.).

Signalling link Functions that control and take actions,
management when required, to preserve integrity of
functions locally connected signalling links, e.g. by

reconfiguration of the signalling link sets.

Signalling link An event consisting in the completion of the
restoration initial aligrnent procedure on a signalling link

following the removal of the previous causes of failure;
if no other causes of unavailability exist (i.e. a
signalling link blocked condition) then the signalling
link becomes available.

Signalling link A field of the routing label which is typically
selection field used by the message routing function to

perform load sharing among different signalling links!
link sets.

Signalling A set of signalling link(s) directlv connecting
link set two signalling points.

Signalling link An event consisting in the removal of the
unblocking previous causes of signalling link blocking;

if no other causes of unnivailability exist (i.e. a
signalling link failed con" )n), then the signalling
link becomes available,

Signalling An assembly of signs' ng inc. at ion pertaining
message to a call, management transaction, etc. that is

transferred as an entity.
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(Signalling) The process which decides, for each incoming
message message, vhether the signalling point is
discrimination destination point or if it should act as

signalling transfer point for that message and accordingly,
whether the message should be handled to (signalling)
message distribution or to (signalling) message routing
funct ions.

(Signalling) The process of determining, upon receipt of a
Message signalling message at its destination point,
distribution to which User Part the signalling message

is to be delivered.

Signalling Functions that, at the actual transfer of a
message message, direct the message to the proper
handling functions signalling link or User Part.

(Signalling) The signalling link or consecutive links
Message route connected in tandem that are used to

convey a signalling message from an originating point to
its destination point.

(Signalling) The process for selecting, for each signalling
Message routing message to be sent, the signalling link

to be used.

Signalling A network used for signalling and consisting of
network signalling points and connecting signalling

links.

Signalling The functions which are performed by the Message
network Transfer Part at Level 3 and are conmmon to,
functions and independent of, the operation of

individual signalling links. They include the signalling
message handling functions and the signalling network
management functions.

Signalling network Functions that, on the basis of predetermined
management data and information about the status of the
functions signalling network, control the current message

routing and configuration of signalling network facilities.

(Signalling) A signalling point in which a message is generated.
Originating
point

Signalling point A node in a signalling network which either
originates and receives signal messages, or transfers signal
messages from one signalling link to another, or both.

Signalling A binary code uniquely identifying a signalling
point code point in a signalling network. This code is

used, according to its position in the label, either as
destination point code or as originating point code.
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Signalling A relation between two signalling points involving
relation the possibility of information interchange between

correcponding User Part functiois.

Signalling A predetermined path described by a succession
route of signalling points that may be traversed by

signalling messages directed by a signalling point
towards a specific destination point.

Signalling route Functions that transfer information about
management changes in the availability of signalling
functions routes in the signallirg network.

Signalling A procedure, included in the signalling route
route-set test management which is used to test the
procedure availability of a given signalling route,

previously declared unavailable.

(Signalling) Actions and procedures intended to limit
Traffic signalling traffic at its source in the case
flow control when the signalling network is not

capable of transferring all signalling traffic offered
by the User Parts, because of network failures or overload
situations.

Signalling traffic Functions that control and, when required,
management modify routing information used by the Message
functions routing function and control the transfer of

signalling traffic in a manner that avoids irregularities
in message flow.

Signalling A signalling point with the function of transferring
transfer point signalling messages from one signalling

link to another.

Status field The bits of a link statos signal unit which
indicate one of the major signalling link states.

Telephone The User Part specified for telephone services.

uaer part

Transfer- A procedure, included in the signalling route
allowed management, which is used to inforr a mignalling
(procedure) point that a signalling rouite has become

availtable.
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Transfer- A procedure, included in the signalling route
prohibited management, which is used to informr a
(procedure) signalling point of the unavailability of

a signalling route.

Transmission Storage in the signalling link control for
buffer signal units not yet transmitted.

User Part A functional part of the cormmon channel signalling
system which transfers signalling messages via the message
transfer part. Different types of user parts exist
(e.g. for telephone and data services), each of which
is specified to a particular use of the signalling system.

User (of the A functional entity, typically a
signalling telecommunication service, which uses a
system) signalling network to transfer information.

(3854)
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ABBREVIATIONS SPECIFIC TO SIGNALLTNIG SYFTEF Nc. 7

English French Spanish Meat inr

ACM ACO MDC Address complete message Q.723, Table 3.1

ADI ADI SDI Address incomplete signal Q.723, Table 3.1

AE1M STEA MA Alignment error rate monitor : Q.703; Fig. 11-1,
Fig. 11-2, Fig. 11-3, Fig. 11-5, Fig. 11-11

ANC RAT RCT Answer signal, charge :Q.723, Table 3.1

ANN RAT RST Answer signal, no charge : Q.723, Table 3.1

BIB BIR BII Backward indicator bit : Q.703; Fig. 2-1, Fig. 11-7,

Fig. 11-9

BLA BLA ARE Blocking-acknowledgement signa: : Q.723, Table 3.1

BLO BLO BLO Blocking signal : Q.723, Table 3.1

BSM DE MPE Backward set-up message : Q.723, Table 3.1

BSN NSR NSI Backward sequence number : Q.7C-3; Fig. 2-1, Fig. 11-8,

Fig. 11-iC

BSNR NSIR Backward sequence number received : Q.703; Fig. 11-1,

Fig. 11-7, Fig. 11-8, Fig. i-i0

BSNT NSIT backward sequence nuz.er cf next SU to be transmitter
Q.7031 Fig. -1, FCig. ii-2, Fig. 11-3, Fig. 11-7,

Fig. l1--B, Fig. 1-2, Fig. 11-1,?; Q.7(., Fig. 1L-5,
Fig. IL-B

CBA RCA ARS Changeback ackncwleige~mtr.n sigr-aa : Q.72L; Table 13.1

CBD RCO ORC ChanCeback declaration s.:.i Q.7>"; 7ate 13.2

CBK RAC COL Clear-back signal : Q.72, Tatle 3.1

CCF CCN FCC Continuity-failure signal : Q.7,, Table 3.1

CCI CCE PCL Continuity-checK,, inc-min: Q.7'-, FiF. 10-1 tc 2V'-7

CCM SC MSC Circuit supervision messag. Q.72;3 , Table 3.2

CCO CCS CCS Continuity-check, outgoing Q.JUh, Fig. 10-1 tc I,,--

CCR CCD PPC Continuity-check repuert sigcu .T?', 'I , .i

CCS CS SCC Common channel sigralling Q.7- , 1.

CFL ECH SLI Call-failure sigr.a at, I

CGC EFC CHC Circuit-gro'a -c~ngcv: a>o. . ,

CHG TAX MTA Charging me ,car *. T., I

CHM PR MIA Charc'over aR7, r-air,' a> f ':.,', ., .. tld 1".

CIC CIC CIC Circuit idccntificatc:,. c, . , . . 1 ,

CIR 100 FiL Cailing-1ine- der~t~ty-ro, t sDgral Q."7. , l , .

CK CHT PCE ChecK bits :.T,; -g. -

CLF FIN FIN Clear-forw rj s rr'ii Q.- , Tal le i I

CLI 1DL MIL C]irr-lin'-iltr'v r.' .7, ,

CLU I uN M 11 CnlI Ii tir -1 . ri-f ij r;.a
Tit tl, i.
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English French Spanish Mear.ir,{'

CNP CLI CIM Connection-not-possible signal : .7QL2; Tatle 13.2

CNS CLN CIN Connection-not-successful sirCL: .7§L; Tat: t3.

COA PCA APR Changeover acknovledrement signal Q.7C.; TaLe 3.

COo PCO OPR Changeover order signal : Q.704; Table 13.2

COT CCP CON Continuity signal : r.723, Tatle 3.1

CPC STA CTL Call processing control : Q.72L., Fig. 2C-1 to 10-7

CRI CRE RPL Continuity-recheck outgoing :. 72L, FIg. IC-I t
10-7

CRO CRS RPS Continuity-recheck incor.ir,g : Fg. I'--'
] C-7

CSM SA MSL Call supervision messa, :3, Tale

CSS CLR ACC Connection-si :cesofu-s irnal ':.; :,

DAEDR t)AD-R DADR Delimitatic.n; ahig7,:rnt, error d't o icr. (reet?
Q.703, Fig. 11-1, Fig.l -, .. F p. i , .i - ,

Fig. 11-11, Fig. 12-12

DAEDT DA.-E DADT Delimitation; al&:g-z.er: , ,rrr c' 7:cti-. tr. -
Q.7L3, F47. 11-t , F-,-. !i -7, .Fl . I

DCE ETCD ETCD Data circuit terminr, .. . ,

DLC CLO CED Signairdat->r'-c',r:: -cr>, r g:..:
, , a l ] 7

DLY CL MD Signilr.g-daaa-.ir,.--on::"c: -r .a
Q.7 L; 7ale l .

DPC CPD CFD Destinati o pcir.i 7J :
Fig. 13-1, Sea. 13.Z, Fig. 1.-.

DUE SSUD PULD Data user parl : Q.7-7;

EAM EXR MAR Extended answer messare c:-- ..

ECA PUA AER Emergency changeover acr,:?wedre e.-; - .roa
Table 23.1

ECM FU MET Eergency changeover mesaCe :.. . -.

ECO PUO PER Emergency changeover order signal ..7 ; Ta, >

EUM EXT IAL Extended unsuccessful backward se*i-ul irfr.aioi.
message indication : Q.723, Tab>' i."

F F BAN Flag : Q.703; Fig. 2-1

FAM AD MDA Forward address message : Q.723, Taltl 3.1

7CM CF MCF Signalling traffic flow control messages
Table 13.1

7DM MFF MDF Frequency division multiplex : Q.721 2.2.3; Q.72L, 0

P BIA BID Forward indicator bit : Q.703; Fig. 2-1, Fig. 11-7,
Fig. 11-9

Fill-in signal unit : Q.703; Fig. 11-1, Fir. 11-2,
Fi. 11-7, Fig. 11-8, Fig. 11-9, Fig-. 11-10; Q.704,

A,(,-), Fig. A.6-2, Fig. A.6-7
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FSN NSA NSD Forward sequence number Q.703; Fig. 2-i, Fig. 11-7

HOC ODC IDCM Message discrimination Q.704; Sec. 14.3, Fig. 1L-1,
Fig. 14-2, Fig. 14-3, Fig. Il-L

HMDT ODT HDTM Message distribution : Q.704; Sec. 14.3, Fig. 14-1,
Fig. 14-2, Fig. 14-3, Fig. 14-6, Fig. 14-8, Fig. 1L-9,
Fig. 14-20, Fig. 14-22, Fig. 14-23, Fig. 14-21

W 4RT OAC HEIWI Message routing : Q.704; Sec. 14.3, Fig. 1L-1,
Fig. 1L-2, Fig. 14-4, Fig. Il-5, Fig. 14-, Fig. 14-;,
Fig. 14-10, Fig. 1L-11, Fig. 1L-27, Fig. 14-2L,

Fig. 14-23, Fig. iL-?4, Fig. A.(-1

HO HO EO Heading code : Q.704, 13.3, Fig. 13-3; Q.707, 5.3,
Fig. 5.1, Q.723, 3.1, 3.2

HI Ri El Heading code : Q.704, 13.4.3, Fig. 13-3; Q.723, 3.2

IAC CAI CAI Initial alignment contrc Q.703; Fig. 11-Z,

Fig. 11-3, Fig. 11-7, F}g. 11-8, Fig. 11-9,
Fig. 11-10, Fig. 1i-i; Q.7CF, lig. AJ-7

IAI MIS MIA Initial address message w'ith additional inforati.
Q.723, Table 3.1

IA:'. MIA MI D Initial addresF mtoe'. ag, : .c , "a- le 3.1

ISP PSI PSI International signa~ir.( pnirt :Q.7, 3, Fig.

Li Ni NI Level I : Q.7.3, Fig. '- Q.7, , Fi.g . _'

Fig. A Fig. 1i-It , Jig. IL-1', " g. 14-i , Fig. A.'-..
Fig. A.(,-,, Fig. A.,-.

L2 f? N2 Level 2 : Q.7-, .T p. Fi-,, Fir. i- , iF. Ii-'
Fig. 11-7, Fir. !I- ,, Fi'. 1 -1, Fir. I.-.
Fig. 14-, Fig. 1 ' , F . -  H. L - , ,
Fig. 14-15, Fig. A. -1, g A., Fig A.'

L3 N3 N3 Level .;o. .. - , . . . 11-3, Fig. 11 -,

F ~ . -,Fie. l' ,, .7-" , .. . ,- -

Pig. IL 4- , Fig. 1--' F,,-. A.,
Fig. A.- 1, Hg. A. "

L4 N r,. Level L Q.7iL,; F . ,- !, . -
F Ig. 1'- FiF. I-

LI ]:L ' L~r~gth indicator :. .;• ",Fr

LLS2 GCSF CCE Link set control 1.7<, Fig. -7, ig IL..
Fig. l -B&, Fig. IL-1 , F. *. A F-, iF. A., -

LOS LHS LFS Line-out-of-service ( o.7. ;, Tat it -3.1

LSAC GCSA CAL Signalling link actvity contr : , S-. ,..',
Fig. 1L-6, rig. 1L-7, Fir-. 1L-, Fig. 14-23, Fir. "..
Fig.. 1L-15, Fig. 14-If, Fir.. 1.-17, Fig. 1).-] ,

Fig. IL-1lO, Fig. A.(-I, Fir. A.(-2, Fir. A.,- ,
Fi g. A.6-ti, Fi F. A.I-

LSC SET CEL Link state control Q.7 i; Fir. 11-1, Fir. I I-
Fig. 11-3, Fij . 11-L, Fir. 11-7, Fir. 11-b, lir. 1- ,
F i r 1 1 -11) ,  F J( i c I II , i I t-. I I- 1.' 9 Q .-; 11, , , -.. .,

Fig. L-J'1 , Fir'. A.'-I, ! it. A.' -4, fHi'. A. 7

(3854)
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LSDA GCAL AED Signalling data link allocation : Q.7C;; Sec. IL.(,
Fig. 14-13, Fig. 14-15, Fig. IL-16, Fig. IL-17,

Fig. 14-18, Fig. 14-20, Fig. A.6-1, Fig. A.(-3,
Fig. A.6-4

LSDS GCLR SED Stand-by data link selection : Q.704, Fig. A.E-I,
Fig. A.6-3, Fig. A.6-4

LSLA GCAC AES Signalling link activation : Q.704; Sec. 1L.(,
Fig. 14-13, Fig. 14-15, Fig. 14-16, Fig. IL-19,
Fig. 14-20, Fig. A.6-1, Fig. A.6-1.

LSLD GCDA DES Signalling link deactivation : Q.74,L; Sec. 14. ,
Fig. 14-13, Fig. 1L-15, Fig. 1l-2&, FIg. i1- ,

Fig. 14-20, Fig. A.6-1, Fig. A.6-L

LSLR GCRE RES Signalling link restoration : Q.7', SeL. l.,,
Fig. 14-13, Fig. 14-15, Fig. i-17, Fag. iL-.,
Fig. 14-20, Fig. A.6-1, Fig. A.(- , Fi-. A.(-,

LSSU TSE UEE Link status signal units : Q.703; ?ig. !i-7,
Fig. 11-8, Fig. 11-9, Fig. 11-IC

LSTA GCAT ATS Signalling terminal allocation : 4.7cL; Sec. 1.,,
Fig. 14-13, Fig. 1L-16, Fig. IL-17, L . i-1',

Fig. 14-19, Fig. A.6-1

MGMT GES SGE Management system : Q.7C3; -g. -.-
Fig. 14-5, Fig. IL-(, Fig. l.-13, >--, ?.g. i.-,
Fig. A.6-1, Fig. A.t-4

MSU TSM USM Message signal unit Q.7 3; 1Kg. iJ-', 1Kg. K-,
Fig. 11-8, Fig. ll-9, Fig. 11-:'> , .7. ., F. A.,--

MTP SSTM PTM Message transfer part : Q.7; .:rcdJot~c.

NACK ACN RN Negative acknowledgement : .7 :.i 1Kg. .- ,

Fig. 11-7, Fig. 11-6

NNC ERN CRN National-network-congestional sgral .U ", a: -

NSP PSN PSN National signalling poin* : Q.7 11, 1-. -

OPC CPO CPO Originating point code : Q.7 ,- 1 ..
Fig. 13-1, Sec. 13.?

PCM MIC MIC Pulse code modulation .7 5."*

PCR RCP RCF Preventive cyclic retransmis, io : ' , 'a: : 4-.

and 4-2

POC SIP CBP Processor outage control : Q.703; Fig. 11-., Fig. ll-.O,
Q.704, Fig. A.6-7

RAN WRP RRE Reanswer signal : Q.723, Table 3.1

HC REC CR Reception control: Q.703; Fig. 11-2, Fig. 11-3,

Fig. 11-5, Fig. 11-7, Fig. 11-8, Fig. 11-0,

Fig. 11-10; Q.704, Fig. A.6-7

RLG LIG LGU Release-guard signal Q,723, Table 3.1

RSC RZC RCI Reseat-circuit signal Q.723, Table 3.1

RSM TR MPH Signalling-route-set-test message Q.70 4 ; Table 13.1

RSRT GRTF CPC Signalling route set test control Q.704, St'c. 14.',
Fig. 14-1, Fig. 14-7, Fig. 14-21, Fig. l4-22,

Fig. 14-23, Fig. 14-24

(3854)
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RST TRS PRS Signalling-route-set-test

RTAC GRTA CTA Transfer allowed control : Q.70L; Sec. I.5, Fig. 14-7,
Fig. 14-l1, Fig. 1L-15, Fig. 14-21, Fig. 1L-23,
Fig. 14-24

RTB TRT MRT Retransmission buffer : Q.703; Fig. 11-1, Fig. 11-7,
Fig. 11-9

RTPC GRTI CTP Transfer prohibited control : Q.701; Sec. 14.5,
Fig. 14-4, Fig. 14-7, Fig. 14-10, Fig. 14-421,
Fig. 14-22, Fig. 14-24

(3854)
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SAM MSA MSD Subsequent address message :.723, latle 3-1

SAO MSS SDU Subsequent address message wit! one signf :
Q.723, Table 3-i

SBM SE MEC Successful backward set-up informatior. mez:ag
Q.723, Tjble 3-1

SDL LDS LED Functional specification and descrit..:
language : Q.7j,4, Sec. 1L.l

SEC EEC CEC Switching-equipment-coniges ior. sivr.a.
Q.723, Table 3-1

SF ETC CE Status field : t.7 ,, Fip.

SI INS IS Service indicatcr ,

SIE ETAU IAL Status indicati er. ,'rg . . *-.'

(.70 3 , Fig . 7 -1 , 2e- . 7 . , *. .

Fig. 1]-. , Fig. 11-1 , If . " •

SIF INF C7L' Signal infjrma'ior. field

SIN ETAN IAN Status indicati-r r-r.t. Ft rr '
(4.77,3, Fig. 7-1. . 7 .. , .

Fig. 11- ., Fit-. I. - , . ,- i ' . .

SiC SEP 01i Service infr7,ri:r. , , , .

SI ETA51 IiA S'tatus indicat,,:, " ' a, ri.,.'
Fig 7-1, :;e . 7.,..... . -,....
Fig. II- , Fig . - 1, 7.. , >7 1.

Fig. 11- , Fif.. 2> ,

SlOs ET HI i. Status indicatioi. ",u' -o'-alipmrL'"
Fig. 7-1, Se-. I... ,.'. ,. . , Jig
Fig. 11-,9 F ig. F. AL.I>,

Fig. 11.9, Fig. 1, .1J. .*

Fig. A.0-7

SIP. ETI P I P Statu: ind cat ir, "prore~zr o',.
Fig. 11-1, ig. if -. , F1#7. 11-?, J ,'. -7
Fie. 11-9, Fig. 11-Y), '" :. 1 A. , .7

Fig. A.6-7

SL- C9C CO Signalling link cod: ,.70 4 , fic" 1- ,.

SLM OCS GL:" Signalling link management : ,;,.. ..,
Sec. 14.6, Fig. 1L-1, Fir. 14-1, -t .1L-4,
Fig. 1L-5, Fig. 14-17

SLS SCS SE.I Signalling link selection : Q.7oh , ic.-
Sec. 2.2.4, Fig. 2-3, Fig. 14-4

SLT:4 ESCO KL:" Signalling link test mossare Q.707, FJi. ,-;

SM11 OMS T'4: .ginal1inr mensae handlin g 40 .7, ,-c. 1!,.I
:;ec. 14.3, Fig. 14-1, 11,-.']

SP ';I'. grn, l u ii, I I. ,i F"),-. ,-', I'*: , i

Fir# . ]h-.', 1" ,' 0. J, - ' , . l - . I ,
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SPC CPS CPS Signalling procedure contrcl: Q.724, Fig. 1C-1
to Fig. 10-7

SRM GRS GRS Signalling route management Q.704, Sec. l .1,
Sec. 14.5, Fig. 1l-l, Fig. 14-3, Fig. l1-L,
Fig. 14-5, Fig. 1L-21

S0-? OCC ABO Subscriber-busy signal : Q.723, Tatle 3-1

SSF DSS CSS Sub-service field : Q-.70L, Sec. 13.1.1

SST TSI TIE Subscriber-transferred signal :7 -,,
Table 3-1

SST TSI TIL Send-special-inf'or.ation-tor.e '.-.± :
Q.7 , Fig. l(-- tc- Fij. i'-7

ST ST SLk End-of-pulsin s i g. f: .. 7.: , Lt

STL7 E37 CY12 Zignalling linr. test cLtrr. . 7' ., ".
Fig. 1..4

SrA GT? T" -igrallirg traffi c r ... 7., .,

Sec. JL-t', I lj . '.
Fig . 1-1,.. , , ,

-:~u r-gr r iT 71
'* ., . _ -

43 w t r c

CT'° 
, '1 .*, ' .4 . . 1.4" .. . 9

T.TCK (,,, tr.. led rer . p. r Y

... Ja. P.-; , J .'. 1 .- ." p . . ,

"TFA TA 1 A Transfer-aloweJ 7 '..

TF4 TF Wrli Trans fer-prcAi bi ted arwi tra!,!,fhr-a. !
m-essages , .7.49" a i c. .13- , .

TFt PTH Trantfer-prohiLited rs,"nal :Q.7N, lnV 1-

TFRC GTRS TCF Forced reroutinC control : Q.73 4, Sec. .. ,

Fig. 1L-5, Fig. 14-7, Fig. 14-1.

TLAC GTSD TCDF Line availability control : Q.7o4, 11c . J.'.,

Fig. 14-5, Fig. IL-7, li. 1L-7, Fir. PL.

Fig. 14-9, Fi,. 1L-l ' , Fig. A.t,-L, Fi . 1.

(3854) Fig. A.6-C
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TFA TIA APTTransfer-prli:*.el se;~ .

TSFC GTFX CFTS Signallin~g traff: f.cw conrL.-: .--

TSC TA, CEN Sigrnaling routinE conr:. Se:.
Fig. 1IL-5, Fig. 14t Fig, 14s-7, Fii.

Fig. 14-1, Fig. 1-1n, Fig. F ig. - :

TUP SSU PL2' Telepn"one user par-, F-,ig. --

Tx__K:C Transm.:ssi-n c*-._ -:

Fig.. 1:-, Fir-

SDK B:. Unt:OCKing signa: !a'.*

U-'EE E Unsucessf.;_ ta:Awai ?:-4 r-r-

message :

UP PSer;a-

(354)




